
 

 

 

 

 

Extended CVE Patch Support for CentOS 7 Variants of ASPECT Enterprise / 

Nexus 
 

ABB is committed to ensuring the security and reliability of our Building Automation  

solutions. As part of this commitment, we are pleased to announce extended support for  

CentOS 7–based ASPECT Enterprise and Nexus devices. 

 

With the release of the Q2 2025 OpenLogic Patch Bundle, ABB will provide continued  

critical CVE patch coverage for CentOS 7 ASPECT devices, beyond the official CentOS  

End-of-Life (EOL) date. 

 

What This Means for You 

• Extended Lifecycle Security: Customers operating CentOS 7 ASPECT Enterprise / 

Nexus devices will continue to receive essential CVE security patches. 

• Seamless Integration: The OpenLogic Patch Bundle ensures minimal disruption to 

existing systems and infrastructure. 

• Risk Mitigation: Ongoing patching closes vulnerabilities that could otherwise ex-

pose building networks and operations. 

 

Availability 

The Q2 2025 OpenLogic Patch Bundle is available immediately for CentOS 7-based ASPECT 

Enterprise and Nexus variants under active support agreements. 

 

Next Steps 

• Customers are encouraged to apply the patch bundle promptly to maintain secure 

and compliant operations. 

• For assistance with deployment or questions on support coverage, please contact 

your local ABB representative or system integrator partner. 

 
 

ABB remains committed to protecting your investments while facilitating a seamless tran-

sition to next-generation platforms. 
 


