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Over de handleiding

1 Over de handleiding

Lees deze handleiding aandachtig door en houd rekening met de informatie die deze bevat.
Hiermee kunt u letsel en schade aan eigendommen voorkomen en zowel een betrouwbare
werking als een lange levensduur van het apparaat garanderen.

Bewaar deze handleiding op een veilige plaats.
Als u het apparaat doorgeeft, geef dan ook deze handleiding door.

Busch-Jaeger aanvaardt geen aansprakelijkheid voor het niet naleven van de instructies in
deze handleiding.

2 Veiligheid

GEVAAR

Bij direct of indirect contact met spanningvoerende delen treedt er een

gevaarlijke stroomschok in het lichaam op. Elektrische schok, brandwonden of

de dood kunnen het gevolg zijn. Bij niet correct uitgevoerde werkzaamheden

aan spanningvoerende delen bestaat brandgevaar.

— Voor montage en demontage eerst de netspanning uitschakelen!

— Werkzaamheden aan het 100 ... 240V-stroomnet uitsluitend laten uitvoeren
door een erkend elektrotechnisch installatiebedrijf.

3 Beoogd gebruik

Als onderdeel van het Busch-Welcome® IP -systeem kan dit apparaat alleen worden gebruikt
met accessoires van dat systeem.
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Milieu

4 Milieu

Overweeg de bescherming van het milieu!

Gebruikte elektrische en elektronische apparaten mogen niet via het
huishoudelijk afval worden weggegooid. Breng uw apparaten naar het
afvalstation of kijk online waar u ze kunt inleveren.

— Het apparaat bevat waardevolle grondstoffen die kunnen worden
gerecycled. Breng het apparaat daarom naar de juiste inzamelplaats.

4.1 Busch-Jaeger-apparaten

Alle verpakkingsmaterialen en apparaten van Busch-Jaeger dragen de markeringen en
testzegels voor een juiste verwijdering. Voer het verpakkingsmateriaal, de elektrische apparaten
en de componenten altijd af via een erkend inzamelpunt of verwijderingsbedrijf.

Busch-Jaeger-producten voldoen aan de wettelijke vereisten, met name de wetten betreffende
elektronische en elektrische apparaten en de REACH-verordening.

(EU Richtlijn 2012/19/EU AEEA en 2011/65/EU RoHS)
(EU-REACH verordening en wet voor de uitvoering van de verordening (EG) N0.1907/2006)
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5 Productbeschrijving

5.1 Apparaattype

Artikelnum

Bestelnummer
mer

D04013-03 2TMA130260W0002

D04011-03 2TMA400260W0008

Productnaam

Smart Access Point Lite

Smart Access Point Pro

Afmetingen
Kleur (hxbxd)

Eenheid: mm
Wit 204 x 132 x 32
Wit 204 x 132 x 32
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5.2 Terminalbeschrijving

Nr.

10

11

12

] O lecleed

B

1211 10

Functie
Connector voor USB-stick (gereserveerd)

Manipulatieschakelaar

Deze wordt gebruikt om te voorkomen dat een indringer in het Smart Access Point inbreekt.
Zodra het voorpaneel van het Smart Access Point wordt geopend, klinkt er een
sabotagewaarschuwing door de ingebouwde luidspreker van het Smart Access Point.

De sabotagewaarschuwing kan ook worden ingesteld als voorwaarde en/of gebeurtenis in de
"Actie" functie. Dan kan deze samen met andere acties (bijv. pushmelding) worden geactiveerd.

@ Statusindicatie led
Binary input (used to interact with other systems)
Binary output (used to interact with other systems)

Resettoets

Houd deze knop 10 s lang ingedrukt om de resetmodus te openen en het wachtwoord van de
eerste admin-gebruiker te resetten.

In-/uitschakelen om de WiFi Access Point-modus te activeren/deactiveren
Wanneer de WiFi Access Point modus is geactiveerd, knippert de statusindicatie rood.

MicroSD-kaartconnector (gereserveerd)

Veiligheidsschakelaar
Aan = er mogen geen apparaten worden toegevoegd of verwijderd
Uit = de apparaten mogen worden toegevoegd of verwijderd (standaard)

Connector vermogensingang (DC-JACK-ingang)
LAN (PoE)

LAN (gereserveerd)
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@ Statusindicatie led

Beschrijving
Resetten naar
fabrieksinstellingen

Alarm (bijv. manipulatiealarm)

Ingeschakeld of eerste
installatie

WiFi Access Point is
geactiveerd

Veiligheidsmodus is
gedeactiveerd

Deurbel is gedempt

Normale modus

Blauw

Aan

Rood

Langzaam
knipperen

Aan

Groen

Aan

Wit
Langzaam
knipperen

Snel
knipperen

Aan

Prioriteit

7 (hoogst)
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6

Technische gegevens

Aanduiding
Spanningswaarde
Bedrijfsspanningsbereik
Nominale stroom

PoE standaard

Draadloze overdrachtfrequentie

Draadloos transmissievermogen

Draadloze transmissiestandaard
Omgevingstemperatuur
Opslagtemperatuur
Productafmetingen

IP-level

IK-level

Relaisuitgang

Droge contactinvoer

Bluetooth-gegevens
Bluetooth-standaard
Frequentieband
TX-vermogen

RX-gevoeligheid

Waarde

24V =

20-27V =

24V =, 375 mA

IEEE802.3 af

802.11b/g/n:

2412...2462MHz (voor de VS)
2412...2472MHz (voor Europese landen)
802.11a/n:

5150...5250MHz

5250...5350MHz

5470...5725MHz

5725...5850MHz (voor de VS)

Max. 20 dBm@12 Mbps OFDM 2.4 G
Max. 20 dBm@12 Mbps OFDM 5.8 G

IEEE 802.11 a/b/g/n
-10 °C...+45 °C
-25°C...+70 °C

204 mm x 132 mm x 32 mm

IP 30

IK 05
30V=1A
5V =, 1mA
4,2

2.402...2.480 GHz

Maximaal 8 dBm

Minimaal -92 dBm
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Montage/installatie

7 Montage/installatie

GEVAAR

Bij direct of indirect contact met spanningvoerende delen treedt er een
gevaarlijke stroomschok in het lichaam op. Elektrische schok, brandwonden of
de dood kunnen het gevolg zijn. Bij niet correct uitgevoerde werkzaamheden
aan spanningvoerende delen bestaat brandgevaar.

— Voor montage en demontage eerst de netspanning uitschakelen!

— Werkzaamheden aan het 100 ... 240V-stroomnet uitsluitend laten uitvoeren
door een erkend elektrotechnisch installatiebedrijf.

71 Eis voor de installateur

Waarschuwing

Elektrische spanning!

Installeer het apparaat alleen als u over de nodige kennis en ervaring op
elektrotechnisch gebied beschikt.

— Onjuiste installatie brengt uw leven en dat van de gebruiker van het
elektrische systeem in gevaar.

— Onjuiste installatie kan ernstige schade toebrengen aan eigendommen,
bijvoorbeeld door brand.

De minimaal noodzakelijke vakkennis en vereisten voor de installatie zijn als

volgt:
— Pas de "vijf veiligheidsregels" toe (DIN VDE 0105, EN 50110):
1. Koppel
2. Beveilig tegen opnieuw verbonden te zijn
3. Zorg dat er geen spanning is
4. Verbind met aarde en kortsluiten
5. Bedek aangrenzende delen of barricadeer ze.

— Gebruik geschikte persoonlijke beschermkleding.

— Gebruik alleen geschikt gereedschap en meetapparatuur.

— Controleer het type voedingsnet (TN-systeem, IT-systeem, TT-systeem) om
de volgende voedingsomstandigheden te garanderen (klassieke verbinding
met aarde, beschermende aarding, noodzakelijke aanvullende maatregelen,
enz.).
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Montage/installatie

7.2 Montage

1. Demonteren

Trek aan de klem aan de onderkant van het apparaat en open vervolgens de voorklep.

2. Bedrading
Optie 1: bedrading vanaf de achterkant
Optie 2: bedrading vanaf de onderkant

Optionl
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3. Montage
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Ingebruikname

8.1

Ingebruikname

Systeemvereisten

Gebruikersinterface
De inbedrijfname wordt altijd uitgevoerd via de webinterface van "Smart Access Point".

Om de webbasis gebruikersinterface te openen, hebt u een computer nodig met een LAN- of
WLAN-netwerkadapter en een geinstalleerde internetbrowser.

Aanbevolen browsers zijn:
= Firefox (vanaf versie 9)
= Google Chrome

= Safari

Welcome-app

Voor de installatie van de Welcome-app hebt u een smartphone of tablet met een
besturingssysteem Android (vanaf 4.0) of iOS (vanaf iOS 7) nodig.

Thuisnetwerk

Om tijdens het standaardgebruik tegelijkertijd toegang te hebben tot de Welcome-app en
internetdiensten (bijv. e-mail), moet het "Smart Access Point" na inbedrijfname in het bestaande
thuisnetwerk geintegreerd worden. Daarvoor is een router met ethernet- of WLAN-interface
nodig.
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Ingebruikname

Gebouwtype

Het "Smart Access Point" ondersteunt twee gebouwtypen voor verschillende toepassingen.

O Opmerking
De topologiemodus kan alleen bij de eerste inbedrijfname gekozen worden.

1. Woongebouw
Deze modus wordt gebruikt voor een eengezinswoningen.

In deze modus wordt de "Smart Access Point" gebruikt om de apparaten in de woning te
beheren.

In deze modus kan het "Smart Access Point" alleen communiceren met de andere TCP/IP-
apparaten in een netwerksegment; normaal is dat het thuisnetwerk met een statisch IP-adres of
het dynamische IP-adres van de DHCP-server.

2. Functioneel gebouw

Deze modus wordt gebruikt voor toepassingen met meerdere appartementen of commerciéle
toepassingen.

In deze modus kan het "Smart Access Point" alleen communiceren met de andere TCP/IP-
apparaten in 2 netwerksegmenten. Eén is het thuisnetwerk in de managementruimte. Het
andere is het netwerk van het gebouw. Het IP-adres van "Smart Access Point" is vast ingesteld
op 10.0.0.1.

Alle apparaten op het netwerk van het gebouw kunnen het IP-adres automatisch genereren uit
hun fysieke adres (bijv. gebouwnummer, etagenummer en ruimtenummer).

Building

Master IS

Master IS
10.x.x.x 10.X.X.X
POE
[ s
Master IS Master IS
10.x.%x.X 10.X.x.X

POE
[ e e ]

Master IS Master IS
10.x.%x.X 10.X.x.X

[ e e ]

Master IS @l Master IS
Guard unit 1o-x 2 POE 10.X.x.X
10.x.x.x o e N e ]

Smart Access Point
(Functional) El
= =
192.168.x.x Il F] ... [
10.0.0.1 o ==

Management room

Building OS
10.x.%.X

10.x.%.X
IP camera Network IP actuator

Gate station 10.%.X.X 10.x.X.X

10.X.x.X

@ RF repeater E— Cylinder CAT.5/IP bus line --- RFwireless connection
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myBUSCH-JAEGER-account

Aanbevolen wordt een myBUSCH-JAEGER-account te registreren voor de eerste
inbedrijfname.

1. Voordelen van een myBUSCH-JAEGER-account

= Dit is nodig wanneer u het wachtwoord voor de eerste admin-gebruiker wilt resetten.
= Hetis nodig wanneer u zich wilt abonneren op de "afstandsbedieningsservices".

= Hetis nodig wanneer u de meldingen via de Welcome-app wilt ontvangen

= Hetis nodig wanneer u zich wilt aanmelden via de webinterface van het "Smart Access
Point".

Afstandsbedieningsservices

Er zijn 3 soorten "afstandsbedieningsservices":

1. Toegang op afstand en meldingen

Afstandservices voor Welcome IP, AccessControl en VideoControl voor deWelcome-app
= Deuroproepen ontvangen.

= Videobewaking-oproepen naar buitenposten en IP-camera's.

=  Op afstand ontgrendelen van digitale deursloten (ondersteuning voor maximaal 8
"elektronische slotcilinders").

= Toegang op afstand tot de webinterface van het lokale Smart Access Point.
= Gebeurtenissengeschiedenis en pushmeldingenservice.
= Per abonnement: toegang op afstand voor 10 mobiele toestellen.

2. Ontgrendeling op afstand

Afstandservices voor AccessControl voor commerciéle gebruikssituaties op de Welcome-app:
= Onafhankelijk van het aantal gebruikers (mobiele toestellen).

= Vier verschillende pakketten voor maximaal 600 sloten beschikbaar.

= Op afstand ontgrendelen van digitale deursloten.

3. Video-opslag en streaming

Services voor opslag op afstand voor VideoControl-apparaten (aanvullend pakket voor het
pakket "Toegang op afstand en meldingen"):

= Opslag- en streamingservices voor gebeurtenisopnamen in de cloud.
= Verschillende pakketten voor cloud-opslag beschikbaar.

4. Hoe registreert u een account op het myBUSCH-JAEGER -portaal?

zie hoofdstuk 13.1 “Een account registreren via het MyBuildings-portal“ op pagina 250.
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8.2 Toegang tot SmartAP via UPnP

De pc moet eerst verbinding maken met de router.

Router

@ Router

Y

@

SmartAP

[3¢]

SmartAP SmartAP

z
A5

LAN connection Wifi connection

Volg de onderstaande stappen op de pc:

@ 1 5 | Network _
Il oo ven

« v 1 @ > Network » O

+ Computer (1)
v Quick access

4 Documents Q

¥ Downloads =

=] Pictures Media Devices (1)
I Desktop

d Music

W videos Printers (2)
s OreDrive

= This PC

+ Other Devices (1)

- UEFI_NTFS (E)

SmartAP; Access Point
o WIN_TO_UEF1021 =~

v w Network

pel Type here to search i}
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8.3 Eerste configuratie

1. Overschakelen naar veiligheidslogin
Aanbevolen wordt om HTTPS te gebruiken om gegevens te versleutelen.

Klik op "Overschakelen naar veiligheidslogin” - "Geavanceerd" - "Ga naar ..." om naar het
beveiligingsscherm te gaan.

Please choose your language

Cesky
Dansk
Deutsch
English

Espanol

switch to security login

Your connection is not private

Attackers might be trying to steal your information from 192.168.3.1 (for example,
passwords, messages, or credit cards). Learn more

NET:ERR_CERT_AUTHORITY_INVALID

Help improve Safe Browsing by sending some system information and page content to Google.

Privacy policy,

Hide advanced

This server could not prove that it is 192.168.3.1; its security certificate is not trusted by
your computer's operating system. This may be caused by a misconfiguration or an
attacker intercepting your connection.

Proceed to 192.168.3.1 {unsafe)
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2. Taal selecteren

Selecteer de taal uit de keuzelijst.

Please choose your language

Cesky

Dansk

Deutsch
glish

Espariol

3. Accepteer de eindgebruikerslicentie

End user license agreement

ABB End User License Agreement (“EULA”)

IMPORTANT: PLEASE READ THE TERMS AND CONDITIONS OF THIS LICENSE AGREEMENT CAREFULLY BEFORE
CONTINUING WITH THIS PROGRAM INSTALL

This End-User License Agreement ("EULA") is a legal agreement between you (either an individual or a single entity) and ABB
GENWAY XIAMEN ELECTRICAL EQUIPMENT CO., LTD or its affiliates (the “Company”) for the "SOFTWARE PRODUCT".
SOFTWARE PRODUCT means the machine readable (object code) version of the computer programs including firmware, any
copies made, bug fixes for, updates to, or upgrades thereof, and associated software components, media, printed materials, and
"online" or electronic documentation.. “Use” or “Using” means to download, install, copy, activate, access or otherwise use the
SOFTWARE PRODUCT. By Using the SOFTWARE PRODUCT, you agree to be bound by the terms of this EULA. If you are
entering into this EULA on behalf of an entity, you represent that you have authority to bind that entity. This EULA represents the
entire agreement conceming the program between you and the Company, and it supersedes any prior proposal, representation, or
understanding between the parties. If you do not agree to the terms of this EULA, do not install or Use the SOFTWARE

nd User Licence Agreement” and accepted it.

< >
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4. Accepteer de OSS-licentie

Licensing terms ABB-Welcome

Following Licenses are used in the products
HGM52-AC.-. & HGM52-1PC.-.-0x

Component: Linux OS

License: GNU GENERAL PUBLIC LICENSE V2

Copyright year: 1992 - 2010

Copyright holder: Linus Torvalds et al.

Source Code Download location: git/git.freescale.com/imx/fsl-arm-yocto-bsp.git

Component: QT
License: GNU Lesser General Public License V2.1 or later

(¥ 1 accept the licensing terms

5. Accepteer de privacyverklaring

Data privacy

We take the protection of your personal data very seriously and follow the legally valid regulations regarding data protection, detail
refer to below link.

https://eu.mybuildings.abb.com/en/page/privacy-policy

[ 1 accept the data privacy
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6. Kies het gebouwtype

Meer informatie hierover vindt u in het hoofdstuk "Typische toepassingen".

Please choose your building type

ﬂ Residential

l Functional

7. Bepaal uw locatie

Selecteer de tijdzone uit de keuzelijst.

Please define your location

Time zone (UTC-12:00) International D... v

Date and time 2019-08-20 11:24:58
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8. Wijzig de AP-modus wifi-instelling en stel de landcode in.

Het is noodzakelijk om de WLAN-naam en het wachtwoord bij de eerste installatie te wijzigen.
Aanbevolen wordt om een nieuwe sticker te maken en deze op de afdekking van het apparaat
aan te brengen.

Wi-Fi AP mode Settings

SmartAP_D590

Password

Confirm

Country code
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9. Selecteer het type verbinding

Selecteer een verbindingstype volgens onderstaand schema.

Connecton type = W ifi

I
I
I
Swich !
|

[ T R W R | Router | Router

Z ! N4

|
I

pC . pC
I

SmartAP SmartAP ! SmartAP
Funciona) Resdenth) ! Residentn)

I
1
I

Connecton type = LAN

Selectie type = LAN

Please establish LAN connection

Obtain IP address automatically

IP address 192.168.1.100
Subnet mask 255.255.255.0

Default gateway
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Selectie type = wifi

Please connect to a WIFI network

21
TP-LINK_9416
21_ISS_5G
cisco

21_2.4G

CAQT 79nQ

£ Refresh

10. Maak de eerste admin-gebruiker aan

Hier maakt u de eerste admin-gebruiker aan.

Please create your user account

User name

Password

Confirm
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11. MyBuildings-login

[1] Beveiligingsniveau 1: stel het wachtwoord voor de eerste admin zonder MyBuildings-
account opnieuw in.

Please choose a security option

Option 1: reset device without MyBuildings a... (

Option 2: reset device with MyBuildings acc...

Please connect to MyBuildings

Flisndly nae —

Remote access ] Enable 4

If you do not have a MyBuildings account yet, you can

< 1 skip

Nr. Beschrijving

Als u in dit scherm geen instellingen aanpast, kunt u op "Overslaan" klikken om naar het

L volgende scherm te gaan.

> Als u geen MyBuildings-account heeft, klik dan op "hier registreren” om een account aan te
maken.

3 Voer de gebruikersnaam, het wachtwoord en de bijnaam in.

4 Als de functie "Toegang op afstand" is geactiveerd, hebt u toegang tot de SmartAP op het

MyBuildings-portaal als u zich op de service op afstand hebt geabonneerd.

Zie het hoofdstuk "Het wachtwoord voor de eerste admin resetten” voor meer informatie.
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[2] Beveiligingsniveau 2: stel het wachtwoord voor de eerste admin met MyBuildings-account
opnieuw in.

Please choose a security option

Option 1: reset device without MyBuildings a...

Option 2: reset device with MyBuildings acc... (

Please connect to MyBuildings

User name ivanstagecn

Password

Friendly name Jacky's SmartAP

Remote access Enable 4

If you do not have a MyBuildings account yet, you can

£ Connect

Nr. Beschrijving

1 Als u geen MyBuildings-account heeft, klik dan op "hier registreren” om een account aan te
maken.

2 Voer de gebruikersnaam, het wachtwoord en de bijnaam in.

3 Voer de mail in voor het resetten van het wachtwoord voor de eerste admin.

Als de functie "Toegang op afstand" is geactiveerd, hebt u toegang tot de SmartAP op het
MyBuildings-portaal als u zich op de service op afstand hebt geabonneerd.
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Klik op "Verbinden"; u ontvangt dan een e-mail met de verificatiecode.

Verification code: YI14P0QZ.

Sent by: jacky's SmartAP (0c618f49-44ca-4791-abd4-
6d52adc001a3 / ivanstagecn)

For your information. A maximum of 25 e-mails per day can be
sent via your free@home system.

Voer deze verificatiecode in en klik op "V".

Connect to the MyBuildings portal server

Please enter the verification code received by email /=

L]
u [

Remaining time:232s

Zie het hoofdstuk "Het wachtwoord voor de eerste admin resetten” voor meer informatie.
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12. Stel de apparaatnaam in

Deze apparaatnaam wordt weergegeven op het inlogscherm.

Please enter the device name

Device name Jacky's Pro

13. Bevestig de instellingen

U kunt alle instellingen zien op het overzichtsscherm. Klik op "Voltooien" als de instellingen in

orde zijn.

Thank you!

Language

Time zone

System access point
Connection type

User name

Building type

MvRBuiildinas

<

English

(UTC-12:00) Internation...
SmartAP_D590

WiFi

jacky

Functional

disable

Finish
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14. Ga naar het inlogscherm

Jacky's Pro

PLEASE LOGIN

3 (&) CONFIGURATION

4 Switch to security login

Nr. Beschrijving

1 Apparaatnaam
2 Gebruikersnaam en wachtwoord
3 Ga naar het configuratiescherm

Deze functie is alleen beschikbaar voor de admin- en master-gebruiker.

4 Overschakelen naar veiligheidslogin

zie hoofdstuk 8.1 “Systeemvereisten® op pagina 15

zie hoofdstuk 13.2 “Wachtwoord voor de eerste beheerder resetten“ op pagina 251
zie hoofdstuk 13.1 “Een account registreren via het MyBuildings-portal“ op pagina 250
zie hoofdstuk 13.1 “Een account registreren via het MyBuildings-portal“ op pagina 250

zie hoofdstuk 13.2 “Wachtwoord voor de eerste beheerder resetten“ op pagina 251
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8.4 Inlogscherm

Na de eerste installatie kunt u het inlogscherm van "Smart Access Point" openen met de eerste
admin-gebruiker. Het inlogscherm verschilt afhankelijk van het aantal gebruikers.

Aantal gebruikers <6

Als het aantal gebruikers <6 is, wordt er een namenlijst op het scherm weergegeven. Voer het
wachtwoord rechts van de gebruikersnaam in om door te gaan.

Jacky's Pro

PLEASE LOGIN

() CONFIGURATION (®) CONTROL

Aantal gebruikers 2 6

Als het aantal gebruikers = 6 is, wordt er geen namenlijst op het scherm weergegeven. U moet
de gebruikersnaam en het wachtwoord invoeren om door te gaan.

Jacky's Pro

PLEASE LOGIN
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8.5 Configuratiescherm

Het configuratiescherm wordt gebruikt om alle apparaten en gebruikers toe te voegen en te
configureren.

Voer op het inlogscherm het wachtwoord in en klik op "Configuratie" om toegang te krijgen tot
het configuratiescherm.

PLEASE LOGIN

; jacky

(®) CONFIGURATION (®) CONTROL

v O = ses® B MAIN MENU

) -

DOOR ENTRY SYSTEM

BUILDING STRUCTURE USER MANAGEMENT

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time conirol Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g.
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
; jacky (=) Device configuration  JeF Preferences
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8.6 Besturingsscherm

Het controlescherm wordt gebruikt om de Accescontroleapparaten te bedienen.

Op het aanmeldscherm, voer het wachtwoord in en klik op "Control" om toegang te krijgen tot
het controlescherm.

PLEASE LOGIN

‘ jacky

() CONFIGURATION (#) CONTROL

9

Event history
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8.7 Instellingen

8.71 Snelle instellingen openen

Klik in het configuratiescherm op "V" om de snelle instellingen te openen.

A MENU
Network
W Network LAN client >
™ SmartAP Jacky's Pro >

- MyBuildings ivanstagecn >
General settings

'u' Settings

v

- Logout jacky
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8.7.2 Instellingen: algemeen openen

Klik in het configuratiescherm op "Instellingen" om het bijbehorende scherm te openen.

v ® @ sos ™ B MAIN MENU

M e = 8 B 6

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g.
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
F—————— 1
‘ abb (=) Device configuration : ﬁ Preferences :
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8.7.3

Versie-informatie

vove @ & sos @ P

4} PREFERENCES

Preferences

System information

Network settings

Localization

Project backups

Firmware updates

MyBuildings Account

Service

Wi-Fi access point mode settings

Third party authority

Abnormal devices

Onvif IPC list

System information

Version information

1
1
1
§ Version
1
1
1

PREFERENCES

V2.4
Date 20200228163012
L e o i e
‘SystenTinformatton
Devices 5
Operating time 1309m (0d 21h)

Data Privacy
End user license agreement

Licensing Terms ABB Welcome
©Copyright 2019 ABB.AIl rights reserved

Op het scherm "Instellingen”, "Systeeminformatie”, kunt u de versie-informatie bekijken.
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8.74 Disclaimer informatie

Op het scherm "Instellingen”, "Systeeminformatie”, kunt u de disclaimer-informatie bekijken.

vove @ & sos @ P PREFERENGES
4} PREFERENCES
Preferences System information
System Information > | Version information
Version V2.4
Network settings >
Date 20200228163012
Localization >

System information

Project backups 13 Devices 5

Operating time 1309m (0d 21h)
r

Firmware updates > 1 I
1 1

MyBuildings Account » ' Data Privacy '
| VEuﬂ.!ml_lmangﬂmm |

Service > ! Liensiog !
1 ©Copyright 2019 ABB.AIl rights reserved 1

Wi-Fi access point mode settings >

Third party authority >

Abnormal devices >

Onvif IPC lst > «
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8.7.5 Netwerkinstellingen

In het scherm "Instellingen”, "Netwerkinstellingen" kunt u de netwerkinstellingen wijzigen. zie
hoofdstuk 8.3 “Eerste configuratie“ op pagina 19

£} PREFERENCES

Preferences Network settings
System information > Network mode
Network settings > LAN client Y

Network settings

Localization >
Connecting status Connected
Project backups ’ Obtain IP address automatically
Firmware updates > IP address
MyBuildings > Subnet mask
Service 3 Default gateway
WI-FI access point mode settings > DNS server
Third party authority >
Abnormal devices >
Onvif IPC list > «

L} PREFERENCES

Preferences Network settings
S ST > | Network mode
Network settings > WI-Fl client .

Network settings

Localization >
Connecling status Connected
j >
Brojact bacps SSID Al TPUNK 5G 9416 v
Firmware updates > Password revararand
MyBuildings > Obtain IP address automatically
Service 5 IP address
WI-Fl access point mode settings > Subnet mask
Default gatew:
Third party authority > elaull galeway
. DNS server
Abnormal devices >

Onvif IPG list > *® v Save
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8.7.6

Taal

Preferences

System information

Network sellings

Localization

Project backups

Firmware updates

MyBuildings

Service

WI-Fl access point mode settings

Third party authority

Abnormal devices

Onvif IPC list

Localization

System settings

Device name

Language

Language

Time zone

Time zone

Date/time

Mode

Server

Jacky's Pro

(UTC+08:00) Beijing,Chongging.H...

NTP time service

pool.ntp.org

v

In het scherm "Instellingen”, "Lokalisatie", selecteert u de taal in de keuzelijst.

$} PREFERENCES
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8.1.7

Tijdinstellingen

Tijdzone-instelling

In het scherm "Instellingen”, "Lokalisatie", selecteert u de tijdzone in de keuzelijst.

£} PREFERENCES

Preferences

System information

Network settings

Localization

Project backups

Firmware updates

MyBuildings

Service

WI-Fl access point mode sellings

Third party authority

Abnormal devices

Onvif IPC list

>

Localization
System settings

Device name

Language

Language

1 Time zone
1

! Time zone

Jacky's Pro

English v

Date/time

Mode

Server

NTP time service >

pool.nlp.org
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Smart Access Point-tijd synchroniseren via lokaal systeem of NTP-server

In het scherm "Instellingen”, "Lokalisatie", kan de Smart Access Point-tijd worden ingesteld om
te synchroniseren vanuit "Lokale systeemtijd" of vanuit " NTP-tijddienst".

$} PREFERENCES

Preferences Localization
System information > System seﬂings
Network settings o Device name Jacky's Pro
Localization > Language
Language English v
Project backups b
Fimware updates > | Time zone
Time zone (UTC+08:00) Beijing,Chongqing H... v
MyBuildings L .
| ) 1
1 Date/time !
Service > N I
: Mode Local system time v :
WI-Fl access point mode settings > A . !
1 Smart Access Point time 2019-09-30 11:43:47 1
| 1
Third party authority > : PC time 2019-09-30 11:43:47 1
1
| 1
I Synchronize with PC time 1
Abnormal devices L T e — |

Onvif IPC st > x v Save
£} PREFERENCES

Preferences Localization
System information > System settings
Network settings » Device name Jacky's Pro
Localization > Language
Language English ~
Project backups >
Firmware updates > Time zone
Time zone (UTC+08:00) Beijing.Chongqing.H... v
MyBuildings >
1 . [
1 Date/time !
Service > | I
: Mode NTP time service v :
WI-Fl access point mode sellings > 1
: Server pool.nip.org :
Third party authority > ]
Abnormal devices >
Onvif IPC list > 'S
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Smart Access Point-tijd synchroniseren met andere apparaten in het systeem

@) Opmerking
Deze functie wordt alleen gebruikt voor apparaten van de buiten-/binnenpost.

In het scherm "Instellingen”, "Verschillende instellingen”, kunt u "Automatisch" selecteren om de
Smart Access Point-tijd regelmatig met andere apparaten in het systeem te synchroniseren. U
moet op "Toepassen” klikken voordat de wijziging van kracht wordt.

Preferences Misc settings

L lntntirieir vttt |
System information * | Time synchronisation for door entry system devices
! @ Automatically Manually !
Network settings > | 1
| Synchronize period(hou 1
! 1
Localization >0 [ h
! 1
Project backups s | Apply 1
U o 1
Firmware updates > Offline alarm
[ Alarm when device goes offine
MyBuildings Account >
(A Enable sous
Service > (A Enable popup notificatior
Wi-Fi access point mode settings > Apply
Third party authority >
Abnormal devices >
Onvit IPC list >
Misc settings >
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8.7.8 MyBuildings-instellingen

"Paar" wordt weergegeven wanneer account en wachtwoord correct zijn.

"Verbinden" wordt weergegeven wanneer Smart Access Point succesvol is verbonden met het

MyBuildings-portaal.

Als "Toegang op afstand" is geactiveerd, hebt u toegang tot "Smart Access Point" op het
MyBuildings-portaal. U moet zich echter wel abonneren op de service "Toegang op afstand" op
het MyBuildings-portaal voordat deze functie wordt gebruikt.

{} PREFERENCES

Prefere

System information

Network settings

Localization

Project backups

Firmware updates

MyBuildings

Service

WI-Fl access point mode settings

Third party authority

Abnormal devices

Onvif IPC list

MyBuildings

rformation to register this devic

yel, you can register here. For

At present, the remote function is temporarily in the trial operation phase

User name

Password

Friendly name
uuID 638a0b1c-5b39-4952-¢ )83941d29d67
Remote access (V] Enable
Logout
L)
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Licentie vernieuwen

U kunt de licentie vernieuwen nadat u zich op de service op afstand hebt geabonneerd.

n H non HP*H nonp T} H n ™ H :
In het scherm "Instellingen”, "MyBuildings", "Licentie", klikt u op "%/ " om de licentie te
vernieuwen.
$} PREFERENCES
Preferences MyBuildings MyBuildings
System Information Connection ,  Remote Access and Notifications
Effective date 2019-09-30 13:13:04
Network setlings >
License > Expiration date 2019-10-20 06:00:00

Localization >
Project backups >
Firmware updates >
MyBuildings >
Service >
WI-FI access point mode settings >
Third party authority >
Abnormal devices >
Onvif IPC list > I

sy

| Ep—
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8.7.9

Preferences

System information

Network settings

Localization

Project backups

Firmware updates

MyBuildings

Service

WI-FI access point mode settings

Third party authority

Abnormal devices

Onvif IPC list

Instellingen APP-modus

WI-Fl access point mode settings

WI-FI access point mode settings

SSID SmartAP_D590

Password s

IP address 192.168.3.1

Band 2.4G v
Country code China ~

In het scherm "Instellingen”, "Instellingen Wifi Access Point-modus” kunt u de instellingen voor
de WiFi Access Point-modus wijzigen.

£} PREFERENCES
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Op het scherm "Instellingen”, "Niet geint. app.”, kunt u de details van niet geintegreerde
apparaten bekijken (bijv. apparaat ondertekend mislukt, communicatie mislukt, enz.).

£} PREFERENCES

Preferences Abnormal devices
Network settings b
Localization > Room No. Device No. Device type Serial No. MAC Reason
00 01 Outdoor station 101807A7F02F948 807A7F02F948 Device signed failed
Project backups >
00 02 Qutdoor station 101807A7F( 80 )2F945 Devic >d failed
RO ’ 02 o1 Indoor station 02807A7FO2FG05 | BOTATFO2FE05
MyBuildings > 01 01 102807A7F0280D8 B07A7FO280D8
Service >
WI-Fl access point mode settings >
Third party authority >
Abnormal devices ’
Onvif IPC list >
Misc settings > *

U kunt het apparaat controleren wanneer "Apparaat ondertekend mislukt" in de lijst met niet
geintegreerde apparaten verschijnt.

= |s het apparaat eerder ondertekend?
=\Werkt het apparaat in de veiligheidsmodus?
= Is er een conflict met het IP-adres van het apparaat en dat van andere apparaten?
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8.7.10

Onvif IPC-instellingen

Een binnenpost kan de functie "Community monitor" niet gebruiken voordat de IPC-camera's
hier zijn ingesteld.

Protocol Stel als "ONVIF" of "ONVIF Profiel S"
Type codering van Stel als "H.264"

video

Resolutie Set to max. 1920x1080 (1080p)

Voor IP-camera’s kunnen de volgende adressen worden toegewezen in het
gemeenschap/functioneel netwerk: -10.0.3.1 -server-8230; 10.0.3.254.In dit adresbereik kunnen
ook andere apparaten, zoals een computer, de 10-type adressen gebruiken zonder in conflict te
komen met het ABB-Welcome IP-adresbereik.

Klik in het scherm "Instellingen”, "Onvif-IPC-lijst" van Smart Access Point op "Apparaat zoeken"
om de IP-camera te zoeken die voor het openbare netwerk worden gebruikt.

L} PREFERENCES

Preferences Onvif IPC list
T L T 1

Network settings > : : H

h Search device |

1 1
Localization > |~~~ ~T--=========

IP address Name Status Action

Project backups >
Firmware updates >
MyBuildings >
Service >
WI-Fl access point mode settings >
Third party authority >
Abnormal devices >
Onvif IPC list >
Misc seltings > *
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Klik vervolgens op "Inloggegevens inv." nadat de IP-camera is gedetecteerd.

4} PREFERENCES

Preferences Onvif IPC list
Network settings. > -
Search device
Localization >
IP address Name Status Action
Project backups i [ !
10.0.0.3 HIKVISION%:20DS-2CD2142FWD-| Unpaired I Enter credentials :
1
Firmware updates > TmEmEmE T T -
MyBuildings >
Service >
WI-Fl access point mode settings >
Third party authority >
Abnormal devices >
Onwif IPC list >
Misc settings % *
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Voer de gebruikersnaam en het wachtwoord van de IP-camera in en klik vervolgens op "Paar".

INFORMATION

Enter camera credentials

User name admin

Password

Preferences Onvif IPC list ||
1
Network settings > - H
Search device \
1
Localization > 1
IP address Name Statu% Action
Project backups >
10.0.0.3 HIKVISION%20DS-2CD2142FWD-1 Paired Update credentials
Firmware updates >
MyBuildings >
Service >
WI-Fl access point mode settings >
Third party authority >
Abnormal devices >
Onvif IPC list >
Misc settings > *
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8.7.11 Alarm-meldingsinstellingen

In het scherm "Instellingen"”, "Versch. inst.", zijn de geluidsmelding en popupmelding alleen
beschikbaar als de functie "Alarm wanneer het apparaat offline gaat" is geactiveerd.

£} PREFERENCES

Preferences Misc settings

Network settings > Time synchronization
* Automatically Manually

Localization >

Synchronize period(hour)

Project backups > 1
Firmware updates > Apply
MyBuildings > Offline alarm
Alarm when device goes offine
Service >

Enable sound notification

WI-FI access point mode settings > Enable popup notification
L e e - - 1
Third party authority b Apply
Abnermal devices >
Onvif IPC list >
Misc settings » -
O Opmerking
Het alarm wordt gemeld via buitenpost 1 (apparaat-ID=1) of via deurpost 1
(apparaat-ID=1). Als een van deze twee apparaten niet in het systeem kan

worden herkend, kan het alarm niet succesvol aan Smart Access Point worden
gerapporteerd.
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9 Door Entry system-apparaten bedienen

9.1 Topologie buiten-/binnenpost

Topologie 1: eengezinswoning

In een ABB-Welcome IP systeem in een particulier gebouw wordt het netwerk van het gebouw
losgekoppeld van het unit netwerk.Dit voorkomt ongeoorloofde toegang tot het privé-netwerk via
het buitenstation.

Een IP Touch 7/10 is geinstalleerd.
In dit type installatie voldoet het IP Touch 7/10 bovendien aan de functie van een IP gateway.

"Smart Access Point" moet worden ingesteld op "Commercial Mode" bij de initiéle opstelling.

DHCP

POE
P —

ed ][]

I
i
i
i
i
i
i
i
i
LAN1 : LAN2
|
i
i
i
i
i
i
;
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Topologie 2: appartementencomplex

In dit geval moet "Smart Access Point" tijdens de eerste installatie worden ingesteld op

"Functiemodus". zie hoofdstuk 8.3 “Eerste configuratie“ op pagina 19

In dit geval wordt "Smart Access Point" gebruikt om alle apparaten in het gebouw te beheren.

Management room

Router
192.168.x.x

Guard unit
@ 10.x.X.X
©

Master IS
10.x.x.x

Master IS
10.%x.X.X

Master IS
10.x.%x.X

Master IS
10.x.%.x

]

Building

]

POE
B I

[ =
=]

POE
[ W ]

[ N

=]

POE
Tl o o N

Switch

e

Smart Access Point
(Functional)

192.168.x.x
10.0.0.1

" D IP camera
Gate station
10.x.%.X

10.X.%.X

Master IS
10.x.x.X

Master IS
10.X.x.X

Master IS
10.x.x.X

Master IS
10.x.X.X

L e

Network IP actuator
10.X.X.X

Building OS
10.X.x.X

CAT.5/IP bus line
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Demonstratie voor het bedienen van de apparaten van de buiten-/binnenpost

De volgende demonstratie verwijst naar de topologie 2.

Deze demonstratie is bedoeld om vertrouwd te raken met de werking van de apparaten van de

buiten-/binnenpost.

U dient uw handelingen aan te passen wanneer u een echt project uitvoert.

Management room

Router
192.168.x.x

Guard unit
10.x.x.x

Building
Master IS Slave IS
10.x.x.X 192.168.x.x
AN

Router
192.168.x.x

Smart Access Point
(Functional)

192.168.x.x
10.0.0.1

D Building OS
10.x.x.x
I s o g
Switch Network IP actuator

10.x.x.x

CAT5/IP bus line
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9.2

Apparaatbeheer

0

—do o

Opmerking
Alle apparaten van de buiten-/binnenposten moeten voor gebruik worden
voorzien van een handtekening op het "Smart Access Point".

Opmerking
Het "Smart Access Point" wijst automatisch een handtekening toe aan de
apparaten wanneer ze worden toegevoegd.

Opmerking
Als het apparaat al door dit Smart Access Point is ondertekend, wordt het niet
opnieuw ondertekend.

Opmerking
Als het apparaat al door een ander Smart Access Point is ondertekend, wordt
het niet ondertekend en wordt "Ondertekenen mislukt" weergegeven op het

scherm "Niet geint. app.". zie hoofdstuk 4R RIRB) T FHIFE. 4RI RIRBG]H
. “op pagina #iRI K e L P&,
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9.21 Apparaten automatisch toevoegen
O Opmerking
Alleen de apparaten op hetzelfde netwerksegment als het "Smart Access Point"
kunnen automatisch worden gezocht. Zie de apparaten die omgeven zijn door

een rood kader in het onderstaande diagram.
"Slave-binnenpost" kan niet worden toegevoegd via automatisch zoeken.

Building
Management room
Master IS
10.X.X.X
LAN2 p Slave IS
B B 6356 x
LAN1
Router
Router 192.168.x.x

192.168.x.x

[c]

Guard unit l_l
10.X.X.X
oy Building OS
T 10.x.x.X
1 - y f..n
o I s ==

Smart Access Point Switch Network IP actuator
(Functional) 10.x.x.x

192.168.x.x
10.0.0.1

CAT.5/IP bus line
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Voorwaarde
= Alle apparaten moeten ingeschakeld zijn.
= Alle apparaten moeten een ander fysiek adres hebben.

= Geen van de apparaten mag worden ondertekend door een ander "Smart Access Point".
Als het apparaat door een ander "Smart Access Point" is ondertekend, moet u de
handtekening wissen, bijvoorbeeld door het fysieke adres van het apparaat te wijzigen.

Apparaten toevoegen via automatisch zoeken
Volg de onderstaande stappen:

[1] Klik op het configuratiescherm op "Buiten-/binnenpost"”, "om naar het scherm van de buiten-
/binnenpost te gaan.

M ) L5

BUILDING STRUCTURE USER MANAGEMENT DOOR ENTRY SYSTEM

1

Design a building by Configure the devices of Locating and linking Add and edit users. Create and edit aclions Create lime control Configurate door entry
creating floors and the AccessControl devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repeater ... station
& jacky (=) Device configuration ¥ Preferences

[2] Op het scherm "Buiten-/binnenpost" klikt u op " Qo
[3] Klik op "\" om door te gaan.

INFORMATION

A Are you sure to search devices?
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[4] Het zoekresultaat wordt weergegeven op het scherm, klik op "\" om door te gaan.
[5] Indien succesvol worden de apparaten op het scherm weergegeven.

INFORMATION

Currently 4 devices have been searched

4 v

OUTDOOR STATIONS ADD DEVICE LIST VIEW

Outdoor stations

Qutdoor stations

0 :

Outdoor station
001-01

‘Outdoor station 001-01 >

Public area
Public area

B =] o= =
Outdoor stations [LELESEIEIE IP actuator Guard unit

zie hoofdstuk 9.2.2 “Apparaten handmatig toevoegen® op pagina 61
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9.2.2 Apparaten handmatig toevoegen
O Opmerking
Alle apparaten kunnen handmatig worden toegevoegd op het "Smart Access
Point".

"Slave-binnenpost" kan niet op deze worden toegevoegd.

Voorwaarde

= Alle apparaten die handmatig moeten worden toegevoegd, moeten worden ingeschakeld.

= Geen van de handmatig toe te voegen apparaten mag door een ander "Smart Access Point"
ondertekend zijn. Als het apparaat door een ander "Smart Access Point" is ondertekend,
moet u de handtekening wissen, bijvoorbeeld door het fysieke adres van het apparaat te
wijzigen.

Apparaten handmatig toevoegen
Volg de onderstaande stappen:

[1] Klik op het configuratiescherm op "Buiten-/binnenpost”, "om naar het scherm van de buiten-
/binnenpost te gaan.

m ",

BUILDING STRUCTURE USER MANAGEMENT DOOR ENTRY SYSTEM

1

Design a building by Configure the devices of Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and the AccessControl devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repeater ... station
& Jacky (=) Device configuration ¥ Preferences

Producthandboek 2TMD041800D0090 |61



Door Entry system-apparaten bedienen

[2] Op het scherm "Buiten-/binnenpost” klikt u op "App. toevoegen".

@) Opmerking
De volgende handelingen laten zien hoe je een slave-binnenpost kunt
toevoegen. Pas uw handelingen aan op basis van de eigenlijke apparaten.

[3] Selecteer een apparaattype uit de keuzelijst (bijv. "binnenpost").
[4] Voer het bloknummer in.

[5] Voer het etagenummer in.

[6] Voer het ruimtenummer in.

[7] Voer het apparaatnummer in.

[8] Voer het serienummer in.

[9] Klik op "Opslaan" om op te slaan.

ADD DEVICE

102807A7F030503

Cancel

[10]Indien succesvol wordt het apparaat op het scherm weergegeven.

O Opmerking
Als het apparaat al door een ander Smart Access Point is ondertekend, wordt
het niet ondertekend en wordt "Ondertekenen mislukt" weergegeven op het

scherm "Niet geint. app". zie hoofdstuk R KIRBIGI FHIE. “4EiRIARREIBIH
JE. “op pagina &R R EXPE.

INDOOR STATIONS ADD DEVICE LIST VIEW

Indoor stations

Indoor station 001-0101-01 >

Indoor station 001-0101-02 >

Indoor station 001- Indoor station 001-
0101-01 0101-02
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9.3 Vertrouwde apparaten beheren

9.3.1 Vertrouwde apparaten voor de buitenpost beheren

Als u het slot van de buitenpost wilt ontgrendelen, moet u het volgende controleren:

= Als de binnenpost en de buitenpost op het "Smart Access Point" zijn gesigneerd.
= Als de binnenpost toegevoegd is aan de lijst met vertrouwde apparaten op de buitenpost.

1. Vertrouwde apparaten toevoegen

Volg de onderstaande stappen:

[1] Klik in het scherm "Buiten-/binnenpost” op "Buitenposten".

[2] Klik op de gewenste buitenpost.

[3] Scrol naar beneden in de lijst en klik op "Lijst met vertrouwde apparaten".

o OUTDOOR STATIONS ADD DEVICE LIST VIEW

o Outdoor stations

Outdoor stations

Outdoor station
001-01

Outdoor station 001-01

Public area
Public area

i o o =
Outdoor stations Indoor stations IP actuator Guard unit

o= Outdoor station 001-01 LIST VIEW

Physical addr.

Welcome
No welcome message. Calling type

Welcome message
Door lock setting
Time synchronization
Lift control
Language
Local firmware update
Online firmware update

Se(tll’r\gs Bm Nafhsi List of trusted devices
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[4] Klik op "Vertr. app.toevoegen".

[5] Vink de keuzevakjes aan om de vertrouwde apparaten te selecteren.

[6] Klik op "\" om te bevestigen.

|

Outdoor station 001-01

Welcome

N

+ ]

Seftings Bulletin

Name list

Add trusted de

Please select device
[ER=l
8 O Public
O Guard unit #01
B E Buikding!
B O Public

O Outdaer station 001-01

2 [ Floor 1

[ Indoor station 001-0101-01 5
[ Indoor station 001-0101-02

LIST VIEW

List of trusted devices

No trusied device

4. Add trusted devices
[ Trust this management software
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[7] Het resultaat wordt weergegeven op het scherm.
[8] Klik op "Opslaan" om op te slaan.

Outdoor station 001-01 LIST VIEW

List of trusted devices

Indoor station 001-0101-01
102807A7FO2FG05

Indoor station 001-0101-02
102807A7F030593

Welcome

No weicome message

Delete selected
Delete all

Add trusted devices
[ Trust this management software

I =
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2. Vertrouwde apparaten verwijderen

Volg de onderstaande stappen:

[1] Klik in het scherm "Buiten-/binnenpost” op "Buitenposten".
[2] Klik op de gewenste buitenpost.

[3] Scrol naar beneden in de lijst en klik op "Lijst met vertrouwde apparaten”.

Q OUTDOOR STATIONS

Outdoor stations

=

Guard unit

LIST VIEW

Outdoor stations.

Outdoor station 001-01 >

Public area

Outdoar station
001-01
Public area
i m] o
[N R  indoor stations 1P actuator
= Outdoor station 001-01

Welcome

No welcome message.

» =
Settings Bulletin Name list

LIST VIEW

Physical addr. >
Calling type >
Welcome message >
Door lock setting >
Time synchronization >
Lift control >
Language >
Local firmware update >
Online firmware update >
List of trusted devices >
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[4] Klik op de apparaten om deze een voor een te selecteren (de geselecteerde apparaten

worden in het rood gemarkeerd).
[5] Klik op "Selectie wissen".

Outdoor station 001-01

Rl

Welcome

Na welcome me

P d = =

Settings Bulletin Name list

LIST VIEW

List of trusted device

Indoor station 001-0101-01
102807A7FO2F605

Indoor station 001-0101-02
1026807A7FO30593

Delete selected
Delete all

Add trusted devices

O Trust this management software
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9.3.2 Vertrouwde apparaten voor de IP-aktor beheren

Als u het slot van de IP-aktor wilt ontgrendelen, moet u het volgende controleren:
= Als de binnenpost en de IP-aktor op het "Smart Access Point" zijn gesigneerd.
= Als de binnenpost toegevoegd is aan de lijst met vertrouwde apparaten op de IP-aktor.

1. Vertrouwde apparaten toevoegen

Volg de onderstaande stappen:

[1] Klik in het scherm "Buiten-/binnenpost” op "IP-aktor".
[2] Klik op de betreffende IP-aktor.

[3] Klik op de "Lijst met vertrouwde apparaten".

(e} IP ACTUATOR ADD DEVICE LIST VIEW

W IP actuator

IP actuator

Block IPA 001-01

Block IPA 001-01 >

lic an
Public area Public area

i =] 1 o =2
Outdoor stations  Indoor stations IP actuator Guard unit

—-— - - — — = — |
Building IPA v
LAN
eeecee® e
GND DC+ LOCK+ LOCK- GND DS EXIT ek N 1
! Block N
1
H8304 i
IP Actuator
ABB-Welcome IP —
HGMS51 V 2 301 PP STM32F407VE
Status Reset |
Unlock setting >
Security Switch
& X C€ — Local frmware update >
— r—— —
Online firmware update >
NC com NO
a w e List of trusted devices >

-
i
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[4] Klik op "Vertr. app.toevoegen".
[5] Vink de keuzevakjes aan om de vertrouwde apparaten te selecteren.
[6] Klik op "\" om te bevestigen.

List of trusted devices

No trusted device

4 Add trusted devices

[ Trust this management software

’
Settings

Add trusted devices

Please select device
2 8 A
& [@ Public
4 Guard unit #01

& E Building!

@ O Public

B [4 Floor 1
Indoor station 001-0101-01
[ Indoor station 001-0101-02
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[7] Het resultaat wordt weergegeven op het scherm.

[8] Klik op "Opslaan" om op te slaan.

o= Block IPA 001-01
AN

' GND DC+ LOCK+ LOCK- GND DS EXIT
LN

H8304
IP Actuator

ABB-Welcome IP

® .
Status Reset

Security Switch |

W& XCef

NC coM NO

’
Settings

LIST VIEW

List of trusted devices

Guard unit #01
103807A7F02F93C

Indoor station 001-0101-01
102807A7F02F605

Indoor station 001-0101-02
102807A7F030593

Delete selected
Delete all

Add trusted devices

() Trust this management software
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2. Vertrouwde apparaten verwijderen

Volg de onderstaande stappen:

[1] Klik in het scherm "Buiten-/binnenpost” op "IP-aktor".
[2] Klik op de betreffende IP-aktor.

[3] Klik op de "Lijst met vertrouwde apparaten".

[} IP ACTUATOR ADD DEVICE LIST VIEW

o 1P actuator
IP actuator
Block IPA 001-01 >
Block IPA 001-01
Public area

Public area

] [ 1 o =
Outdoor stations Indoor stations IP actuator Guard unit

=3 Block IPA 001-01 LIST VIEW

Device type

eSS e Buiking IPA =
LN
ceoeeee e
GND DC+ LOCK+ LOCK- GND DS EXIT: Block 1
(W >
1
H8304 ABUTATYRE
IP Actuator
ABB-Welcome IP
HGMS51 V1.03 20190301 PP STM32FA07VE
. L] | Additional seting:
Sttus flezer Unlock setting >
Security Switch |
& X C€ — Localfrmware update >
— =
Online firmware update >
N com No [
Q O 0 List of trusted devices >

’
Settings x v Save
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[4] Klik op de apparaten om deze een voor een te selecteren (de geselecteerde apparaten
worden in het rood gemarkeerd).
[5] Klik op "Selectie wissen".

Block IPA 001-01

LIST VIEW
List of trusted device:
—— e i st
LAN 102807A7F030593
©09000® oty
2 103807A7F02FI3C
GND DC+ LOCK+ LOCK- GND DS EXIT
LN Indoor station 001-0101-01
102807A7F02F605
H8304
IP Actuator
ABB-Welcome IP
® .
Status. Reset Delete selected
Security Switch Delete all
ce
Mo Zcer

Add trusted devices

[ Trust this management software
NC com NO

v Save
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9.3.3 Vertrouwde apparaten voor "Smart Access Point" beheren

1. Buitenposten toevoegen aan vertrouwde apparaten

Volg de onderstaande stappen:

[1] Klik in het scherm "Buiten-/binnenpost” op "Buitenposten"”.

[2] Klik op de gewenste buitenpost.

[3] Scrol naar beneden in de lijst en klik op "Lijst met vertrouwde apparaten”.

o OUTDOOR STATIONS ADD DEVICE LIST VIEW
o Outdoor stations
Outdoor stations
Outdoor station 001-01 >
Outdoor station

o01-01

Public area
Public area

i o o =
Outdoor stations Indoor stations IP actuator Guard unit

= Outdoor station 001-01 LIST VIEW

Welcome Physical addr. >

Mo welocess messace Calling type >

Welcome message >

Door lock setting >

Time synchronization >

Lift control >

Language >

Local firmware update >

Online firmware update >

Sen).’r\gs Bm Naflisl List of trusted devices >
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[4] Klik op "Vertrouw deze managementsoftware".
[5] Het resultaat wordt weergegeven in de lijst.
[6] Klik op "\" om op te slaan.

Rl

‘Outdoor station 001-01 LIST VIEW

List of rusted devices
Indoor station 001-0101-01
102807ATFO2FE05

Indoor station 001-0101-02
102807ATF030593

Guard unit #01
103807ATFO2FI3

Welcome MGMT-SW
10580TATFO30734

Mo weloome message.

Delete selected
Delete all

Add trusted devices

[ Trust this management software

rd = =
Settings Bulletin Name list - 6 v Save
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2. IP-aktoren toevoegen aan vertrouwde apparaten
Volg de onderstaande stappen:

[1] Klik in het scherm "Buiten-/binnenpost” op "IP-aktor".
[2] Klik op de betreffende IP-aktor.

[3] Klik op de "Lijst met vertrouwde apparaten".

[} IP ACTUATOR ADD DEVICE LIST VIEW

o 1P actuator
IP actuator
Block IPA 001-01 >
Block IPA 001-01
Public area

Public area

] [ 1 o =
Outdoor stations Indoor stations IP actuator Guard unit

=3 Block IPA 001-01 LIST VIEW

Device type

eSS e Buiking IPA =
LN
ceoeeee e
GND DC+ LOCK+ LOCK- GND DS EXIT: Block 1
(W >
1
H8304 ABUTATYRE
IP Actuator
ABB-Welcome IP
HGMS51 V1.03 20190301 PP STM32FA07VE
. L] | Additional seting:
Sttus flezer Unlock setting >
Security Switch |
& X C€ — Localfrmware update >
— =
Online firmware update >
N com No [
Q O 0 List of trusted devices >

’
Settings x v Save
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[4] Klik op "Vertrouw deze managementsoftware".

[5] Het resultaat wordt weergegeven in de lijst.

[6] Klik op "\" om op te slaan.

Block IPA 001-01

° GND DC+ LOCK+ LOCK- GND DS EXIT

Hi
IP Actuator
ABB-Welcome IP

® -
Status Reset

Security Switch

M ZEcer

NC com NO

b
Settings

List of trusted devices
Indoor station 001-0101-02
102807A7F030593

Guard unit #01
103807A7F02F93C

Indoor station 001-0101-01
102807A7F02F605

MGMT-SW
105807A7F030734

Delete selected
Delete all

Add trusted devices

[ Trust this management software
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9.3.4 Nooddeblokkering

In sommige noodsituaties kan het nodig zijn om alle publieke deuren te ontgrendelen. Om dit te
bereiken, moet u alle buitenposten en alle openbare IP-aktoren toevoegen aan "Smart Access
Point".

zie hoofdstuk 9.3.3 “Vertrouwde apparaten voor "Smart Access Point" beheren® op pagina 73.

Alle openbare deuren ontgrendelen

Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op "SOS".

[2] Voor het wachtwoord in van de huidige admin-gebruiker.
[3] Klik op "Alle openbare deuren deblokkeren".

[4] De resultaatstatus wordt weergegeven op het scherm.

EMERGENCY UNLOCK(NORMAL STATE)

SOs Attention This operation will unlock all public doors!
User name

Password

) Unlock all public doors

EMERGENCY UNLOCK

Now the system is in emergency state, all the public
doors are open.
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Alle openbare deuren sluiten

Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op "SOS".

[2] Voor het wachtwoord in van de huidige admin-gebruiker.
[3] Klik op "Alle openbare deuren blokkeren".

[4] De resultaatstatus wordt weergegeven op het scherm.

EMERGENCY UNLOCK(EMERGENCY STATE)

S0S Attention Now the system is in emergency state, all the public
doors are open

User name

Password

3 Lock all public doors

EMERGENCY UNLOCK

Byt e gind. 4
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9.4 Binnenpost configureren

Scherm van binnenpost oproepen

Klik op het configuratiescherm op "Binnenpost”, vervolgens op "Binnenposten" om het scherm
"Binnenposten" te openen.

v ® = sos @ B MAIN MENU

e W g A O L

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
= abb (=) Device configuration ~ JeF Preferences

Klik op het scherm "Binnenposten” op de betreffende binnenpost om het scherm van de
binnenpost te openen.

Q INDOOR STATIONS ADD DEVICE LIST VIEW

v Indoor stations

Indoor station 001-0101-01 >

: Indoor station 001-0102-01 >

Indoor station 001-
0102-01

Indoor station 001-
0101-01

] o = =
Outdoor stations [ELGIIESE T IP actuator Guard unit Management
software
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9.4.1 Taal wijzigen

Volg de onderstaande stappen:

[1] Op het scherm van de binnenpost klikt u op "Taal".
[2] Selecteer de taal uit de keuzelijst.

[3] Klik op "\" om op te slaan.

Indoor station 001-0101-01

Physical addr. >
Logic addr. >
Duplicate settings >
Local firmware update >
Online firmware update >
Resident(s)Tenant(s) >
Screensaver >
Floor plan >
Language >
Deutsch v
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9.4.2 Apparaat een andere naam geven

Volg de onderstaande stappen:

[1] Op het scherm van de binnenpost klikt u op "Bewoner(s)/huurder(s)".
[2] Voer de voornaam in.

[3] Voer de achternaam of de bedrijfsnaam in.

O Opmerking
Als de bewoner meerdere binnenposten in het appartement heeft, wordt
aanbevolen om de overeenkomstige naam te gebruiken om het verband

duidelijk te maken (bijv. "Master", "Slave 1" enz.).

[4] Klik op "\" om op te slaan.
[5] Klik op "\" om door te gaan.

Indoor station 001-0101-01 LIST VIEW
Jacky

90711_PP_IMX6SOLO

Additional settings

Physical addr. >
Logic addr. >
Duplicate settings >
Local firmware update >
Online firmware update >
Resident(s)/Tenant(s) >
Screensaver >
Floor plan >
Language >

INFORMATION

Configuration success

v
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9.4.3 Serienummer bekijken

Volg de onderstaande stappen:

[1] Klik op het scherm "Binnenposten” op de betreffende binnenpost.

[2] Het serienummer wordt weergegeven op het scherm. Het wordt aanbevolen om het
serienummer te noteren voor verder gebruik.

(o] INDOOR STATIONS

© ©O

Master,Jacky Slave1 Jacky

i = | o=
Outdoor stations: Indoor stations IP actuator

Indoor station 001-0101-01

ADD DEVICE

7 Indoor stations

Master Jacky

Slavel Jacky

=

Guard unit

Physical addr.

Logic addr.

Duplicate settings

LIST VIEW

LIST VIEW
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9.4.4 Fysiek adres beheren

O Opmerking
Als de master-binnenpost het fysieke adres wijzigt, moeten de slave-
binnenposten opnieuw de handtekening van het "Smart Access Point" krijgen.

Noteer het serienummer van de slave-binnenposten voordat u het fysieke adres

wijzigt. zie hoofdstuk 9.4.3 “Serienummer bekijken“ op pagina 82.

Volg de onderstaande stappen:

[1] Klik op het scherm van de master-binnenpost op "Fysiek adres".

Indoor station 001-0101-01

Physical addr.

Logic addr.

Duplicate settings

Local firmware update

Online firmware update

Resident(s)/Tenani(s)

Screensaver

Floor plan

Language
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[2] Wijzig het fysieke adres.

[3] Klik op "\" om op te slaan.

[4] Klik op "\" om te bevestigen.

Als er geen slave-binnenposten zijn, is het veranderingsproces bij stap 4 voltooid. Anders kunt
u doorgaan met de volgende stappen.

[5] Klik op E om terug te gaan naar het scherm "Binnenposten".

INFORMATION

Configuration success

v
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[6] Klik op de slave-binnenpost.

[7]1 Het slave-binnenpost kreeg geen toegang tot het scherm omdat de handtekening
automatisch werd verwijderd. Klik op "V" om door te gaan.

INFORMATION

/A Communication failed

Y4

[8] Klik op " o op het scherm "Binnenposten".

INDOOR STATIONS ADD DEVICE LIST VIEW
Indoor stations
Slave1,Jacky >
Master Jacky >

Guard unit
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[9] Klik op de slave-binnenpost.

[10]Klik op "Wissen".

[11]Klik op "Bevestigen" en vervolgens op """

[12]Klik op "App. toevoegen" op het scherm "Binnenposten".

[13]Stel het "Apparaattype” in op "Binnenpost".

[14]Voor het nieuwe fysieke adres in van de slave-binnenpost.

[15]Voer het serienummer in van de slave-binnenpost.

[16]Klik op "Opslaan" en vervolgens op "".

INFORMATION

A If continue, the selected device will be deleted

11 Confirm

ADD DEVICE

Device type Indoor station 1 3

Serial No. 102807A7F030593 1 5

CGancel . 16Saue
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[17]Geef de slave-binnenpost een andere naam. zie hoofdstuk 9.4.2 “Apparaat een andere
naam geven® op pagina 81.

[e] INDOOR STATIONS ADD DEVICE LIST VIEW
o Indoor stations
Master Jacky >
e e Slave1 Jacky >

Master Jacky Slavet Jacky

il =] o =
Outdoor stations [RRIEETSS 1P actuator Guard unit
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9.4.5 Logisch adres beheren

Volg de onderstaande stappen:
[1] Klik op het scherm van de master-binnenpost op "Logisch adr.".

[2] Voer het logische adres in. Het adres kan niet hetzelfde zijn als het bestaande adres op het
"Smart Access Point".

[3] Klik op "\" om op te slaan.
[4] Klik op "\" om te bevestigen.

Indoor station 001-0101-01 LIST VIEW
Jacky

HGI16 Main V9.99 20190711 PP_IMX6SOLO

Additional settings

Physical addr. >
Logic addr. >
Duplicate settings >
Local firmware update >
Oniine firmware update >
Resident(s)Tenant(s) >
Screensaver >
Floor plan >
Language >

INFORMATION

Configuration success

v

@) Opmerking
Het op de binnenpost ingestelde logische adres kan op de buitenpost worden
gebruikt. zie hoofdstuk 9.4.5 “Logisch adres beheren“ op pagina 88.
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9.4.6 Screensaver beheren

Volg de onderstaande stappen:
[1] Klik op het scherm van de master-binnenpost op "Screensaver".
[2] Klik op "Afbeelding screensaver uploaden”.

[3] Klik op "Bladeren" om de afbeelding te selecteren (alleen .jpg wordt ondersteund, maximale
resolutie van de afbeelding is 1024 x 600 pixels).

[4] Klik op "\" om te bevestigen.
[5] Klik op "\" om te uploaden.

= Indoor station 001-0101-01 LIST VIEW
Jacky

HGI16_Main V9.99 20180711_PP_IMX6SOLO
Additional settings

Physical addr. >
Logic addr. >
Duplicate settings >
Local firmware update >
Online firmware update >
Resident(s)/Tenant(s) >
Screensaver >
Floor plan >
Language >

INFORMATION

Upload screensaver image
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9.4.7 Etageplattegrond beheren

Volg de onderstaande stappen:
[1] Klik op het scherm van de master-binnenpost op "Plattegrond".
[2] Klik op "Etageschema uploaden".

[3] Klik op "Bladeren" om de afbeelding te selecteren (alleen .jpg wordt ondersteund, maximale
resolutie van de afbeelding is 1024 x 600 pixels).

[4] Klik op "\" om te bevestigen.
[5] Klik op "\" om te uploaden.

= Indoor station 001-0101-01 LIST VIEW
Jacky

HGI16_Main V9.99 20180711_PP_IMX6SOLO
Additional settings

Physical addr. >
Logic addr. >
Duplicate settings >
Local firmware update >
Online firmware update >
Resident(s)/Tenant(s) >
Screensaver >
Floor plan >
Language >

INFORMATION

Upload floorplan
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9.4.8 Instellingen kopiéren

Volg de onderstaande stappen:

[1] Klik op het scherm van de master-binnenpost op "Instellingen kopiéren".

[2] Klik om de gewenste binnenpost te selecteren die moeten worden gekopieerd.
[3] Vink de keuzevakjes aan om de te kopiéren instellingen te selecteren.

[4] Klik op "\" om te bevestigen.

Physical addr. >
Logic addr. >
Duplicate settings >
Local firmware update >
Online firmware update >
Resident(s)/Tenant(s) >
Screensaver >
Floor plan >
Language >
&= Indoor station 001-0101-01 LIST VIEW

Setiings choose

Guard unit sefttings )

Seners . o

Master Jacky Slave1 Jacky General settings [

Screensaver settings )

Alarm system [}

Smart home O

’
Settings - 4 v Save
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9.5 Buitenpost configureren

Scherm van buitenpost oproepen

Klik op het configuratiescherm op "Buiten-/binnenpost”, vervolgens op "Buitenposten” om het
scherm "Buitenposten” te openen.

v ® = sos @ B MAIN MENU

e W g A O L

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
= abb (=) Device configuration ~ JeF Preferences

Klik in het scherm "Buitenposten” en op de betreffende buitenpost om het bijbehorende scherm
te openen.

v Outdoor stations

Outdoor stations.
————————— Outdoor station 001-01 >
| 1
' |
! o \ o o Outdoor statien 001-02 >
[}
| 1
| Outdoor station | Outdoor station Qutdoor station
| 001-01 1 001-02 001-03 Outdoor station 001-03 >
Lo

Public area

Public area

1 1

' i o o= =

: Outdoor stations :Inﬂuor stations 1P actuator Guard unit
; ;
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9.5.1 Taal wijzigen

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Taal".
[2] Selecteer de taal uit de keuzelijst.

[3] Klik op "\" om op te slaan.

Outdoor station 001-01 LIST VIEW

o=
F948
V1.22 20200527 PP

Additional settings
Welcome g “
0 Wetcorme sewsags. Calling type >
Welcome message >
Door lock setting >
Time synchronization X
Lift control 2
Language >
Local firmware update b
Online firmware update >

Ve =
Settings Bulletin Name list List of trusted devices >
Language

Deutsch -

Welcome

No welcome message.

e =
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9.5.2 Fysiek adres beheren

Op het scherm van de buitenpost klikt u op "Fysiek adres".

= Outdoor station 001-02 LIST VIEW

Device type

Additional settings

Physical addr. >
Door lock setting >
Time synchronization >
Lift control >
Local firmware update >
Design label >

Nalina Geomunse adaia N

Er kan worden gekozen uit 3 typen apparaten.
1. Buitenpost

Als het "Apparaattype" is ingesteld op " Buitenpost”, moet u het bloknummer en het
apparaatnummer instellen.

== Outdoor station 001-02

Jevice type

Outdoor station v
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2. Deurpost

Als het "Apparaattype” is ingesteld op "Deurpost”, moet u het bloknummer en het
apparaatnummer instellen.

=5 Outdoor station 001-02

Gate station

3. Bevestiging tweede post

Als het "Apparaattype” is ingesteld op "Tweede bevestigde post", moet u het bloknummer, het
etagenummer, het ruimtenummer en het apparaatnummer instellen.

| Device typo
Second-confirm station s

al addr

@) Opmerking
Alleen de IP-drukknop van de buitenpost kan worden ingesteld op "Bevestiging
tweede post".
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9.5.3 Ontgrendelinstelling

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Inst. deurvergrendeling”.

[2] Stel de deblokkeringstijd voor de blokkeringen in.
[3] Stel het blokkeringstype voor de blokkeringen in.
[4] Klik op "\" om op te slaan.

Al

Outdoor station 001-01 LIST VIEW
12F94;
2 202005
Addi ting:
Physical addr >
Welcome
No welcome message. Calling type >
Welcome message >
Door lock setting >
Time synchronization >
Lift control >
Language >
Local firmware update >
Online firmware update b
v d =
Settings Bulletin Name list List of trusted devices >
= Outdoor station 001-01 LIST VIEW
Lock-GND open ime:{1-10
5
NO-NG-COM open time
5
Default lock
Wel
icome Lock-GND v
No weicome message.
Subsidiary lock
NO-NC-COM v
> i=
Saettings. Bulletin Name list - 4 v Save
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9.5.4 Tijdsynchronisatie

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Tijdsynchronisatie".
[2] Vink het keuzevakje aan om de functie te activeren.

[3] Klik op "\" om op te slaan.

[4] Klik op "\" om te bevestigen.

Na de instelling kan de buitenpost de tijd synchroniseren met het "Smart Access Point".

Al

Outdoor station 001-01

Welcome

No welcome message.

=
Settings Bulletin Narme list

LIST VIEW
101807A7F02F948
Version
HGOO5 Digital V1.22 20200527 PP CX92755
Additional seftings
Physical addr. >
Calling type >
Welcome message >
Door lock setting >
Time synchronization 1 >
Lift control >
Language >
Local firmware update 5
Online firmware update >
List of trusted devices )

INFORMATION

Configuration success

4 v
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9.5.5 Liftbesturing beheren

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Liftbesturing”.
[2] Vink het keuzevakje aan om de functie te activeren.

[3] Voer de etage in waar de buitenpost zich bevindt.

[4] Klik op "\" om op te slaan.

[5] Klik op "\" om te bevestigen.

o= Outdoor station 001-01 LIST VIEW
101807A7F02F948 |
Version
HGOO5 Digital V1.22 20200527 PP CX92755
Additional seftings
Physical addr. >
Welcome
No welcome message. Caling type s

Welcome message >
Door lock setting >
Time synchronization »
Litconrol | >
Language >
Local firmware update >
Online firmware update %

Settings Bulletin Name list List of trusted devices -]

INFORMATION

Configuration success

5v
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9.5.6 Oproep initiéren via fysiek adres

Dit hoofdstuk is van toepassing op de IP touch 5-buitenpost en IP-buitenpost met toetsenbord.

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Oproeptype".

[2] Deactiveer de "namenlijst" (geldt alleen voor IP touch 5-buitenposten).

[3] Stel "Oproeptype" in op "Fysiek adres”
[4] Klik op "\" om op te slaan.

Outdoor station 001-01

Welcome

No welcome message.

LIST VIEW
ov

HGOOS Digital V.22 20200527 PP CX92755
Additional sefiings
Physical addr >
Calling type >
Welcome message >
Door lock setting >
Time synchranization >
= Lift control
# = ’
Settings Bulletin Name list
o= Outdoor station 001-01 LIST VIEW
Calling type
Physical addr. ~

Welcome

No welcome message.

I =

Settings Bulletin Name list

Detault call type
[ Name list
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9.5.7 Oproep initiéren via logisch adres

Dit hoofdstuk is van toepassing op de IP touch 5-buitenpost en IP-buitenpost met toetsenbord.
1. Logisch adres toevoegen

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Oproeptype".

[2] Deactiveer de "namenlijst" (geldt alleen voor IP touch 5-buitenposten).

[3] Stel "Oproeptype” in op "Logisch adr."

[4] Klik op "\" om op te slaan.

[5] Klik op "\" om te bevestigen.

[6] "Lijst logische adr." wordt weergegeven op het scherm. Klik om door te gaan.

Al

Outdoor station 001-01 LIST VIEW

Device type
Outdoor station

Physical addr.

Welcome

No welcome message. 101807A7F02F948
Version
HGOO5 Digital V1.22 20200527 PP CX92755

Addiional settings

Physical addr. pY

Calling type ‘I >

Welcome message >

Door lock setting >

Time synchranization >

> =3 = Lift control >

Settings Bulletin Name list

INFORMATION

Configuration success

5¢
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[7] Op het scherm "Lijst logische adr." klikt u op "+".
[8] Klik op de "Binnenpost selecteren”.
[9] Klik om de gewenste binnenpost te selecteren.

Outdoor station 001-01 LIST VIEW

Logic adr.

Linked 1o indoor Station

[10]Klik op "Bevestigen".

Rl

8 Select indoor station

rd m= = Ee)

Settings Bulletin Name list Logic addr. list

Choose a device
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[11]De binnenpost is toegevoegd aan de lijst.
[12]Het logische adres is geimporteerd in de lijst.
[13]Klik op "\" om op te slaan en vervolgens op "\" om te bevestigen.

Herhaal de stappen 7-13 om de logische adressen één voor één toe te voegen.

Outdoor station 001-01 LIST VIEW

Select indoor station

Indoor station 001-0101-01

+ Add logic addr. entry

Ve = o]

Settings Bulletin Mamelist [T R AT ® '| 3 ¥ Save
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2. Logisch adres importeren
Volg de onderstaande stappen:

[1] Op het scherm "Lijst logische adr." klikt u op "Importeren lijst logische adr.".

O Opmerking
Aanbevolen wordt om het logische adres van de binnenpost in te stellen voordat
deze wordt geimporteerd.

[2] Klik om de gewenste binnenposten te selecteren.
[3] Klik op "Importer." en vervolgens op "\".

Rl

Outdoor station 001-01 LIST VIEW

Logic addr. list

Add logic addr. entry
Import logic addr. list entries ]

Logic addr. entries

Inexistent logic address

+ Add logic addr. entry

Vg o] = Lo

Settings Bulletin [AEEI Logic addr. list

INFORMATION

Please select device
= @ Al
B @ Building1
E [ Flgor 1
@ Master,Jacky
(4 Master Faye
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[4] De logische adressen zijn geimporteerd in de lijst.
[5] Voer een sleutelwoord in om de zoekresultaten te filteren.

=5 Outdoor station 001-01 LIST VIEW
Logic addr lisl
Add logic addr. entry
Import logic addr. list entries
Copy logic addr. list to other OS
Remove all logic addr. list
Logic addr. entries
A
Al >
B
B2 >
+ Add logic addr. entry
-
P = e
Settings Bulletin [ENIEN Logic addr. list
=]

QOutdoor station 001-01 LIST VIEW

ogic addr. list
Add logic addr. entry
Import logic addr. list entries
Copy logic addr. list to other OS
Remove all logic addr. list

Logic addr. entries

[ ]
A

Al >

+ Add logic addr. entry

Vg = o

Settings Bulletin Name list Logic addr. list
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3. Lijst met logische adressen kopiéren naar een andere buitenpost
Volg de onderstaande stappen:

[1] Op het scherm "Lijst logische adr." klikt u op "Kopiéren lijst logische adr. naar andere
buitenpost".

[2] Klik om de gewenste buitenposten te selecteren.
[3] Kiik op "Importer." en vervolgens op "\".

Al

ation 001-01 LIST VIEW

Logic addr. list
Add logic addr. entry
Import logic addr. list entries
Copy logic addr. list to other OS -I
Remove all logic addr. list

Logic addr. entries

A
Al >

B

B2 >
+ Add logic addr. entry

I = =

Sefttings. Bulletin Name list Logic addr. list

INFORMATION

Please select device
& @ Al
O [ Buildingt
B [ Public
[ Outdoor station 001-03
[ Outdoor station 001-04

Producthandboek 2TMD041800D0090 | 107



Door Entry system-apparaten bedienen

[4] De lijst met logische adressen is gekopieerd naar de andere buitenpost.

= Qutdoor station 001-03 LIST VIEW

Logic addr. fist

Add logic addr. entry
Import logic addr. list entries
Copy logic addr. list to other OS

Remove all logic addr. list

Logic addr. entries
| ]
A
Al >
B
B2 >

Ve e

Settings XSS Logic addr. st
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4. Logisch adres verwijderen
Volg de onderstaande stappen:

[1] Op het scherm "Lijst logische adr." klikt u op het betreffende logische adres.

[2] Klik op en vervolgens op "\" om te bevestigen.

QOutdoor station 001-01 LIST VIEW

Logic addr. list
Add logic addr. entry
Import logic addr. list entries
Copy logic addr. list to other OS
Remove all logic addr. list

Logic addr. entries

A

Al >

B

B2 >
+ Add logic addr. entry

F @ = o

Settings Bulletin Name list Logic addr. list

Outdoor station 001-01
Al

Rl

Change indoor station

Building 1, 1S 010101

+ Add logic addr. entry

re = L]

O Opmerking
U kunt ook op "Hele lijst logische adr. wissen" klikken om alle logische adressen
te wissen.
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9.5.8 Oproep initiéren via namenlijst

Dit hoofdstuk is alleen van toepassing op de IP touch 5-buitenpost.
1. Namenlijst importeren

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Oproeptype".

[2] "Namenlijst" activeren.

[3] Klik op "\" om op te slaan.

[4] Klik op "\" om te bevestigen.

Al

Outdoor station 001-01 LIST VIEW

Device type

Outdoor station

Physical addr.
Block No. 1
Device No. !
Serial No.:
Welcome
No welcome message. 101807A7F02Fa48
Version

HGOO5 Digital V1.22 20200527 PP CX92755

Additional setiings

Physical addr. 5

Calling type '] >

Welcome message >

Door lack setting >

Time synchranization >

» = = Lift control >

Settings Bulletin Name list
L

INFORMATION

Configuration success

4 v
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[5] Op het scherm van de buitenpost klikt u op "Namenlijst".

@) Opmerking
Aanbevolen wordt om de naam van de binnenposten in te stellen voordat deze
worden geimporteerd.

[6] Klik op "Items namenlijst importeren".

[7] Klik om de gewenste binnenposten te selecteren.

[8] Klik op "Importer." en vervolgens op "\" om te bevestigen.
[9] De namen zijn geimporteerd in de lijst.

[10]Voer het sleutelwoord in om de zoekresultaten te filteren.

Import name list

Please select device

= @Al
5 [ Buildingt
& [ Fioor 1
Master,Jacky
¥ Master,Faye

LIST VIEW

Name list
Import name list entries.
Copy name list to other OS.
Remove all entries

Name list entries

| ENELY) l

M

MasterJacky () >

Il o] =

Settings Bulletin Name list
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[11]Klik op de betreffende naam.
[12]Klik op "Logo/afbeelding uploaden".

[13]Klik op "Browser" om een logoafbeelding te selecteren (alleen .jpg wordt ondersteund. De
maximale resolutie is 60 x 60 pixels).

[14]Klik op "\" om te bevestigen.

LIST VIEW

Name list

a

Import name list entries
Copy name list to other OS
Remove all entries

Name list entries.

M

Master,Faye >

Master Jacky 1 1 >

I = =

Settings Bulletin Name list

INFORMATION

Upload logo/image

CMakepath\Dragen jpg

X
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[15]Het logo wordt weergegeven in de lijst.
[16]Klik op "\" om op te slaan.

[17]Het logo wordt weergegeven op het scherm van de buitenpost.

Outdoor station 001-01
Master Jacky

Resideni(s)/Tenanl(s|

|

First name

Master

@ toon- Logosng

@ Use an image / logo with 60 x 60 pixels

Linked to indoor Station

Change indoor station

Building 1, 1S 010101

+ =
Settings Bulletin Name list

x 16(5ava

]

Outdoor station 001-01 LIST VIEW

Name list
Import name list entries
Copy name list to other OS
Remave all entries

Name list entries

M
Master Faye >
Master Jacky >

rd =
Settings Bulletin Name list
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2. Namenlijst kopiéren naar een andere buitenpost
Volg de onderstaande stappen:
[1] Op het scherm "Namenlijst" klikt u op "Kopiéren namenlijst naar andere buitenpost".

[2] Klik om de gewenste buitenposten te selecteren (alleen ondersteund door het IP touch 5-
buitenpost)

[3] Klik op "Importer." en vervolgens op "\".

Al

station 001-01 LIST VIEW

Name list

Import name list entries

Copy name list to other OS
Remove all entries

Name list entries

M

Master,Faye >

Master.Jacky >

~ -] =

Settings Bulletin Name list

INFORMATION

Please select device
SR
[ Building?
B @ Public
OQutdoor station 001-04 2
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[4] De namenlijst is gekopieerd naar de andere buitenpost.

‘Outtdoor station 001-04 LIST VIEW

Al

Import name list entries
Copy name list to other OS
Remove all eniries

Name list entries

M
Master Faye >
Master Jacky >

M
&

Il -] =
Sefttings Bulletin Name list
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3. Logisch adres verwijderen
Volg de onderstaande stappen:

[1] Op het scherm "Lijst logische adr." klikt u op het betreffende logische adres.

[2] Klik op en vervolgens op "\" om te bevestigen.

Al

Outdoor station 001-01 LIST VIEW

MName list
Import name list entries
Copy name list to other OS
Remove all eniries

Name list entries

M

Master Faye >

Master Jacky >

I o] =
Settings Bulletin Name list

Outdoor station 001-01
Master Faye

Resideni(s)/Tenari(s)

|

First name
Master
Last name/Company name

Fayo

Upload logo/image

(@ Use an image / logo with 60 x 60 pixels

Linked to indoor Station

Change indoor station

Building 1, IS 010201

» =

Settings Bulletin Name list x ¥ Save

@) Opmerking
U kunt ook klikken op "Alle items verwijderen” om de namenlijst te wissen.
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9.5.9 Welkomstbericht beheren

Dit hoofdstuk is alleen van toepassing op de IP touch 5-buitenpost.
Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Welkomstbericht".
[2] Voer het bericht in (maximaal 32 tekens).

[3] Het logo resultaat weergegeven op het scherm van de buitenpost.

[4] Klik op "\" om op te slaan.

Outdoor station 001-01

Al

Welcome

No weicome message.

> =
Settings Bulletin Name list

Outdoor station 001-01

Al

Welcome

Welcome back home!

I =
Settings Bulletin Name lst

Device type
tatior
Ty
X No. 1
. N 1
al No.
S07ATF
.
Physical addr. >
Calling type >
Welcome message >
Door lock setting >
Time synchronization >
Lift control >
Lammunan .
Welcome message
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9.5.10 Gegevens ontwikkelaar beheren

Dit hoofdstuk is alleen van toepassing op de IP touch 5-buitenpost.

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Bulletin®.

[2] Klik op "Gegevens ontwikkelaar".

[3] Selecteer "Beeld" uit de keuzelijst.

[4] Klik op "Afbeelding/logo uploaden” om de afbeelding te selecteren (bijv. bedrijfslogo).

= Outdoor station 001-01 LIST VIEW
Bulletin
Developer information >
Bulletin >
Welcome
Weicome
P 1@ =
Settings Bulletin Name list

Image ~

Upload image/logo
(® Use an image / logo with 350 x 70 pixel
Welcome

t Boulevard 1302

aveloper information.

' =

e S remers _
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9.5.11 Bulletin beheren

Dit hoofdstuk is alleen van toepassing op de IP touch 5-buitenpost.

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Bulletin®.

[2] Klik op "Bulletin”.

[3] Klik op "Bulletin-pagina toevoegen" om een afbeelding te selecteren.

Bulletin
Developer information >
Bulletin >
Welcome
Weicome
+» Tea =
Settings Bulletin Name list
= Qutdoor station 001-01 LIST VIEW

Welcome

Sunset Boulevard 1302

it Developer information

+ Add bulletin page

# =

Settings Bulletin Name list

Add bulletin page
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9.5.12 QR-code voor deblokkering beheren

Dit hoofdstuk is alleen van toepassing op de IP touch 5-buitenpost.

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Instelling deblokeermodus".

[2] Vink het keuzevakje "QR-code deblokkering" aan om de functie te activeren.
[3] Klik op "\" om op te slaan.

Gate station #32 LIST VIEW

Additional settings

Physical addr. >
Calling type >
Welcome
No welcome message. Welcome message >
Door lock setting >
Time synchronization >
Language >
Local firmware update >
Online firmware update >
List of trusted devices >

# o] =
Settings Bulletin Name list Unlock mode setting >

oz Gate station #32 LIST VIEW

Unlock mode setting

Qr code unlocking

Welcome

No welcome message.

e @ =
Settings Bulletin Name list - 3 v Save
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[4] De QR-code wordt weergegeven op het deblokkeringsscherm van de IP touch 5-buitenpost.
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9.5.13 Firmware updaten

zie hoofdstuk 13.4 “Firmware updaten® op pagina 271.
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9.6 Portiercentrale configureren

Het portierscherm oproepen

Klik op het configuratiescherm op "Buiten-/binnenpost", "Portiercentrale” en vervolgens op
"Portiercentrale” om het scherm "Portiercentrale” te openen.

v ® = sos @ B MAIN MENU

e W g A O L

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
= abb (=) Device configuration ~ JeF Preferences

Klik in het scherm "Buitenpost" en op de betreffende portiercentrale om het bijbehorende
scherm te openen.

[} ‘GUARD UNIT ADD DEVICE LIST VIEW

v Guard unit

1
1
I
1
1
1
1
1

Guard unit #01 >

Guard unit 801

I 1

A =] o~ @ !
Outdoor stations  Indoor stations. IP actuator | ‘Guard unit |
1 '
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9.6.1 Apparaatnummer instellen

Volg de onderstaande stappen:

[1] Voer op het scherm van de portiercentrale een nieuw apparaatnummer in.
[2] Klik op "\" om op te slaan.

[3] Klik op "\" om te bevestigen.

INFORMATION

Configuration success

3v
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9.6.2 Serienummer bekijken

Volg de onderstaande stappen:

[1] Op het scherm van de portiercentrale wordt het serienummer weergegeven. Het wordt
aanbevolen om het serienummer te noteren voor verder gebruik.

Al

Guard unit #01 LIST VIEW

evice N

1

Local firmware update >

Online firmware update >
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9.6.3 Firmware updaten

zie hoofdstuk 13.4 “Firmware updaten® op pagina 271.
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9.7 IP-aktor configureren

Het scherm van de IP-aktor oproepen

Klik op het configuratiescherm op "Buiten-/binnenpost” en vervolgens op "IP-aktor" om het
scherm van de IP-aktor te openen.

v ® = sos @ B MAIN MENU

e W g A O L

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
= abb (=) Device configuration ~ JeF Preferences

Klik in het scherm "IP-aktor" en op de betreffende IP-aktor om het bijbehorende scherm te
openen.

(e} IP ACTUATOR ADD DEVICE LIST VIEW

] 1P actuator
| TPaciuaior~ ~ T 7
! ; Block IPA 001-01 >
1 1
1 1
1 1
| 1
| Block IPA 001-01 !
1 1
Public area Public area

1 1
A ] 1 o =
Quidoor stations  Indoor stations! IP actuator | Guard unit
1 1
I
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9.71 Serienummer bekijken

Volg de onderstaande stappen:

[1] Op het scherm van de IP-aktor wordt het serienummer weergegeven. Het wordt aanbevolen
om het serienummer te noteren voor verder gebruik.

Device type
% Building IPA v
AN
00000001 B

GND DC+ LOCK+ LOCK- GND DS EXIT
[N )

H8304
IP Actuator
iR - Version
HGMS V1.03 20190301 PP STM32FAO7VE
. ° Additional settings
Stallis LEZ Unlock setting >
Security Switch
[H[ & X c€ g_ Local firmware update >
S - — E
Online firmware update >
NC com NO
Q 0 o List of trusted devices >

’
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9.7.2 Fysiek adres beheren

Er kan worden gekozen uit 3 typen apparaten.
1. Netwerk-IPA
Als het "Apparaattype" is ingesteld op "Netwerk-IPA", moet u het apparaatnummer instellen (1-

o= Block IPA 001-01
. Device type
f ———————— ——— ——
AN
GND DC+ LOCK+ LOCK- GND DS EXIT
LN

|

IP Actuator
i W HGMS1 V1.03 20190301 PP STM32F407VE
Additional settin
. L Unlock setting >
Status Reset =
Security Switch | Local firmware update >
) W& X Ce s P N
List of trusted devices >
NC com NO 1

y

2. Gebouw-IPA

Als het "Apparaattype" is ingesteld op "Gebouw-IPA", moet u het bloknummer (1-999) en het
apparaatnummer instellen (1-32).

= Block IPA 001-01
Dovico typo
Building IPA v
AN
eeocee® —
GND DC+ LOCK+ LOCK- GND DS EXIT Block N 1
L
1
_ al No.
H8304 il
IP Actuator
ABB-Welcome IP ==
HGM51 V1.03 20190301 STM32F407VE
. ° Aditional selings
Reset
Status Unlock setting >
Security Switch
[H[ & X c € =‘ Local firmware update >
e —-—
Oniine firmware update >
NC com NO
0 ’ List of trusted devices >

’
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3. Private IPA

Als het "Apparaattype" is ingesteld op "Private IPA", moet u het bloknummer (1-999), het
etagenummer (1-63), het ruimtenummer (1-32) en het apparaatnummer (1-32) instellen.

= Block IPA 001-01 LIST VIEW
Device type

Private IPA Y
AN
©o90009® o
" GND DC#+ LOCK+ LOCK- GND DS EXIT Block N 1
L '

B — Room No 1

H8304
IP Actuator
ABB-Welcome IP
104807A7F02F 5!
® .
Status Reset 2 HGMS1 V1,03 20190301 PP STM32FA07V
Security Switch | Additional settings
me Xcer 5
L —
Local firmware update >
N com No
0 0 ‘ Online firmware update >
List of trusted devices >

’
Settings x V¥ Save

Producthandboek 2TMD041800D0090 | 130



Door Entry system-apparaten bedienen

9.7.3 Ontgrendelinstelling

Volg de onderstaande stappen:
[1] Op het scherm van de IP-aktor klikt u op "Ontgrendelinstelling".

[2] Stel de uitgangsmodus voor "LOCK-GND" op "AC-uitgang", "DC-uitgang (NC)" of "DC-
uitgang (NO)".

[3] Stel de deblokkeringstijd in voor "LOCK-GND".

[4] Stel de uitgangsmodus voor "Relaisblokkering” in op "Deblokkeren” of “Licht".
[5] Stel de deblokkeringstijd in voor "Relaisblokkering”.

[6] Klik op "\" om op te slaan.

Davioa
— —
L === e 5
AN
GND DC+ LOCK+ LOCK- GND DS EXIT kN 1
LN
1
" —— e e T
Hm 0480 2F5EF
IP Actuator
ABB-Welcome IP =
HOMB1V1,03. 20190901 _PP_STMIZF4OTVE
. ° prE—
Status Reset Unlock setting >
Security Switch
[H[ & X <€ = =y Local firmware update >
—
Online firmware update >
NC coMm NO
o 0 o List of trusted devices >

Vd
-

oz Block IPA 001-01 LIST VIEW
Lock-GND
— —
1t mode
LN AC output N
©o0Cce0® S H 1

GND DC+ LOCK+ LOCK- GND DS EXIT
[N W]

Lights v

H8304 of
IP Actuator = 30 )
ABB-Welcome IP J
e - f§
Status Reset ‘
Security Switch
il & X C€ [E==5
|
NC com NO
© @ @

’
2.
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9.7.4 Vertrouwde apparaten beheren

zie hoofdstuk 9.3.2 “Vertrouwde apparaten voor de IP-aktor beheren® op pagina 68.
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9.7.5 Aan buitenpost gerelateerde IP-aktor deblokkeren

Volg de onderstaande stappen:

[1] Op het scherm van de buitenpost klikt u op "Inst. deurvergrendeling"”.
[2] Stel het deurtype in op "IP-aktor.

[3] Selecteer het type IP-aktor in op "Power lock" of "Relaisblokkering".
[4] Klik op "Selecteer IP-aktoradres".

[5] Klik om de betreffende IP-aktor te selecteren.

[6] Klik op "Bevestigen".

Al

Qutdoor station 001-01 LIST VIEW

Device type

Outdoor station

Physical adr
Biock No. :
Device No. 1
Serial No
Welcome
Welcome 101807A7F02F948
Version
HGOOS Digital V1.22 20200527 PP CX92755

Additional settings

Physical addr. >
Calling type >
Welcome message >
Doer lock setting 1 >
Time synchronization >
> @ = Lift control >

Settings Bulletin Name list

Block IPA 001-01
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[7] Op het scherm van de IP-aktor klikt u op "Lijst met vertrouwde apparaten"”.

[8] Klik op "Vertr. app.toevoegen”.
[9] Klik op de gewenste buitenpost.
[10]Klik op "\" om op te slaan.

= Block IPA 001-01

v
Settings

Add trusted devices

Please select device
oBga
& O Public
B B Building
3 B Public
Outdoor station 001-01 9
O Outdoor station 001-02
O Outdoor station 001-03
O Outdoor station 001-04

= O Fioor 1
O Master Jacky
0 Stavet Jacky
[ Master,Faye

LIST VIEW

Device type
Building IPA v
| Prysical acar
Block No 1
Device No. 1
Serial No.
104807A7F02FSEF
Version
HGMS51 V1.03 20190301 PP STM32F407VE

Additional settings

Unlock setting >
Local firmware update >
Online firmware update >
List of trusted devices 7 >
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[11]Klik op "\" om op te slaan.
[12]Klik op "\" om te bevestigen.

INFORMATION

Configuration success
12 ¢
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9.8 Apparaten verwijderen

9.8.1 Apparaten één voor één verwijderen

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie" klikt u op een apparaat (bijv. "Binnenpost").
[2] Klik op het betreffende apparaat (bijvoorbeeld "Binnenpost 2").

[3] Klik op

[4] Klik op "\" om te bevestigen.

Device type Indoor station(2) 1S 001-0101-02
M SmarAP(1) > #102B07A7FO2FE05(XEH) Serialnumber: 102807A7F030593
| 3 1S001-0101-01 > Short ID: WAW
F Cylinder(0) > Software version: HGIT7-CS_Main_V2.01_20200116_PP_IM..
#102B07A7FO30593(WAW) Update firmware

© Repeater(0) > [ 1sco1-0101-02 2
Parameter

Wl RF/P gateway(0) > Block No.

P camera(0) > ‘
Floor No

B outdoor station(2) > ‘

1 indoor station(2) 1 > Room No.

O~ IP actuator(1) > ‘
Device No.

=] Guard unit(1) > ‘
Channels

+ -«

INFORMATION
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9.8.2 Apparaten in batches verwijderen

Volg de onderstaande stappen:
[1] Klik in het scherm "Apparaatconfiguratie" klikt u op buiten-/binnenpost (bijv. "Buitenpost").
[2] Klik op "™,

[3] Klik op "Alles selecteren” om alle apparaten te selecteren of klik één voor één op het
betreffende apparaat om meerdere apparaten te selecteren.

[4] Klik op "Wissen".

o OUTDOOR STATIONS ADD DEVICE LIST VIEW
& Outdoor stations

Outdoor stations

Qutdoor station 001-01 >
o Outdoor station 001-02 >
Ouidoor station Quidoor station
001-01 001-02
Public area
Public area
i = o =
Outdoor stations [USEETEES 1P actuator Guard unit
— OUTDOOR STATIONS. LIST VIEW
Selact multiple devices [ Select all Qutdoor stations
Building1
. . Outdoor station 001-01
Outdoor station Outdoor station ‘Qutdoor station 001-02
001-01 00102

Public area

Public area

X Next Delete
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10 AccessControl-apparaten bedienen

10.1 AccessControl-topologie

Scenario 1: Een klein aantal elektronische slotcilinders wordt gebruikt bij een korte afstand
tussen de apparaten.

1.

Voorwaarden

Het aantal elektronische slotcilinders dat door het "Smart Access Point" wordt bediend
bedraagt < 16 stuks.

De afstand van de verste elektronische slotcilinder tot "Smart Access Point" bedraagt < 10
meter.

Capaciteit
Het radiobereik tussen de RF-apparaten bedraagt < 10 meter.

Er kunnen 16 elektronische slotcilinders worden bediend via één "Smart Access Point".

Topologie

—_

o

3
N

10m ~_ 10m

N
R

[ ﬂ?))
n 511))—————
o III))'

B SmartAP - Cylinder --- RFwireless connection
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Scenario 2: Een klein aantal elektronische slotcilinders wordt gebruikt bij een gemiddelde
afstand tussen de apparaten.

1. Voorwaarden

= Het aantal elektronische slotcilinders dat door het "Smart Access Point" wordt bediend
bedraagt < 16 eenheden.

= De afstand van de verste elektronische slotcilinder tot "Smart Access Point" bedraagt < 40
meter.

= RF-repeater is nodig om het radiobereik te vergroten, elke RF-repeater vergroot het
radiobereik met 10 meter.

= Een elektronische slotcilinder en een RF-repeater kunnen niet tegelijkertijd slave-apparaten
van het "Smart Access Point" zijn.

=
= SmartAP @ RF repeater E_ Cylinder --- RFwireless connection

2. Capaciteit

= Het radiobereik tussen de RF-apparaten bedraagt < 10 meter.

= Er kunnen 16 elektronische slotcilinders worden bediend via één "Smart Access Point".
= Er kunnen 6 RF-repeaters worden bediend via één "Smart Access Point".

= Er kunnen maximaal 3 RF-repeaters in serie worden aangesloten op het "Smart Access
Point" in een radiolijn.

= Elke RF-repeater kan tot 2 slave-repeaters hebben.

= De elektronische slotcilinders kunnen vrij worden toegewezen aan de RF-repeater in de
radiolijn.

= Het maximale radiobereik tussen een elektronische slotcilinder en het "Smart Access Point"
bedraagt 40 meter.
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3. Topologie
19}"1——”’-%\~\1\0m 6
= o b 10m 10m
Y 00
N / 5, 10m ./~ 10m
4
10m , \\10m /// e ,/ 'l \\\
/ N . g o .
Cm Col Call R R —
QP @- -
I\ P 7 8 9 «axsx 16
0m /i . | \\\10m
/ ,' \ I \
’ N I .
FEE R
2 3 4 5 6
M smartap @ RFrepeater F Cylinder -—

RF wireless connection
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Scenario 3: Een groot aantal elektronische slotcilinders wordt gebruikt bij een lange afstand
tussen de apparaten.

1.

Voorwaarden

Het aantal elektronische slotcilinders dat door het "Smart Access Point" wordt bediend
bedraagt < 600 eenheden.

Er is een RF/IP-gateway is nodig om het radiobereik uit te breiden, elke RF/IP-gateway kan
gezien worden als het "Smart Access Point" in een radiolijn.

Een elektronische slotcilinder en een RF-repeater kunnen niet tegelijkertijd slave-apparaten
van een RF/IP-gateway zijn.

10m __---"""~>~_ 10m
@ RF repeater E‘ Cylinder [C] RF/IPgateway --- RFwirelessconnection

Capaciteit
Het radiobereik tussen de RF-apparaten bedraagt < 10 meter.
Er kunnen 64 RF/IP-gateways worden bediend via één "Smart Access Point".

Door de beperkte systeemprestaties kunnen 500 elektronische slotcilinders worden bediend
via een "Smart Access Point".

Er kunnen 16 elektronische slotcilinders worden bediend via één RF/IP-gateway.
Er kunnen 6 RF-repeaters worden bediend via één RF/IP-gateway.

Er kunnen maximaal 3 RF-repeaters in serie worden aangesloten op één RF/IP-gateway in
een radiolijn.

Elke RF-repeater kan tot 2 slave-repeaters hebben.

De elektronische slotcilinders kunnen vrij worden toegewezen aan de RF-repeater in de
radiolijn.
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3. Topologie

/N
AN
7 N
, N
7 N
/ \
7 N 1
4 N
= = | |
-
/7 N
, N
7 AN
, N
1 16 ’ \
7
4

I SmartAP

@ RF repeater

=

- Cylinder
RF wireless connection

[] RF/IP gateway
—— CAT.5/IP busline

O

Opmerking

De elektronische slotcilinder kan niet buiten gebouwen om worden aangesloten
(zie onderstaand schema).

Building 2

Building 1

I SmartAP

@ RFrepeater

=== RFwireless connection

[ RF/IP gateway E— Cylinder
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Demonstratie

Deze demonstratie is bedoeld om u vertrouwd te maken met de werking van AccessControl-

apparaten.

U dient uw handelingen aan te passen wanneer u een echt project implementeert.

Meeting room 4

Meeting room 5

Meeting room 6

—_ 5 = —
B 3 iy
\\\\\ /// e - |
4 ~<__ <10m “Z10m 7
= T~ 7 o
E—_ ____________ ‘m ______ <10m _-7 <£10m
B <10m e @
Il ’ \\
| <10m ,/ \
Meeting room 3 1 //' AN
Publicarea - ~ <10m \ <10m
B B ‘
\\
2 1 .
Meeting room 2 Meeting room 1 H
Management center
M shartap @ RF repeater

E— Cylinder --- RFwireless connection
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10.2 Een gebouw maken

10.2.1 Een gebouw maken via "Smart Access Point"

De volgende handelingen zijn gebaseerd op demonstratie 1.
Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op "Gebouwstructuur".

v @ = sos @ B MAIN MENU

1

| ) L3

BUILDING STRUCTURE USER MANAGEMENT DOOR ENTRY SYSTEM

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g.
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
| iacky (=) Device configuration  g¥ Preferences

[2] Klik op "Individueel gebouw".

SELECT BUILDING STRUCTURE TYPE

Please choose an option

R |

Single building Muttiple buildings
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[3] Klik op "Soortgelijke etages".

SELECT BUILDING STRUCTURE TYPE

Please choose floor plan type

Similar floors Different floors

[4] Sleep het gebouw-symbool naar de plattegrond.
[5] Klik op ">" om door te gaan.

5 SITE PLAN = LISTVIEW
— - + Buildings
A Buiding >
e
~
Buiding Busldling L
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[6] Sleep het etage-symbool naar de plattegrond.

[7] Klik op " £ om de etage te bewerken (optioneel).
= 7-1, klik op het symbool om de etagevorm te veranderen.
= 7-2,de naam van de etage.
= 7-3, sla de wijziging op.

[8] Klik op ">" om door te gaan.

- -
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[9] Sleep het symbool voor meerdere kamers naar de plattegrond.
[10]Voer het aantal kamers in (bijv. "8" voor demonstratie 1).
[11]Klik op "Kopiéren".

NEW ROOMS

New rooms

Duplicates

Duplicate

[12]Klik op de ruimte om de vorm van de ruimte aan te passen.

= Klik op het symbool " ©0000. om de hoogte of de breedte van de vorm van de ruimte
te veranderen.

= Klik op het symbool Q@ om de vorm van de ruimte te herstellen.

= Kilik op het symbool " 0. om de vorm van de ruimte te veranderen van "Rechthoek" naar

"L
= Kilik op het symbool " Q. om de vorm van de ruimte te veranderen van "L" naar
"Rechthoek".
ERGEEE =
Bathroom
Kitchen
Room
Living room
Bedroom
. - I - - Washroom
Children's room
Hall
1 Side Door
Back door
B L wl
S
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[13]Sleep de ruimte om deze te verplaatsen.

[14]Wijzig de naam van de ruimte.

[15]Klik op "\" om op te slaan.

[16]Herhaal de stappen van 12~15 om andere ruimtes één voor één te veranderen.

[17]Als laatste Kklikt u op " ™. om alle ruimte op de plattegrond weer te geven.

E51 Floort ~
- - + Management Centerf

Bathroom

Kitchen
Room
Living room
Bedroom
Washroom
Children's room
Hall
Side Door

Back door

C I T |

Floom roct Floom L Oudoor v Mulli-oom x 1 5 ¥ Save
EA Floort ~ iZ LIST VIEW

-_— - + Rooms

Management Genter
Meeting Room 1
Meeting room 2

# b ¢ ye— I
Meeting Room 3

Meeting Room 5

Meeting Room 6

Ve
y
2
s
A Meeting oom 4
y
y
&

Public area

P I— pr—— Pr—

" L B

Room rect FRoom L Outdoor arca Muki-room -
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10.2.2 Een gebouw maken via de Welcome-app

"Smart Access Point" kan het gebouw dat is aangemaakt op Welcome-app importeren. U kunt
één gebouw eenmalig of meerdere gebouwen in batches importeren.

Voorwaarde
= Welkom-app moet zich in hetzelfde netwerk bevinden als "Smart Access Point".

= Het gebouw is gemaakt in de Welcome-app. Zie voor meer details de producthandleiding
voor de Welcome-app.

D D Welcome App
N

Router

Smart Access Point

Importregel

De structuur van het gebouw wordt overschreven volgens de onderstaande regels:
= A B, C, D, E, F geeft het gebouwnummer aan.

= B en B+ hebben hetzelfde gebouwnummer.

=+ betekent dat de structuur van het gebouw is veranderd.

Welcome-app "Smart Access Point" ervoor "Smart Access Point" erna
B+ A B, C A, B+ C

B+, C+ A B, C A, B+, C+

D, E F A B, C A/B,C/D,EF
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Het gebouw uit de Welcome-app importeren

Volg de onderstaande stappen:

[1] In het configuratiescherm klikt u op " P verschijnt een pop-upvenster.

v @ = sos @ B MAIN MENU

| ) L3

BUILDING STRUCTURE USER MANAGEMENT DOOR ENTRY SYSTEM

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g.
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
B iacky =) Device configuration  %gF Preferences

INFORMATION

Please open your APP to import the Building Structure

v
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[2] Op het startscherm van de Welcome-app tikt u op "v".
[3] Tik op "Configuratiemodus".
[4] Tik op "V" om door te gaan.

2 Home

"“jacky" iPhone, No events

Notice

Are you sure you want to switch to
configuration mode?

"jacky" iPhone!

x Vo4

[5] Op het scherm "Projecten” veegt u de projectnaam naar rechts.

[6] Tik op E

[7] Tik op het betreffende "Smart Access Point".

[8] Voor de accountnaam en het wachtwoord in voor het "Smart Access Point".
[9] Tik op "V" om door te gaan.

[10]Tik op "V" om te voltooien.

Projects

= Demo case
|

0 Device ‘-’)

Notice

Upload successfully

Yo 10
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[11]Ga terug naar het configuratiescherm van het "Smart Access Point" : er verschijnt een pop-
upvenster met de importstatus.

[12]Klik op "V" om te voltooien.

IMPORT BUILDING STRUCTURE

Project name:

Het gebouw dat wordt geimporteerd uit de Welcome-app bevat geen vorm of locatie. U dient
deze aan te passen op het "Smart Access Point". zie hoofdstuk 10.2.1 “Een gebouw maken via
"Smart Access Point" op pagina 144.

B3 1.Flcor ~ i= LIST VIEW
— | = ¥ Rooms

A Management center
A | Meeting room 1

}, Meeting room 2
A | Meeting room 3
) Mesting room 4

—— o r— s JP——

A | Meeting room 5
} Meeting room &
A | Publicarea

" L W

Foom rect Pooml  Oudooraca  Muliroom -
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10.3 Vertrouwde apparaten toevoegen en lokaliseren

Scherm "Apparaatconfiguratie" oproepen

Klik in het configuratiescherm op "Apparaatconfiguratie" om het bijbehorende scherm te
openen.

Moo = g

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT

DOOR ENTRY SYSTEM
CONNECTION

Design a building by Gonfigure the devices of Locating and linking Add and edit users Create and edit actions

Greate time control Configurate door entry
creating floors and the access control devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repeater ... station
[ 1
. 1
& iacky
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10.3.1 "Smart Access Point" lokaliseren

Volg de onderstaande stappen:
[1] Klik in het scherm "Apparaatconfiguratie” op "SmartAP".
[2] Klik op "Smart Access Point".

[3] Kies de positie uit de keuzelijst (bijv. "Gebouw 1>>Etage 1>>Openbaar bereik" voor
demonstratie 1).

[4] Klik op "\" om op te slaan.

Device type SmartAP(1) Smart Access Point
M SmanAP(1) > #105807A7F030734(RGA Serialnumber: 105807A7F030734
M Smart Access Point > Short ID: RGA
ﬁ- Cylinder(6) > Software version: V5.21
MCU version: V1.08 20181129
@ Repeater(2) > RF MGU version: V1.07

RF module version: V1.05

B RE/IP gatowzy(0) ? Updato firmwars

w8 P camera(0) > i ol sl 1
1 Building [
B outdoor station(o) > 1 1
| Buiding! v
3 indoor station(0) > I !
1 Floor !
!
O~ IP actuator(0) > : Fioar! ‘o
| [
=] Guard unit(0) > | Room I
[
: Management Center ~ [
[

Lemmes == ———---—-------

Doorbell ring >

Alarm alert >

Binary input >

Binary output >

Tamper alarm >

Producthandboek 2TMD041800D0090 | 154



AccessControl-apparaten bedienen

10.3.2 Toevoegen en lokaliseren van de "elektronische slotcilinder”

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie” op "Cilinder".

[2] Klik op "+".

[3] Klik op "Cilinder".

[4] Voer het serienummer van de elektronische slotcilinder in.

[5] Wijzig de naam van de "elektronische slotcilinder" in.

[6] Kies de positie uit de keuzelijst (bijv. "Gebouw 1>>Etage 1>>Vergaderzaal 1" voor

demonstratie 1).

[7] Klik op "\" om op te slaan.

[8] Herhaal de stappen 2-7 om de "elektronische slotcilinders" één voor één toe te voegen (bijv.

"Cilinder 2-Cilinder 6" voor demonstratie 1).

Device type

M SmanAP(1)

F Cylinder(0)

@ Repeater(0)
Bl RF/P gateway(0)
A IPcamera(0)

B outdoor station(o)
[ indoor station(0)
0~ IP actuator(0)

E= Guard unit(0)

Cylinder(1)

HXX00000000K(}

§ Cylinder

[«

>

Device type

M SmartAP(1)

F  Cylinder(s)

@ Repeater(0)
I RF/P gateway(0)
w8 1P camera(0)

B outdoor station(o)
3 Indoor station(0)
o= IP actuator(0)

= Guard unit(0)

F Cylinder 1
1F

Cylinder(6)

#201717E000000F1 (SSM)

Cylinder 2

Building1>Floor1 >Meeting room 2

#201747E000000F4(PLL

F Cylinder 3

Building1>Floar1 >Meeting Room 3

#201F88100000087(HLF

F Cylinder 4

Building1>Floor 1 >Meeting room 4

#201737E000000F3{HUN)

- Cylinder 5

Building1>Floor 1 >Meeting Room 5

#20160810000001 F(ESP)

f Cylinder 6

Building1>Floor 1 >Meeting Room &

Cylinder 1

Serialnumber: xoooeocococ

Short ID:

Software version:

Update firmware

\Position "~~~
1

Building

Building1 v

1
1
1
1
1
1| Ficort ~
1
econ

1

Meeting Room 1 v

arameter
Serial number
201717E000000F1

Channels

RF connection >
Door opener >
Knob reader >
Office mode >

x ¥ sae 7/
Cylinder 1

Serialnumber: 201717E000000F 1
Shorl ID: SSM

Software version

Update firmware

Position
Building

Buiilding 1 v
Floor

Floari v
Room

Meeting Room 1 ~
Channels
RF connection >
Door opener >
Knob reader >
Office mode >
Emergency card >
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10.3.3 Toevoegen en lokaliseren van een "RF-repeater”

Volg de onderstaande stappen om een "RF-repeater” toe te voegen.
[1] Klik in het scherm "Apparaatconfiguratie” op "Repeater".

[2] Klik op "+".

[3] Klik op "Repeater".

[4] Voer het serienummer van de "RF-repeater" in.

[5] Wijzig de naam van de "RF-repeater"”.

[6] Kies de positie uit de keuzelijst (bijv. "Gebouw 1>>Etage 1>>Openbaar bereik" voor
demonstratie 1).

[7] Klik op "\" om op te slaan.

[8] Herhaal stap 2-7 om de "RF-repeater” toe te voegen. (bijv. "Repeater 2" voor demonstratie
1).

Device type Repeater(1) Repeater 1
B SmartAP(1) 3 #500000000000() Serialnumber: X000
© Repeater > Short ID;
F  Cylinder(6) b Software version:
Updale firmware
@ Repeater(0) 2 e S
1 Position I
1 1
Il RF/P gateway(0) > | Building 1
! I Building1 v |l
w8 P camera(0) > | 1
1 A 1
B outdoor station(o) > [ et 1
1| Fioort v 1
. 1
1 Indoor station(0) > |
1
O IP actuator(0) > 1
= Guard unit(0) > Parametel
Serial number
24131010000000D
Channels
RF connection >
+ * x 7 v Save
Device type Repeater(2) Repeater 1
™ SmanAP(1) 5 #2413101000000DD(POF] Serialnumber: 2413101000000DD
© Repeater1 Short ID: POF
§ Gylinder(s) > Building1>Floor1> Software version:
, 1 Update firmware
@ Repeater(2) > | © Repeater2 >
I Building 1> Floor1>Public area | Position
Ml RF/IP gateway(0) > Building
Buikding1 v
. IPcamera(0) >
F
B outdoor station(0) > Lit
Fioor! v
[ indaor station(0) >
Room
0= IP actualor(0) > Public area v
E=] Guard unit(0) > Channels
RF connection >
+ & *
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10.3.4

Toevoegen en lokaliseren van een "RF/IP-gateway".

Volg de onderstaande stappen om een "RF/IP-gateway" toe te voegen.

[1] Klik in het scherm "Apparaatconfiguratie" op "BLE".

[2] Klik op """

[3] Klik op "BLE".

[4] Wijzig de naam van de "elektronische slotcilinder" in.
[5] Kies een positie uit de keuzelijst.

[6] Klik op "\" om op te slaan.

Herhaal stap 2-7 om de RF/IP-gateway één voor één toe te voegen.

g

Device type RF/IP gateway(1) RF/IP gateway
B SmarAP(1) > #14280TA7FO30B40(NDQ) Serialnumber: 142807A7F030840
Il RF/IP gateway > Short ID: NDQ
§  Cylinder(s) > Software version: V1.03
Signed status: unsigned
© Repeater(2) > License Agreement for Software
Update firmware
Il RF/IP gateway(0) >
Replace device
IP camera
v 1P camera(0) ’ Network information
B Outdoor station(o) 5 MAC address: 80:7A7F-03:08:40
1P address: 192.168.1.100
3 Indoor station(0) > r Swbnetlmaske 2552552650 — — — — — — — — — 4
| Defautt gatoway: 192.168.1.1 1
o~ IP actuator(0) > : Ppsition :
1
E= Guard unit(0) > : Building |
1 <not allocated> hd 1
1 1
1 Floor 1
1 1
| | <not ahocated ~
1 1
1 Room 1
e L
Parameter
DHGP

Enable ~

0 .
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10.4 Apparaten aansluiten

Ga naar het scherm RF-verbinding

Klik in het configuratiescherm op "Toegangscontrole” om het bijbehorende scherm te openen.

o w3

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configure the devices of Locating and linking Add and edit users Create and edit actions Create time control Configurate door entry
creating floors and the access control devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repeater ... station
& iacky (=) Device configuration 44 Preferences

Volg de onderstaande stappen:

[1] Op het scherm "Gebouw" klikt u op het benodigde gebouw (bijv. "Gebouw 1" voor
demonstratie 1).

B
o]

Building 1

B

Building 1 >

Buildings(1)
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[2] Klik op de benodigde etage (bijv. "Etage 1" voor demonstratie 1).

Building 1

All >

Floor >

Floor1 >

[3] Klik op " M om alle apparaten op het etagescherm te bekijken, u kunt de symbolen naar
een geschikte positie slepen.

- - + oo

All >
Meeting Room 3 >
Meeting room 4 >

F g [ —— T
Meeting Room 5 >
Meeting Room 6 >
@ Public area >

@ A i @
Meeting room 2 >
¥ ncing Meeting Room 1 >
Management Center >
.  r—— -

RFAP gateway -

AccessControl-apparaten in een sequentie aansluiten
Sluit de AccessControl-apparaten in een radiolijn aan volgens de onderstaande volgorde:
[1] Sluit het "Smart Access Point" of de "RF/IP-gateway" aan met de slave-apparaten.

[2] Sluit de "RF-repeater" aan op de bijbehorende slave-apparaten.
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10.4.1

"RF-repeater aansluiten”

Volg de onderstaande stappen:

[1] Klik op het etagescherm op een "RF-repeater” (bijv. "Repeater 1" voor demonstratie 1).

[2] Op dit moment wordt geen hoger apparaat in de lijst weergegeven.

[3] Klik op het hogere apparaat op de etageplattegrond (bijv. "Smart Access Point" voor

demonstratie 1).

 Mecary oo

@ b @

2 g o3

T —

RFAP gateway

Repeater 1

-

[4] Wachten op de koppeling

G) INFORMATION

é Processing, please wait! 4
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[5] Een geslaagde koppeling tussen de twee apparaten wordt aangegeven met een stippellijn.

[6] Hoger apparaat wordt weergegeven in de lijst.

[7] Klik op " ® - om terug te gaan naar het etagescherm.

- = + Repeater 1
F Moo o 5 Mdasing Foom 5 rd it Devices
- ° =
@ - ®
J r— v
(] (1] @
# oy o # e P—
|
RFAP gateway -
@) Opmerking
De "RF Repeater" moet zichzelf ontkoppelen van het hogere apparaat voordat
het kan worden gekoppeld aan een nieuw apparaat. zie hoofdstuk 10.11.2 “'RF-

repeater” loskoppelen® op pagina 220.
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10.4.2 "Elektronische slotcilinder" verbinden

Volg de onderstaande stappen:

[1] Klik op het etagescherm op een "elektronische slotcilinder" (bijv. "Cilinder 1" voor
demonstratie 1).

[2] Op dit moment wordt geen hoger apparaat in de lijst weergegeven.
[3] Klik op het hogere apparaat op de etageplattegrond (bijv. "Repeater 1" voor demonstratie

1).
Cylinder 1
2 -
g
g o oy s & ooy
o o U]
g 3
777777777777 Frcwm T
A Mg oo 3
o |
@
P Moo o 1. oR——
|
RFAP gateway «

[4] Wacht op de koppeling.

é INFORMATION
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[5] Houd de onderhoudskaart tegen de elektronische slave-cilinder.
[6] Klik op "\" om door te gaan.

Confirm the pairing proc 717E000000F1) 1/3

® Activate device 5

Please hold maintenance card on cylinder to proceed

Hide the window 6 4

[7]1 Als de LED op de "elektronische slotcilinder" groen knippert of als de "elektronische
slotcilinder" een pieptoon geeft, klikt u op "V" om door te gaan.

Confirm the pairing process(201717E000000F1) 2/3

@ Wiait for flashing LED

The LED on the cylinder flashes green ...
I the LED on the cylinder daes nat flash green, please click "ok lo
complete the pairing. Then check the device and unpair it in case of an
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[8] Wacht op de online check.

Confirm the pairing process(201717E000000F1) 3/3

-
E

@ Online check 8

ml] Wait to check the online status .
2075

[9] Als de "elektronische slotcilinder" online is, klikt u op "V" om door te gaan. Anders moet u
300 s wachten voordat u de volgende stap uitvoert.

Confirm the pairing process(201717E000000F 1) 3/3

=
E

@ Online check

Jlsnr Dovice is ontine, pairing s successul

v 9
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[10]Pair Een geslaagde koppeling tussen de twee apparaten wordt aangegeven met een
stippellijn.

[11]The p Hoger apparaat wordt weergegeven in de lijst.

[12]Klik op " ® - om terug te gaan naar het etagescherm.

EZ1 Floort v
Cylinder 1

- =+

Higns — - P

@ """" P Pk e @
& Mecsing Foom 3 )
(1] "
5 — »
|
RF/IP gateway *
O Opmerking

De elektronische slotcilinder moet zichzelf ontkoppelen van het hogere apparaat
voordat het kan worden gekoppeld aan een nieuw apparaat. Pagina 216.
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10.4.3  AccessControl-apparaat is offline

Er wordt een offlinesymbool 8. weergegeven op het AccessControl-apparaat als het offline
is.

1. "RF-repeater" is offline

Wanneer u @ op een "RF-repeater” ziet, voert u volgende handelingen uit:

= Controleer of de RF-repeater ingeschakeld is.

= Controleer of de hogere RF-repeater ingeschakeld is.

= Controleer of de afstand tussen de RF-repeater en het hogere apparaat meer dan 10 meter

E5 Floort v IS LISTVIEW
- - + Floor1

All >

Meeting room 3 >

P gt p— p—— Meeting room 4 >

@ @ Public area >

Meeting room 5 >

@ Meeting room 6 >

@& . Fromem @ Meeting room 2 >

s Meeting room 1 >

Management center >

# sy g »
The device is ofine.
Check power supply.
Check distance between Repeater and SmartAP. !
RF/IP gateway ®
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2. "Elektronische slotcilinder" is offline

Wanneer u LR op een "elektronische slotcilinder” ziet, voert u volgende handelingen uit:
= Controleer of de batterij van de elektronische slotcilinder leeg is. Pagina 177.
= Controleer of het hogere apparaat ingeschakeld offline is.

= Controleer of de afstand tussen de elektronische slotcilinders en het hogere apparaat meer
dan 10 meter bedraagt.

_— - -+ Floor1
All >
Meeting room 3 >
S N Flgais Meeting room 4 >
Public area >
@ @ @
Meeting room 5 >
Meeting room 6 >
@
® = - Freme ® Meeting room 2 >
p Tr— Meeting room 1 >
Management center >
@ ®
e F g om pr—
®
The device is offine.
Check battery status. Replace battery ll\ﬂZcﬂAeSi:ryF 2
e e S |
RF/P gateway @
O Opmerking
In sommige gevallen kunt u de onderhoudskaart tegen de betreffende
"elektronische slotcilinder" houden om deze te activeren.
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10.5 Goedkeuringen toewijzen

10.5.1 Rechten toewijzen aan een gebruiker

U kunt rechten aan een gebruiker toewijzen door zowel de ID-authenticaties als de
"elektronische slotcilinder" aan de gebruiker toe te wijzen.

Het gebruikersscherm oproepen

Op het scherm "Gebruikers" klikt u op de gebruiker om toegang te krijgen tot het scherm van de
gebruiker.

Users

+ admin1

basic1

: 1 cleaner!
| 1
| 1

admin cleaner | 1

master1 jacky

________

master1

L
(L]
Users groups

-
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1. De ID-authenticaties aan een gebruiker toewijzen
Volg de onderstaande stappen:
[1] Op het betreffende gebruikersscherm klikt u op "ID-authenticatie".

jacky = LIST VIEW
User role: Admin
Device sharing
_I Email address
. st Invitation code
(X3 = E
ima - {1 F w i
- i N N N N Invite
Users groups{1) 1D authentication Pairing devices Cylinder IP camera Outdoor station

User information

Personal data >
Change password >
User permission settings

Users groups(1) >
1D authentication >
Pairing devices >
Cylinder >
IP camera >
Outdoor station >

please set user permission under each category -

[2] Klik op "Authenticatie toevoegen".
[3] Klik op "Authenticatie toevoegen voor toegangsbeheer".

ADD NEW AUTHENTIFICATION METHOD
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[4] Voer de naam van de kaart in.
[5] Stel het kaarttype in op "RFID".
[6] Stel de geldigheidsperiode in; er zijn 2 opties:

= Onbeperkte geldigheid, als dit type is geselecteerd, kunt u doorgaan naar de volgende
stap.

= Beperkte geldigheid, als dit type is geselecteerd, moet u de begin- en einddatum
instellen door op " =" te klikken.

[7] Selecteer een willekeurige elektronische slotcilinder in de keuzelijst voor het vegen van de
ID-authenticaties.

ADD AUTHENTICATION

New identity authentication

Card - Jacky
RFID

Unlimited validity
Select reader
Select reader
Cylinder 1
Cylinder 2

Cylinder 3

@) Opmerking
De elektronische slotcilinder moet in een radiolijn worden gekoppeld voordat de
ID-authenticaties worden geveegd. zie hoofdstuk 10.4.2 “"Elektronische

slotcilinder" verbinden® op pagina 162.
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[8] Houd de sleutelkaart of de tag voor de elektronische slotcilinder. Indien dit gelukt is knippert
de led van de elektronische slotcilinder groen of er klinkt een pieptoon.

ADD NEW KEYCARD/TAG

Please hold the keycard/tag in front of the card reader to
register the credentials to the system.

Time out: 119 second

Step 1 (1)

[9] Het kaartnummer wordt weergegeven op het scherm.

& jacky i= LISTVIEW
1D authentication
+ = Card - Jacky >
]
Add authentication Card - Jacky
I 1205525818203264 I
° oo = 0 z A
] - - F -

Profile Users groups(1) [VETLEN SR Pairing devices  Cylinder IPcamera  Outdoor station

Herhaal de stappen van 2-9 om de ID-authenticaties één voor €én toe te wijzen.

O Opmerking
Tot 200 ID-authenticaties kunnen aan één gebruiker worden toegewezen.
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2. De "elektronische slotcilinder" aan een gebruiker toewijzen.
Volg de onderstaande stappen:
[1] Op het betreffende gebruikersscherm klikt u op "Cilinder".

jacky i LIST VIEW
User role:  Admin
Device sharing
_I Email address
Invitation code:
L = D B E
L] - B - ‘
\ / \ / \ / \ / \ / e
g S gl i i e
Users groups(1) 1D authentication(1) Paifing devices Cylinder 1P camera Outdoor station I
User information
Personal data >
Change password >
User parmission settings
Users groups(1) >
1D authentication(1) >
Pairing devices >
Cylinder >
IP camera >
Qutdoor station >
please set user permission under each category | -
L

[2] Klik op de "Elektronische slotcilinder" in de sectie "Niet toegewezen".
[3] Klik op "\" om te bevestigen.

Herhaal de stappen van 2-3 om de elektronische slotcilinders één voor één toe te wijzen.

INFORMATION

A Would you like to add the device premissions?

x B4
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10.5.2 Rechten toewijzen aan gebruikers

U kunt de rechten aan meerdere gebruikers toewijzen door de rechten toe te wijzen aan de
gebruikersgroep.

Volg de onderstaande stappen:

[1] Op het betreffende groepsscherm klikt u op "Cilinder".

[2] Klik op de "Elektronische slotcilinder" in de sectie "Niet toegewezen".
[3] Klik op "\" om te bevestigen.

Herhaal de stappen van 2-3 om de elektronische slotcilinders één voor één toe te wijzen.

Admin
Admin
User permission settings
Users(2) >
.l Time Profile >
. - < ﬂ Cylinder >
] Q F w
~— ~— P Dt S~ IP camera >
Users(2) Time Profile Cylinder 1P camera Outdoor station
Outdoor station >
please set user permission under each category -

INFORMATION

A\ Would you like to add the device premissions?

x 3v
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10.5.3

Offline-dag instellen

In sommige gevallen is de "elektronische slotcilinder" offline. zie hoofdstuk 10.4.3
“AccessControl-apparaat is offline“ op pagina 166.

In dit geval kunnen alleen noodkaarten en de kaarten die overeenkomen met de offline dag
worden gebruikt.

O Opmerking
Aanbevolen wordt om de kaarten voor de offline dag of voor noodgevallen
voorafgaande aan het gebruik in te stellen.

Offline dag

Wanneer een "elektronische slotcilinder” offline is, kunnen alleen de ID-authenticaties binnen de
offline dagen worden gebruikt.

Als de offline dag bijvoorbeeld is ingesteld op "5", kunnen alleen de ID-authenticaties die binnen
5 dagen gebruikt zijn, worden gebruikt. De ID-authenticaties die 6 dagen geleden werden
gebruikt, kunnen niet meer worden gebruikt.

Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op "Apparaatconfiguratie” en vervolgens op "Cilinder".
[2] Klik op de "Elektronische slotcilinder".

[3] Klik op "Deurgreep-lezer".

[4] Voer het nummer voor de offline dag in. Als de offline dag op "0" staat, kunnen alleen
noodkaarten worden gebruikt. zie hoofdstuk 10.5.4 “Noodkaarten beheren“ op pagina 175.

Device type Cylinder(6] Cylinder 1 Knob reader

717E000000F

W SmartAP(1) >
F Cylinder(s) > ion: V1.11
Update firmware
@ Repeater(2) >
Position
Il RF/P gateway(1) > Building
i v
s IP camera(1) > na
Floor
ﬂ Outdoor station(0) >
Floor1 v
3 indoor station(0) > 4
Roor
o= IP actuator(0) > v
Building 0 om 5 ~
E Guard unit(0) > Ch

ting room & . Parameter

o Access for users in offine mode: Max
duration (days) of access authorization when
device is offiine. "0": Only users with
emergency access cards have access.

— 0 +
Emi >
Timeout (seconds)
> Communication with SmartAP
— 5 +
L)
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10.5.4

Noodkaarten beheren

Noodkaarten kunnen worden gebruikt wanneer de "elektronische slotcilinder"” offline is.

1. Noodkaarten toevoegen

Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op "Apparaatconfiguratie” en vervolgens op "Cilinder".

[2] Klik op de "Elektronische slotcilinder".

[3] Klik op "Kaart voor noodgevallen".

[4] Klik op "Kaart voor noodgevallen".
[5] Vink de keuzevakjes aan om noodkaarten toe te voegen.

[6] Klik op "\" om te bevestigen.

Device type

W SmanAP(1)

F Cylinder(s) 1
© Repealer(2)
Il RF/IP gateway(1)
a8 P camera(1)

B outdoor station(o)
3 indoor station(0)

O IP actuator(0)

= Guard unit(0)

Cylinder(6)

#201717E000D00F 1(SSM) 2
Cylinder 1
Building1>Floor1>Meeting room 1

#20121810000005E(UOY)
Cylinder 2
Buikling 1>Floor1>Meeting room 2

#201747E000000F4(PLL)
Cylinder 3
Buikling 1Floor1>Meeting room 3

#201FB8100000087(HLF)
Cylinder 4
Buikding 1>Floor1>Meeting room 4

#201737E000000F3(HUN)
Cylinder 5
Building1>Floor1>Meeting room 5

#20160810000001F(ESP)
Cylinder 6
Buikling 1> Floor1>Meeting room &

Cylinder 1 Emergency card

Serialnumber: 201717E000000F1
Short 1D: SSM Emergency card
Software version: ¥1.11

Update firmware
Position
Building

| Buikding1 v

Floor

| Floort v

Room

| Meeting room 1 -

Channels

RF connection >

Door opener >

Knob reader >
Office mode >

Emergency card 3 >

Battery status >

4

EMERGENCY CARD

Name
Card 1 - jacky
Card 1 - Faye

Card 1 - Damon

Card No.
00219222
00435801
00435810
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2. Noodkaarten verwijderen

Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op "Apparaatconfiguratie” en vervolgens op "Cilinder".
[2] Klik op de "Elektronische slotcilinder".

[3] Klik op "Kaart voor noodgevallen".

[4] Klik op "Kaart voor noodgevallen".

[5] Vink de keuzevakjes af om noodkaarten te verwijderen.

[6] Klik op "\" om te bevestigen.

Device type Cylinder(6) Cylinder 1 Emergency card
M SmarlAP(1) s #201717E000000F 1(SSM) 2 Serialnumber: 201717E000000F1
Cylinder 1 Short ID: SSM Emergency card 4
§ Gylinder(s) 1 > Bullding1-Foor1>Meeting room 1 Software version: V1.1
#20121810000005E(UOY) Update firmware
@ Repeater(2) > Cylinder 2 §
Building1>Floor1>Meeting room 2 Position
Il RF/IP gateway(1) > Building
#201747E000000F4(PLL)
Cylinder 3 | Buikding! v
wa 1P camera(i) > Buikding1>Floor1Meeting room 3
Floor
B outdoor station(o) > #201F88100000087(HLF)
Cylinder 4 | Flcort v
3 indoor station(0) > Building 1 >Floor 1>Meeting room 4
Room
os P (0 N #201737E000000F3(HUN)
i) Cylinder 5 | Meeting room 1 -
Buikling1>Floor1>Meeting room 5
= Guard unit(0) > Channels
#20160810000001 F(ESP| .
S (ESP) RF connection >
Buikling 1> Floor1>Meeting room &
Door opener >
Knob reader >
Office mode >
Emergency card 3 >
Battery status >

EMERGENCY CARD

Name Card No.

Card 1 - jacky 00219222
Card 1 - Faye 00435801
Gard 1 - Damon 00435810
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10.6 Apparaten configureren

10.6.1 "Elektronische slotcilinder" configureren

Klik in het configuratiescherm op "Apparaatconfiguratie", "Cilinder, "Cilinder 1" om het
configuratiescherm te openen.

Device type Cylinder(8) Cylinder 1
™ SmartAP(1) > #201717E000000F1(SSM Serialnumber: 201717E000000F 1
§ Cylinder 1 > Short ID: SSM
§ Cylinder(s) > Buiding1>Flo Software version: V1.11
_ #20121810000005E(UOY) Update firmware
© Repeater(2) > F Cylinder2 >
Buikding 1>Floor1 >Meeting roam 2 osition
Bl RF/IP gateway(1) 4 Building
#201747E000000F4(PLL)
F Cylinder 3 > Building1 -
& P camera(1) > L % Flo X
Fl
B outdoor station(o) > #201F88 ot
§  Cylinder > Fioort -
3 indoor station(0) > Building1>Floor1>h
Room
#201737E000000F3(HUN
o~ IP actuator(0) > # Cyinder5 N Mesting room 1 -
Suikding 1> Fioor1>Meeting room 5
E=l Guard unit(0) > Channels
#201
# Cyindors 5 | RF connection >
Buikding1>Floor
Door opener >
Knob reader 5
Office mode >
Emergency card >
Battery status >
+ & -
Nr. Beschrijving

Apparaat verwijderen

2 . o .
De elektronische slotcilinder moet eerst worden ontkoppeld voordat deze wordt verwijderd.
3 Serienummer van het apparaat.
4 Firmwareversie van het apparaat.
5 Firmware-update via de website.
6 De locatie van het apparaat toewijzen.
7 RF-verbindingsstatus van het apparaat bekijken.
8 Stel de deblokkeringstijd voor de elektronische slotcilinder in.
9 Stel de offline dag voor de cilinder in.
zie hoofdstuk 10.5.3 “Offline-dag instellen op pagina 174.
10 De kantoormodus-functie activeren/deactiveren
zie hoofdstuk 10.6.4 “Kantoormodus® op pagina 184.
11 Noodkaarten beheren
zie hoofdstuk 10.5.4 “Noodkaarten beheren® op pagina 175.
12 Controleer de batterijstatus van het apparaat.
13 Update de firmwareversie lokaal of op afstand voor meerdere apparaten in een batch.
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10.6.2 "RF-repeater" configureren

Klik in het configuratiescherm op "Apparaatconfiguratie", "Repeater, "Repeater 1" om het
configuratiescherm te openen.

Device type Repeater(2) Repeater 1
M SmartAP(1) > Serialnumber: 2413101000000DD
b Short ID: POF
F Cylinder(6) > Software version: V1.06
Update firmware
@ Repeater(2) > >
Positior
Il RF/P gateway(1) > Building
8 P camera(i) > Bt -
B outdoor station(o) > O
Floort v
3 indoor station(0) >
Room
O IP actuator(0) > Public area v
=1 Guard unit(0) > Channels
RF connection >
+ & .
Nr. Beschrijving
1 Geef het apparaat een andere naam.
Apparaat verwijderen
2 .
Het apparaat moet eerst worden ontkoppeld voordat het wordt verwijderd.
3 Serienummer van het apparaat.
4 Firmwareversie van het apparaat.
5 Firmware-update via de website.
6 De locatie van het apparaat toewijzen.
7 RF-verbindingsstatus van het apparaat bekijken.
8 Update de firmwareversie lokaal of op afstand voor meerdere apparaten in batches.
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10.6.3

"RF/IP-gateway" configureren

Klik in het configuratiescherm op "Apparaatconfiguratie”, "BLE, "Cilinder 1" om het
configuratiescherm te openen.

Device type RF/IP gateway(1) RF/IP gateway
M SmanAP(1) > ! ;’(‘11”8:3; “‘\:L?;;E-u NDQ s i:\LEtnx;lesn?A?rmemn
§ Cylinder(s) > Soltware version: V1.03
RF MCU version: V1.07
@ Repeater(2) >
Il RF/IP gateway(1 >
ement for Software
48 P camera(1) > Update frrware
B outdoor station(o) > Replace device
g Indoor station(0) > Networkinformation
MAC address: 80:7A:7F:03:08:40
O IP actuator(0) > IP address: 192.168.1.100
Subnet mask: 255.255.255.0
= Guard unit(0) > Default gatoway: 192 168.1.1
Position
Building Parameter
<not allocated: v DHCP
Enable v
Floor
<not allocateds v L]
Enable v
Room
=nol allocaled> hd Sl
Connection >
o £ «
Nr. Beschrijving
1 Geef het apparaat een andere naam.
Apparaat verwijderen
2 N i) M o .
Klik op , gevolgd door "\" om het apparaat te verwijderen.
3 Serienummer van het apparaat.
4 Firmwareversie van het apparaat.
5 "Verbonden" betekent dat de RF/IP-gateway via een LAN-verbinding verbonden met "Smart
Access Point" is.
6 "Gesigneerd" betekent dat de RF/IP-gateway met succes gesigneerd is op het Smart Access
Point.
7 Klik om de "Licentieovereenkomst voor software" te bekijken.
8 Firmware-update via de website.
9 Zie pagina 180.
10 De netwerkinformatie bekijken.
11 De locatie van het apparaat toewijzen
12 Als "DHCP" is ingesteld op "Deacitveren”, moet u het statische |P-adres van het apparaat
instellen.
13 Als "Reset" is ingesteld op "Deacitveren”, kan de resetknop van de apparaten niet meer
worden gebruikt.
14 RF-verbindingsstatus van het apparaat bekijken.
15 Update de firmwareversie lokaal of op afstand voor meerdere apparaten in een batch.
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Een apparaat vervangen

U kunt een nieuwe RF/IP-gateway gebruiken om de oude te vervangen als deze kapot is. Alle
gegevens (inclusief de positie en de verbinding) van de oude gateway worden naar de nieuwe
gekopieerd.

Volg de onderstaande stappen:
[1] Klik in het scherm "Apparaatconfiguratie" op "BLE".
[2] Klik op de "BLE 1".

[3] De verbindingsstatus moet "Ontkoppeld" zijn als de verbinding met de oude gateway is
verbroken.

[4] De positie van de oude gateway wordt weergegeven op het scherm.

Device type RF/IP gateway(2) RF/IP gateway 1
M SmartAP(1) 3 #142807A7F030B4B(BSD) Senalnumber: 142807A7F030B40
M RF/IP gateway > Short ID: NDQ
F Cylinder(s) > Software version: V1,03
#142807A7TFO30B40(NDQ) AF MCU version: V1,07
@ Repeater(2) » Bl RF/P gateway 1 > RF module version: V1.05
Building1>Floor1>Management center Connect status: Disconnected
Wl AF/P gateway(1) > Signed status: signed
License Agreement for Software
A P camera(1) >
Update firmware
B outdoor station(4) > Replace device
Network informatic
3 Indeor station(3) > -
MAC address: BO:7A:.7F 03:0B:40
O IP actuator(1) > IP address: 192.168.1.105
Subnet mask: 255.255.255.0
E Guard unit(1) > Default gateway: 192.168.1.1
Positior
Building
Building1 v
Floor
Floort -
Room
Management center -
Baramatac
o b 0
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[5] Voeg de nieuwe gateway toe zonder een positie. zie hoofdstuk 10.3.4 “Toevoegen en

"o

lokaliseren van een "RF/IP-gateway".“ op pagina 157

[6] De verbindingsstatus van de nieuwe gateway moet "Verbonden" zijn.

[7] De positie van de nieuwe gateway is momenteel leeg.

[8] Klik op "Apparaat vervangen" op de nieuwe gateway.

[9] Klik op de oude gateway in de lijst.

[10]Klik op "\" om door te gaan de vervanging van het apparaat gelukt is.

Device type

™ SmartAP(1)

F  Cylinder(s)

@ Repeater(2)
Il RF/P gateway(2)
w8 IPcamera(1)

B outdoor station(4)
[ Indoor station(3)
O IP actuator(1)

Guard unit(1)

RF/IP gateway(2)

#142807A7F030B4B(BSD)

I RF/IP gateway

#142807ATF030B40(NDQ)

I RF/IP gateway 1

Building1 >Floor1>Management center

RF/IP gateway

Serialnumber: 142507A7FO30BAB

Short ID: BSD

Software version: ¥1.03

RAF MCU version: V1.07

RF madule version: V1.05

Connect stalus: Connected

Signed status: signed

License Agreement for Software
Update firmware
Replace device

Network information

MAG address: BO:7A7F-03:08:48

1P address: 192.168.1.103

Subnet mask: 255.255.255.0

Delault gateway: 192.168.1.1

Position

Building

<nol allocated>

Floor

<not allocated>

Room
<not allocated

Baramatar

INFORMATION

& Succeed lo replace the device, reload the webpage to get
the device settings.
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[11]De positie van de oude gateway wordt gekopieerd naar de nieuwe (de verbindingen op de
oude worden ook gekopieerd naar de nieuwe).

[12]Klik op de oude gateway.

[13]De positie van de oude gateway is leeg. (De verbindingen van de oude gateway zijn ook

gewist).

[14]Klik op gevolgd door "\" om de oude gateway te verwijderen.

Device type
W SmartAP(1) >
F Cylinder(6) >
@ Repeater(2) >
Il RF/P gateway(2) >
w8 |P camera(1) >
B outdoor station(4) >
3 indoeor station(3) >
o~ IP actuator(1) >
= Guard unit(1) >
Device type

B SmartAP(1) >
F Cyiinder(s) >
@ Repealer(2) >
Il RF/P gateway(2) >
A IP camera(1) >
B outdoor station(4) >
J indoor station(3) >
o= IP actuator(1) >
= Guard unit(1) >

RF/IP gateway(2)
#142807ATF030B4B(BSD)
Il RFIP gateway

Building1>Floor 1>Management center

#142807A7F030B40(NDQ)
Wl RF/IP gateway 1

RF/IP gateway(2)

#142807ATF030B4B(BSD)

Il RF/IP gateway
Buikding 1 >Floor1>Management canlos

#142807A7F030B40(NDQ)
I RF/IP gateway 1

[«

RF/IP gateway

Replace device
Network information

MAG address: 80:TA7F:03:08:48
> IP address: 192.168.1.103

Subnet mask: 255.255.255.0

Defaull galeway: 192.168.1.1

Position
Building
Buikding1 -

Floor

Floori -
Room
Management center -

Paramete!
DHCP

Enable ~

Reset

Enable ~

Channels

Connection >

RFAIP gateway 1 /

Serialnumber: 142807A7F030840
> Short ID: NDQ
Software version: V1.03
RF MGU version: ¥1.07
3 RAF madule version: V1.05
Connect status: Disconnected
Signed stalus: signed

License Agreement for Software
Update firmware
Replace device

Network information

MAC address: 80:7A:7F-03:08:40

1P address: 192.168.1.105

Subnet mask: 255 255.255.0

Default gateway: 192.168.1.1

Position

Building

<nat allocateds> ~

Floor

<not allocated> ~

Room
<not allocaled> v
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[15]Klik op de nieuwe gateway.

[16]Geef de nieuwe gateway een andere naam.

[17]Klik op "\" om op te slaan.

Device type

M SmartAP(1)

F  Cylinder(6)

@ Repeater(2)
Il RF/P gateway(1)
48 P camera(l)

B outdoor station(4)
[ Indoor station(3)
0= P actuator(1)

E Guard unit(1)

RF/IP gateway(1)

#142807A7F 030B4B(BSD)
Il RF/P gateway

Building1>Floor1>Management center

Q

[«

RF/IP gateway 1|

Serialnumber: 142807A7F030B48

Short ID: BSD

Software version: V1.03

RF MCU version: V1.07

RF madule version: V1.05

Connect status: Connected

Signed status: signed

License Agreement for Software
Update firmware
Replace device

Network information
MAC address: B0:7A 7F:03:08:48
1P address: 192.168.1.103
Subnet mask: 255.255 255.0
Defaull galeway: 192.168.1.1
Position
Building
Buiding1 v

Floor

Floorl v

Room

Management centler v
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10.6.4 Kantoormodus

"Tijdscontrole"-scherm oproepen

Klik in het configuratiescherm op "Tijdscontrole" om het scherm "Tijdscontrole" te openen.

M e = s A & Lj

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configure the devices of Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry

creating floors and the access control devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repealer ... station
L] " "
m jacky (=) Device configuration ﬁ Preferences

1. Kantoormodus-tijdsprofiel toevoegen voor de betreffende elektronische slotcilinder
Volg de onderstaande stappen:

[1] Op het scherm "Tijdscontrole" klikt u op "Toevoegen".

[2] Voer de naam in (bijv. "Cilinderl").

[3] Klik op "\" om op te slaan.

CREATE TIME PROFILE

Cylinder1

State Cylinder1
&

Cylinder1| £

You can choose another time profile and integrate its

timers. They will be copied to this time profile.

4 defaul
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[4] Klik op "Gebouw1">>"Etage 1">>"Vergaderzaal 1" om naar de locatie van de betreffende
elektronische slotcilinder te gaan.

[5] Klik op de "Elektronische slotcilinder” (bijv. "Cilinder 1").

Selected profile v Mon Tue Wed Thu Fri Sat Sun
Al >
Central Functions >
Building1 >
0 2 4 6 8 10 12 14 16 18 20 22 0 2 4 €

+ @&
Add Cylinder1 default

Selected profile Sat Sun A
Cylinder 1 (Office mode) @
o 2 1 8 8 10 12 14 16 18 20 22 o 2 4 €
+ & &
*«

Add Cylindery default
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[6] Sleep het symbool voor de kantoormodus naar de "Aan"-positie op het scherm.
[7] Voer de precieze tijd in.

[8] Klik op de betreffende dag om de selectie te annuleren (optioneel).
[9] Klik op "\" om op te slaan.

(® CYUNDER1 i LIST VIEW
ode

: @

oft

off
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[10]Sleep het symbool voor de kantoormodus naar de "Uit"-positie op het scherm.
[11]Voer de precieze tijd in.

[12]Klik op de betreffende dag om de selectie te annuleren (optioneel).

[13]Klik op "\" om op te slaan.

TIME CONTROL

[ 17:00 BN

Mon Tue Wed
L @ Thu Fri Sat
Sun Mon-Fri Sat/Sun
0 2 4 8 10 122 14 16 18 20 2
el x 13w

[14]Het resultaat wordt weergegeven op het scherm.
—— — ] i

o

Office mo...

6:00
On @ Mon-Fr
17:00 @

Mon-Fri
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2. Kantoormodus-tijdsprofiel hernoemen voor de betreffende elektronische slotcilinder
Volg de onderstaande stappen:

[1] Klik op het scherm "Tijdscontrole op de betreffende "Elektronische slotcilinder" (bijv.
"Cilinder 1").

[2] Klik op .

[3] Voer een nieuwe naam in.

EDIT TIME PROFILE

Cylinderl

State

cylinder1| 3
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3. Kantoormodus-tijdsprofiel verwijderen voor de betreffende elektronische slotcilinder
Volg de onderstaande stappen:

[1] Klik op het scherm "Tijdscontrole op de betreffende "Elektronische slotcilinder" (bijv.
"Cilinder 1").

[2] Klik op
[3] Klik op "\" om te bevestigen.

@ Would like to remove this timer profile?

b3 3Y
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10.7 Apparaten besturen via het "Smart Access Point"

Besturingsscherm oproepen
1. Alle gebruikers kunnen de onderstaande handeling uitvoeren:

Voer op het inlogscherm het wachtwoord in en klik op "Besturing” om toegang te krijgen tot het
betreffende scherm.

Jacky's Pro

PLEASE LOGIN

(8] CONFIGURATION () CONTROL
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2. Alleen admin-gebruikers kunnen de onderstaande handeling uitvoeren:

Klik in het configuratiescherm op " . om het besturingsscherm te openen.

BUILDING STRUCTURE

Design abuildingby  Configure the devices of

creating floors and
rooms

& jacky

-0

RF WIRELESS
CONNECTION

the access control
system e.g. Cylinder,
repeater ...

o

PLACE + LINK

Locating and linking
devices

MAIN MENU

"
w

USER MANAGEMENT

Add and edit users.
Create user groups

Create and edit actions

C)

TIME CONTROL DOOR ENTRY SYSTEM

Creale time control Configurate door entry
system devices, e.g.
indoor station, outdoor
station

= Device configuration ¥ Preferences
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10.7.1

Apparaten besturen via de plattegrond

Etagescherm oproepen

Klik in het besturingsscherm "Plattegrond" om het bijbehorende scherm te openen.

9

Event history

@) Opmerking
De volgende bewerkingen zijn gebaseerd op demonstratie 1. U moet uw
bewerkingen aanpassen wanneer u aan een echt project werkt.

Klik op "Gebouw 1", "Etage 1" om toegang te krijgen tot het etagescherm.

FLOORPLAN
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1. Functie van "Smart Access Point" besturen

Volg de onderstaande stappen:

[1] Klik op het etagescherm op "Smart Access Point".

[2] Klik op een functiesymbool om de functie uit te voeren.

Smart Access Point

Py

2. "Elektronische slotcilinder" deblokkeren.
Volg de onderstaande stappen:

[1] Klik op het etagescherm op de betreffende "Elektronische slotcilinder" (bijv. "Cilinder 1" voor
demonstratie 1).

[2] Klik op "Deblokkeren"-symbool om de elektronische slotcilinder te deblokkeren.

Cylinder 1

L

P
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3. Kantoor een mooi activeren/deactiveren voor de betreffende elektronische slotcilinder
Volg de onderstaande stappen:

[1] Klik op het etagescherm op de betreffende "Elektronische slotcilinder" (bijv. "Cilinder 1" voor
demonstratie 1).

[2] Klik op het "kantoormodus"-symbool om de kantoormodus-functie te activeren/deactiveren,
zie hoofdstuk 10.6.4 “Kantoormodus® op pagina 184.

Cylinder 1

L
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4. Handelingen toevoegen aan de favorietenlijst

Volg de onderstaande stappen:

[1] Klik op het etagescherm op

[2] Klik op - een markering geeft de instellingsstatus aan.
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[3] Op de intstellingsstatus klik u op een AccessControl-apparaat (bijv. "Cilinder1").
[4] Klik op een functiesymbool (bijv. "Deblokkeren").

[5] Het functiesymbool wordt toegevoegd aan de favorietenlijst.

[6] Klik op "x" om het pop-upvenster te sluiten.

[7] Herhaal stappen 3-6 om andere handelingen één voor één toe te voegen.

[8] Klik op om de instellingsstatus te verlaten.
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5. Functies in de favorietenlijst bedienen

Volg de onderstaande stappen:

[1] Klik op het etagescherm op

[2] Klik op het betreffende functiesymbool in de favorietenlijst om de functie te
activeren/deactiveren, de markering geeft de geactiveerde status aan.
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6. Functies uit de favorietenlijst verwijderen

Volg de onderstaande stappen:
[1] Klik op het etagescherm op
[2] Klik op - een markering geeft de instellingsstatus aan.

[3] Klik op om deze direct te verwijderen.
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7. Tijdprofielen activeren/deactiveren

Volg de onderstaande stappen:
[1] Klik op het etagescherm op

[2] Klik op - een markering geeft de instellingsstatus aan.

Klik op het "tijdprofiel"-symbool om de tijdprofielfunctie te activeren/deactiveren.
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10.7.2 Apparaten besturen via matrix

Matrix-scherm oproepen

Klik in het besturingsscherm "Matrix" om het bijbehorende scherm te openen.

9

Event history

@) Opmerking
De bewerkingen op het matrixscherm zijn hetzelfde als op het etagescherm. zie
hoofdstuk 10.7.1 “Apparaten besturen via de plattegrond“ op pagina 192.
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10.8 Apparaten besturen via Welcome-app

10.8.1 "Smart Access Point" met Welcome-app koppelen

Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op "Instellingen”.

v @ = sos @™ P MAIN MENU

M e = o A 6

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configure the devices of Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and the access control devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repeater ... station
& jacky (= Device configuration  §¥ Preferences

Producthandboek 2TMD041800D0090 | 201



AccessControl-apparaten bedienen

[2] Klik op "MyBuildings-account".

[3] Klik op "Connection".

[4] Voer het account, het wachtwoord en de bijnaam in.

[5] Tik op "Activeren" om de functie"Toegang op afstand" te activeren (optioneel).
[6] Klik op "Login".

[7] Controleer de koppelingsstatus en de verbindingsstatus. Er wordt een groene "\"
weergegeven als de verbinding gelukt is.

£} PREFERENCES

Preferences MyBuildings Account MyBuildings Account

r this device with MyBuildings. If you do not have

eler 1o the help.

System information > Connection > | Plea

your MyBuildings account information to register
register here. For more informatior

Network settings > | License

nt, the remate function is temporarily in the trial operation phase.
Localizat >
calization air: v Connect: v
Project backups > User name
Firmware updates > R
MyBuildings Account > Friendly name
Service 5 uuID 568717H1-7af5-4d0c-9d1 e-e831c8cd2tad
Remole access @ Enable
Wi-Fi access point mode settings >
Logout
Third party authority >
Abnormal devices >
Onvif IPG list >
Misc settings H
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[8]Ret Ga terug naar het gebruikte scherm en klik op "Apparaten koppelen".

jacky iE LIST VIEW
jacky (0}
(o '
i - { F " i .
Users groups{1) ID authentication(2) Pairing devices Cylinde(1) P camesal1) Outdoor station{1)
Personal data b
Change password >
Users groups(1) >
ID authentication(2) >
Pairing devices >
Cylinder(1) >
IP camera(1) >
Outdoor station(1) >

please set user permission under each category -

[9] Op dit moment wordt geen apparaat weergegeven. De volgende stap voert u uit in de
Welcome-app.

& jacky iZ LISTVIEW

Pairing devices

[ ] ¥y = u £ [} ﬂ
[ ] L] [ F E
Profile Users groups(1) 1D authentication(2) ST EENEY Cylinder(1) 1P camera(1) Outdoor station(1)
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[10]Op het startscherm van de Welcome-app tikt u op "v" (in de Welcome-app gebruikt u
dezelfde inloggegevens als voor het MyBuildings-account met het "Smart Access Point").

[11]Tik op "Apparaten koppelen".
[12]Tik op "SmartAP".

Pair Devices

10 Home

ich Panel

“jacky" iPhone, No events

IP Camera

Configuration mode

Firmwar

“jacky” iPhone|

Events A

v

[13]Tik op het betreffende "Smart Access Point" in de sectie "Apparaat op afstand"”.
[14]Voer de gebruikersnaam in die u gebruikt op het "Smart Access Point".
[15]Tik op "V" om te bevestigen.

[16]Een token-ID wordt weergegeven in een pop-upvenster. Deze token-I1D wordt gebruikt bij
stap 18 op "Smart Access Point".

SmartAP

Notice

16

Please enter the token ID : 1358
13AC on the SmartAP.

Account

b ¢ v oK

x 15 « Resend pairing request
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[17]Go Ga naar het "Smart Access Point ", op het scherm "Apparaten koppelen" (zie
stap 9) verschijnt een vriendelijke naam op het scherm van het apparaat dat wordt gebruikt
door Welcome-app. Klik op dit apparaat.

& jacky i LIST VIEW

Pairing devices

D 17 “jacky" iPhone >

) i - F .

Profile Users groups(1) 1D authentication(2) [ESUICT Aot} Cylinder(1)  IP camera(1)  Outdoor station(1)

[18]Klik op "Verknoping".
[19]Voer de token-ID in (zie stap 16).
[20]Klik op "\" om te bevestigen.

PARING MOBILE DEVICE WITH “JACKY" IPHONE

Please enter the token code in your
Weicome app to pair your mobile device.

5198

1 3 A c

20 v
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[21]Indien succesvol wordt de status "Gepaard" op het scherm weergegeven.

& facky iE LISTVIEW

Pairing devices
“jacky” iPhane >

“Jacky” iProne

. . - ,
H i =) | F - i
Profile Users groups(1) 1D authentication(2) Rt T Ul Cylinder(1)  IP camera(l) Outdoor station(1)
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10.8.2 Elektronische slotcilinder besturen via Welcome-app

Elektronische slotcilinder deblokkeren

Volg de onderstaande stappen:

[1] Op het startscherm van de Welcome-app tikt u op m

[2] Tik op het AccessControl-scherm op de aanduiding "Elektronische slotcilinder" om toegang
te krijgen tot het betreffende scherm.

[3] Door het slotsymbool omhoog te vegen deblokkeert u de "elektronische slotcilinder".

Access Control Cylinder 1

i| Standard .‘T Office

Events A
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Kantoormodus activeren/deactiveren

Volg de onderstaande stappen:

[1] Op het startscherm van de Welcome-app tikt u op m

[2] Tik op het AccessControl-scherm op de aanduiding "Elektronische slotcilinder" om toegang
te krijgen tot het betreffende scherm.

[3] Klik op "Kantoor".

[4] Klik op "\" om te bevestigen.

[5] Klik op "Kantoor".

[6] Klik op "Deblokkeringstijden".

[7] Op dit moment is de kantoormodus geactiveerd.
[8] Op dit moment is de kantoormodus gedeactiveerd.

Access Control Cylinder 1
NI standera ﬂ' Office 5
"m Unlock times 6

Notice

Do you want to switch to
office mode?

x 4 ox

% ost w4 o 8
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10.9 Back-up beheren

Het is belangrijk om regelmatig een back-up te maken.

Zie voor meer informatie: zie hoofdstuk 13.5 “Back-up beheren” op pagina 279.

¥ PREFERENCES

Preferences Project backups

Backup for the AccessControl devides - 20200801

System information > | Create new project backup + Description Backup for the Ac
1. Crestng a build

Done
g the devices - Done

Connecting the devies - Gone
Network settings > | Import project backup * s Heack BAd e i o
aning the v
¢
Localization > Kuped, at 2020-07-30 16:35:47. .

9 t
8. Configuring the devi
5. Controling the devices via "Smart Access Pon” - Done

firmware 1D: 0149, Router firmware ver. >

07-30 16:35:48 10. Contralling the devices via Welcom App - Done
Project backups >
ckuped, at 2020-07-30 16:35:07
Firmware updates > | Router firmware ID: 0149, Router firmware ver... >
30 16:35:07
MyBuildings Account >
Auto backuped, at 2020-07-30 16 1
Router firmware 1D: 0149, Router firmware ver... >
Service > | 2000730 162612
Wi-Fi access point mode seflings > | Auto backuped, at 20200730 16:23.56
Router firmware 1D: 0149, Router firmware ver.... >
TR Dy AT , | 20200730 162357
n Auto backuped, al 2020.07-30 16:22:40.
e covices > Router firmware ID: 0149, Router firmware ver... >
2020-07-30 16:222:40
Onvit IPC list >
Auto backuped, al 2020.07-30 162231
Wiao sotings , | Router firmware ID: 0149, Router firmware ver... >

2020-07-30 16:22:31

Auto backuped, at 2020-07-30 1

x 4 v Save
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10.10 Rechten verwijderen

10.10.1 Rechten van een gebruiker verwijderen

1. De "elektronische slotcilinder" van een gebruiker verwijderen

Als u de betreffende "elektronische slotcilinder" onbruikbaar wilt maken voor een gebruiker, volg
dan de onderstaande stappen:

[1] Op het betreffende gebruikersscherm klikt u op "Cilinder".
[2] Klik op de "Elektronische slotcilinder" in de sectie "Toegewezen".
[3] Klik op "\" om te bevestigen.

Herhaal de stappen van 2-3 om de elektronische slotcilinders één voor één te verwijderen.

jacky = LISTVIEW
User role: Admin
| Device sharing
1 Email address

invitation code:

*%a = =

H-H - a F - i it

S el Nl Nkl il S

Users groups({1) ID authentication(2) Pairing devices(1) Cylinder(1) IP camera(1) ‘Outdoor station{1) .
User information
Personal data >
Change password >
User permission settings
Users groups(1) >
1D authentication(2) b
Pairing devices(1) >
Cylinder(1) b
1P camera(1) >
Outdoor station(1) >
please set user permission under each category -

INFORMATION

A Would like to remove device permissions?

X 3v
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2. De ID-authenticaties van een gebruiker verwijderen

Als u de betreffende ID-authenticaties van een gebruiker onbruikbaar wilt maken, volg dan de

onderstaande stappen:

[1] Op het betreffende gebruikersscherm klikt u op "ID-authenticatie” om het bijbehorende

scherm te openen.
[2] Klik op betreffende "ID-authenticatie”.

[3] Klik op " ] ". als de kaart tot een "noodkaart" behoort dient u eerst de noodkaart te

verwijderen. zie hoofdstuk 10.5.4 “Noodkaarten beheren“ op pagina 175.

[4] Klik op "\" om te bevestigen.

Herhaal de stappen van 2-4 om de ID-authenticaties één voor één te verwijderen.

jacky

U P

TS N N’
Users groups(1) 1D authentication(2) Pairing devices{1) Gylinder(1)

.l] —

please set user permission under each category

-

1P cameraf1)

A

Outdoor station{1}

i= LIST VIEW

jacky
User role:  Admin

Device sharing

Invitation code :
Invite
User information

Personal data

Change password

=]

User permission setlings

Users groups(1)

ID authentication(2)

Pairing devices(1)

Cylinder(1)

IP camera(1)

Qutdoor station(1)

INFORMATION

A Would you like to delete this authentication?

x

4 v
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10.10.2

Rechten van de gebruikers in een groep verwijderen

1. De "elektronische slotcilinder" van een groep verwijderen

Als u de betreffende "elektronische slotcilinder" onbruikbaar wilt maken voor alle gebruikers in
de groep, volg dan de onderstaande stappen:

[1] Op het betreffende groepsscherm klikt u op "Cilinder".
[2] Klik op de "Elektronische slotcilinder" in de sectie "Toegewezen".

[3] Klik op "\" om te bevestigen.

User permission settings
Users(2) >
'I Time Profile >
. - = ﬂ Cylinder(6) >
= (C] F -

\oggiuigs iy S i’ Nsgutaus " . s

Users(2) Time Profile Cylinder(6) 1P camera Outdoor station came
Outdoor station >

please set user permission under each category &

INFORMATION

A Would like to remove device permissions?

x 3v
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2. Gebruikers uit een gebruikersgroep verwijderen

Als u de betreffende "elektronische slotcilinder" onbruikbaar wilt maken voor enkele gebruikers

in de groep, volg dan de onderstaande stappen:

[1] Op het betreffende groepsscherm klikt u op "Gebruiker".
[2] Klik op de gebruiker in de sectie "Toegewezen".

[3] Klik op "\" om te bevestigen.

please set user permission under each category

Admin

User permission settings

Users(2)

Time Profile

Cylinder(6)

IP camera

Quidoor station

INFORMATION

A Would you like to remove user from this user group?

3v
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10.11 Apparaten loskoppelen

Scherm RF-verbindingen oproepen

Klik in het configuratiescherm op "Toegangscontrole” om het bijbehorende scherm te openen.

o w3

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configure the devices of Locating and linking Add and edit users Create and edit actions Create time control Configurate door entry
creating floors and the access control devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repeater ... station
& iacky (=) Device configuration 44 Preferences

Volg de onderstaande stappen:

[1] Op het scherm "Gebouw" klikt u op het benodigde gebouw (bijv. "Gebouw 1" voor
demonstratie 1).

B
o]

Building 1

B

Building 1 >

Buildings(1)
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[2] Klik op de benodigde etage (bijv. "Etage 1" voor demonstratie 1).

Building 1

All >

Floor >

Floor1 >

[3] Klik op " M om alle apparaten op het etagescherm te bekijken, u kunt de symbolen naar
een geschikte positie slepen.

- - + oo

All >
Meeting Room 3 >
Meeting room 4 >

F g [ —— T
Meeting Room 5 >
Meeting Room 6 >
@ Public area >

@ A i @
Meeting room 2 >
¥ ncing Meeting Room 1 >
Management Center >
.  r—— -

RFAP gateway -

AccessControl-apparaten in een sequentie loskoppelen
Koppel de AccessControl-apparaten in een radiolijn los volgens de onderstaande volgorde:
[1] Koppel de "elektronische slotcilinder" los van de hogere apparaten.

[2] Koppel de "RF-repeater" los van de hogere apparaten.
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10.11.1 "Elektronische slotcilinder" loskoppelen

Let op!
A Het wordt ten zeerste aanbevolen om de "Elektronische Sluitcilinder” in online

modus altijd te ontkoppelen. Als de "elektronische sluitcilinder” in de
onlinetoestand wordt ontkoppeld, kan hij in andere systemen weer worden
gebruikt. Indien zij in de offline-toestand geforceerd is ontkoppeld, kan zij alleen
in het huidige systeem opnieuw worden ontkoppeld. zie hoofdstuk 10.4.3
“AccessControl-apparaat is offline“ op pagina 166

Volg de onderstaande stappen:

[1] Klik op het etagescherm op een "elektronische slotcilinder" (bijv. "Cilinder 3" voor
demonstratie 1).

[2] Het hogere apparaat wordt weergegeven in de lijst.
[3] Klik op het hogere apparaat op de etageplattegrond (bijv. "Repeater 2" voor demonstratie

_ - -+ Cylinder 3
[ o wseng e & 1 Devices
O] ~ Fviic
g vz
J Tre— - watng a1  Tr———
RFAP gateway L )
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[4] Voer het serienummer van de elektronische slotcilinder in.
[5] Klik op "\" om te bevestigen.

Confirm unpairing operation

Please enter the serialnumber of device for confirmation.

Serialnumber 201747E000000F4 /],

x

[6] Wacht op de koppeling.

(® INFORMATION

é Processing, please wait! 6
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[7] Klik op "\" om door te gaan.

Confirm unpairing operation(201747E000000F4) 1/3

-
E

@ Deactivate device

[8] Wacht totdat de LED op de "elektronische slotcilinder" groen knippert of totdat er een
pieptoon Klinkt.

[9] Klik op "\" om door te gaan.

on(201747E000000F4) 2/3

® Wait for flashing LED
The LED on the cylinder flashes green ...

gv
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[10]Er wordt geen stippellijn weergegeven tussen de twee apparaten.
[11]In de lijst wordt geen hoger apparaat weergegeven.

[12]Klik op " a. om terug te gaan naar het etagescherm.

£5] Floort v
Cylinder 3

- =+

yrs— J vmg s  Trc—

JF— - g IR

RF/IP gateway -
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10.11.2 "RF-repeater” loskoppelen

worden gereset naar de fabrieksinstellingen (houd de reset-knop 3 seconden
ingedrukt). zie hoofdstuk 10.4.3 “AccessControl-apparaat is offline“ op
pagina 166

Let op!
A Voordat een "RF Repeater" in een ander systeem kan worden gebruikt, moet hij

Let op!
A De RF-repeater die ontkoppeld moet worden kan geen slave-apparaten hebben!

Volg de onderstaande stappen:

[1] Klik op het etagescherm op een "RF-repeater” (bijv. "Repeater 2" voor demonstratie 1).
[2] Het hogere apparaat wordt weergegeven in de lijst.

[3] Klik op het hogere apparaat op de etageplattegrond (bijv. "Repeater 1" voor demonstratie

1).
] Floori v
- - -+ Repeater 2

s ¥ Mactiong Foom H e Parent Devices
(]
G, .
@ ® , ®
F e .
@
P g I——
|
RF/P galeway *
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[4] Voer het serienummer van de "RF-repeater” in (bijv. "Repeater 2" voor demonstratie 1).
[5] Klik op "\" om te bevestigen.

Please enter the serialnumber of device for confirmation.

oo £

[6] Wacht op de koppeling.

é INFORMATION

é Processing, please wait! 6
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[7] Er wordt geen stippellijn weergegeven tussen de twee apparaten.
[8] In de lijst wordt geen hoger apparaat weergegeven.

[9] Klikop " a. om terug te gaan naar het etagescherm.

-— - =+ Repeater 2
g P F
9 o
L ]

@ # (O]

2 bcong :
4 ®
& Mocirg oo P _e——
RF/IP gateway -
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10.12 Apparaten verwijderen

O Opmerking
Het AccessControl-apparaat kan niet worden verwijderd als het is gekoppeld.
Ontkoppel het apparaat eerst. zie hoofdstuk 10.11 “Apparaten loskoppelen® op
pagina 214.

Scherm "Apparaatconfiguratie" oproepen

Klik in het configuratiescherm op "Apparaatconfiguratie" om het bijbehorende scherm te
openen.

Mo = 3

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT DOOR ENTRY SYSTEM
CONNECTION

Design a building by Gonfigure the devices of Locating and linking Add and edit users Create and edit actions Greate time control Configurate door entry
creating floors and the access control devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repeater ... station
[ 1
. [ — 1
& iacky | (=) Device configuration 3} Preferances
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10.12.1 "Elektronische slotcilinder" verwijderen

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie" op "Cilinder".
[2] Klik op de "Elektronische slotcilinder” (bijv. "Cilinder 6").

[3] Klik op

[4] Klik op "\" om te bevestigen.

Device type Cylinder(6) Cylinder 6
B SmartAP(1) 3 #201717EO00000F1 (SSM) ‘Serialnumber: 20160810000001F
B Cylinder 1 > Short ID: ESP
F Cyinder) '] R Buikling1>Floor1>Meeting roam 1 Software version Vi 11
#20121810000005E(UOY) Update firmware
@ Repeater(2) > F Cylinder 2 =
Buikding1Floor! sMeeting room 2 Position
M RF/P gateway(1) > | Building
#201747E000000F4(PLL)
g Cylinder 3 > Building1
w8 IP camera(1) > Building i Floor1 >Meeting room 3
. Fl
B outdoor station(o) > #201F88100000087(HLF) =
F Cylinder 4 > Floort
3 indoor station(0) N Building1>Floor1>Meating room 4
#201737E000000F3(HUN)
O~ IP actuator(0) > F Cyinders N Meeting room 6
Building>Floor1>Meeting room 5
Guard unit(0) > Channels
#20160810000001F(ESP)
B Cylinders 2 5> | FF connection
Buikding1>Floor1>Meeting room 6
Door opener
Knob reader
Office mode
Emergency card
Baltery status
+ £ «

INFORMATION
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10.12.2 RF-repeater verwijderen

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie" op "Repeater".
[2] Klik op de betreffende RF-repeater (bijv. "Repeater 2").
[3] Klik op

[4] Klik op "\" om te bevestigen.

Device type Repeater(2) Repeater 2
M SmanAP(1) > #241310100000000 (POF) Serialnumber: 241640100000088
@ Repeater 1 > Short [D: RBP
i Cylinder(5) > | Building1>Floor1>Public area version: V1.06
"I #241640100000088(RBP) Update firmware
@ Repeater(2) > @ Repeater2 2 > -
Building>Floor 1>Public area Position
Ml RF/P gateway(1) > Building
Building 1
A8 P camera(1) > dng ¥
B Outdoor station(0) > floor
Floor1 -
3 indoor station(0) >
Room
O P actuator(0) > Public area ~
=] Guard unit(0) > Channels
RF connection >
+ & -

INFORMATION

Are you sure to delete?

4 v
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10.12.3 RF/IP-gateway verwijderen

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie" op "BLE".
[2] Klik op de betreffende RF/IP-gateway.

[3] Klik op

[4] Klik op "\" om te bevestigen.

Device type

M SmanAP(i)

>

F Cylinder(s)

@ Repeater(2)

B RFP gatoway(1) |
w8 P camera(1)

B outdoor station(0)
3 indoor station(0)

O~ IP actuator(0)

=] Guard unit(0)

RF/IP gateway(1) RF/IP gateway
#142B07A7F030B40(NDQ) 2 Serialnumber: 142807A7F030840
Il RF/P gateway > Short ID: NDQ

Software version: V1.03

| RFMGU version: V1.07
RF module version: V1.05
Connect status: Disconnected
Signed status: signed
License Agreement for Software

Update firmware

Replace device
Network information

MAC address: 80:7A:7F-03:08:40
IP address: 192.168.1.100
Subnet mask: 255.255.255.0
Default gateway: 192.168.1.1

Position

Building

<not allocateds

Floor

<not allocaleds-

Room

<nol allocaled>

INFORMATION

@ Are you sure to delete?

4
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10.13 Een defecte "RF Repeater" vervangen

Als een "RF Repeater” beschadigd is (bijvoorbeeld "Repeater2" in de onderstaande figuur is
defect), zijn alle "RF Repeaters" en alle daarmee gekoppelde "Electronic Locking Cylinders"
offline. Een nieuwe "RF Repeater" (b.v. "Repeater3") wordt ingesteld ter vervanging van de
beschadigde "RF Repeater” ("Repeater2").

Cylinder2 ﬂ
E_ Cylinder1 ﬁ' 0 ﬁ' Cylinder3
L AN Repeate’rz/"/ R
RN Repeaterl . @’Z: ___________ E— Cylinder4

/ 0O O

=

P
M smartap @ RF Repeater E Cylinder --- RFwireless connection

Producthandboek 2TMD041800D0090 | 227



AccessControl-apparaten bedienen

Gelieve de onderstaande stappen te volgen:
[1] Ontkoppel de cilinders van de defecte "RF Repeater".
zie hoofdstuk 10.11.1 “"Elektronische slotcilinder" loskoppelen® op pagina 216

Cylinder2

- O
B

>~ Repeater2

=

[~ Cylinderl =
E E— Cylinder3

5~ Cylinder4

/
/
/
/
N /
e:
()
ke}
)
QD
2
@D
@
[
& o

—_

M smartap @ RF Repeater E_ Cylinder -—-- RFwireless connection

[2] Koppel de defecte "RF Repeater" los van het bovenliggende apparaat.

zie hoofdstuk 10.11.2 “'RF-repeater” loskoppelen® op pagina 220

Cylinder2 ﬂ
i; Cylinderl - 0 - .
E- E— Cylinder3
BN Repeater2
A Repeaterl = )
S eP @ E‘ Cylinder4
/
; 0 0
/I
/
/
/
/
/
/
/
=
M smartap @ RFRepeater Cylinder  --- RFwireless connection
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[3] Verwijder de defecte "RF Repeater” uit de lijst met apparaten.

zie hoofdstuk 10.12.2 “RF-repeater verwijderen® op pagina 225

[4] Voeg een nieuwe "RF Repeater" toe.

zie hoofdstuk 10.3.3 “Toevoegen en lokaliseren van een "RF-repeater" op pagina 156
[5] Verbind de nieuwe "RF Repeater" met het bovenliggende apparaat.

De nieuwe "RF Repeater" moet worden gereset naar de fabrieksinstellingen voordat hij wordt
aangesloten. Om dit te doen, houdt u de reset-knop 3 seconden ingedrukt tot de LED (wanneer
het resetten is geslaagd) rood oplicht.

zie hoofdstuk 10.4.1 “"RF-repeater aansluiten" op pagina 160

_ | Cylinder2 ﬂ
= Cylinderl = ﬂ =
E E— E— Cylinder3

)]

o Cylinder4

k gl

M shartar @ RF Repeater E_ Cylinder --- RFwireless connection
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[6] Koppel de "Elektronische Cilinders" aan de nieuwe "RF Repeater".

Tijdens het koppelingsproces moeten de "elektronische sluitcilinders" met behulp van de
onderhoudskaart in de teach-in-modus worden gezet, zodat zij met hun apparaat van een hoger
niveau kunnen worden gekoppeld.

zie hoofdstuk 10.4.2 “"Elektronische slotcilinder" verbinden“ op pagina 162

Cylinder2

E Cylindert i-; - ﬁ— Cylinder3

S -

. ._ Repeater3--
~._ Repeaterl ®,:_~ ___________ ﬁ- Cylinder4

—_

Crpl . .
M shartaApP @ RFRepeater Cylinder  --- RFwireless connection
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10.14 Verknoping tussen apparaten beheren

Op het "Smart Access Point" kunnen 2 AccessControl-apparaten aan elkaar worden gekoppeld.
Wanneer het ene apparaat wordt getriggerd, kan de andere een actie uitvoeren.

Demonstratie

In deze demonstratie gaat de deurbel van het "Smart Access Point" over als de "kantoormodus"
van de betreffende "elektronische slotcilinder" wordt geactiveerd.

Scherm Etageschema oproepen

Klik in het configuratiescherm op "Plaats + Link", "Gebouw 1", "Etage 1" om toegang te krijgen
tot het etagescherm.

M e = 0 O

BUILDING STRUCTURE RF WIRELESS USER MANAGEMENT TIME CONTROL DOOR ENTRY SYSTEM
CONNEGTION

Design a building by Configure the devices of Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and the access control devices Creale user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor

repeater ... station

| Jacky (=) Device configuration 'I} Preferences
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10.141 Verknoping toevoegen

De volgende handelingen zijn gebaseerd op de demonstratie. zie hoofdstuk 10.1
“AccessControl-topologie“ op pagina 138

Volg de onderstaande stappen:

[1] Klik op het etagescherm op de betreffende "elektronische slotcilinder".
[2] Klik op "Kantoormodus".

[3] Klik op "Smart Access Point".

[4] Klik op "Deurbeloproep”.

I
- = 4+ Floort
Al >
Meeting room 3 >
Y r— P iampsi v Meeting room 4 >
Public area >
Meeting room § >
Meeting room 6 >
ot Meeting room 2 >
- Meeting room 1 >
Management center >
s Door opener s
| ®
Knob reader
| Office mode
Sensors  Actuators ccTv ®
E51 Floort v
— - + Office mode
#“"
¥ . »
e
o
. . NC
Doorbell ring |
Alarm alert
Tamper alarm
Sensors  Acluators ccTv ®
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[5]Pairin Een geslaagde koppeling tussen de twee apparaten wordt aangegeven met een
stippellijn.

[6] Gekoppeld apparaat wordt weergegeven in de lijst.

[7] Klikop " .. om terug te gaan naar het etagescherm.

- - + Office mode
+ # e s
® ®
® o
®
om
.
® o
F b & g st e
Q@
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10.14.2 Verknopingen beheren

Volg de onderstaande stappen:

[1] Klik op het etagescherm op "Smart Access Point".

[2] Klik op "Deurbeloproep".

[3] De verknopingen worden weergegeven op het etagescherm.

[4] De gekoppelde apparaten worden ook in de lijst weergegeven.

[5] Het kanaal kan niet worden verwijderd als het meer dan 2 verknopingen heetft.

a ik X
_— - 4 Floort
Al >
Meeting room 3 >
 Tre—— P  o— Meeting room 4 >
Public area >
® ® ®
Meeting room 5 >
Meeting room 6 >
& Meeting room 2 >
& g Meeting room 1 >
Management center >
® ®
» e » .
=

Doorbell ring
Alarm alert

Tamper alam

B =
Sensors  Actuators ceTv *«
- - + Doorbell ring
Vs 5 i &
(] ) (i ]
(i ]
o

P

o—1 @& ,
g DT _fan

Sensors  Actualors  CCTV
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10.14.3 Verknopingen verwijderen

Volg de onderstaande stappen:

[1] Klik op het etagescherm op de betreffende "elektronische slotcilinder".
[2] Klik op "Kantoormodus".

[3] Klik op "Smart Access Point".

[4] Klik op "Deurbeloproep"”.

= toort
All >
Meeting room 3 >
prp— Frmpess P —— Meeting room 4 >
Public area >
Meeting room 5 >
Meeting room 6 >
®
2 - Meeting room 2 >
p T—— Meeting room 1 >
Management center >
i Door opener ‘ T
Knob reader ‘ @
|
Office mode
Sensors Actuators ccTv *«
EA Floor1 -
—_ - + Ofiice mode
13
> . #ou
Links
2
# s
—
— p— T o
Doorbell ring
Alarm alert
Tamper alarm
Sensors  Actuatos  CCTV *
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[5] Bij succes wordt geen verknoping weergegeven tussen de twee apparaten.
[6] Er wordt geen gekoppeld apparaat weergegeven in de lijst.

[7] Klik op " a. om terug te gaan naar het etagescherm.
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11

Acties beheren

Scherm "Actie" oproepen

Klik in het configuratiescherm op "Acties" om het scherm "Acties" te openen.

Moo )

BUILDING STRUCTURE

RF WIRELESS
CONNEGTION

USER MANAGEMENT

Design a building by Configure the devices of Locating and linking Add and edit users.

creating floors and the access control devices Creale user groups
rooms system e.g. Cylinder,
repeater ...

m jacky

Demonstratie

(A

Create and edit actions

G,

TIME CONTROL DOOR ENTRY SYSTEM

Create time control Configurate door entry
system devices, e.g.
indoor station, outdoor

station

(=) Device configuration 4§} Preferences

In deze demonstratie is de "Cilinder 1" offline tijdens werktijd (bijvoorbeeld van 8:00 tot 17:00

uur) en het "Smart Access Point" krijgt en slaat alarm.
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111 Actie toevoegen

De volgende handelingen zijn gebaseerd op de demonstratie.
Volg de onderstaande stappen:

[1] Klik in het scherm "Actie" op "+".

[2] Voer de naam in voor de actie.

[3] Klik op "\" om op te slaan.

[4] Klik op het betreffende actiescherm, klik op "Voorwaarde toevoegen" en vervolgens op
"Tijd".

CREATE NEW ACTION

Action

Name

Cyliner 1 is offiing| 2

(A CYLINER 1 IS OFFLINE
Precondition Event Actuator Notification
4 .\ O p
5 S b
-
=»
Select one or several preconditions which Select one or several sensors which are to Select one or several actuators which are to Define a notification which is to be sent when
have to be met before an event can be trigger the event. be activated during an event. the event occurs.
triggered.
Add precondition 4 Add event Add actuator Add notification
ek @y
Add Cyliner 1 is o.
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[5] Klik op "ma-vr" om de dagen van maandag tot vrijdag op de selecteren.
[6] Voer de start- en eind tijd in.

[7] Klik op "OK" om te bewaren.

Event

Actuator

Notification
Stan
End
1 7 00 Select ane or several sensors which are lo veral actuators which are to Define a natification which is to be sent when
trigger the event 1g an event the event occurs.

Mon Tue Wed

Thu Fri Sat

Sun Mon-Fri Sat/'Sun

Add actuator

e -

[8] Klik op "Gebeurtenis toevoegen”, gevolgd door "Toegangscontrole”,
verbinding”, selecteer "Offline".

[9] Klik op "OK".

Add notification

"Cilinder 1", "RF-

Precondition

Notification

RF connection
k=

Select one or several actuators which are to
ion on these @ Offline Btac
days: Mon - Fii Online

Jefine a notification which is to be sent when

ted during an event the event occurs.

Add preconditio

Add actuatos Add notificatior

Add
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[10]Klik op "Aktor toevoegen”, gevolgd door "SmartAP", "Smart Access Point", "Deurbeloproep”
en selecteer "Intreden van de gebeurtenis".

[11]Voer de vertragingstijd tussen de activering van de aktor en het triggeren van de
gebeurtenis.

[12]Klik op "OK".

Notification

Precondition

®) Oceurrence of the event

During
Define a notification which is to be sent when

the event occurs.

Cancellation of the event

Delay(s)

- 0 +

Add preconditior Add event Add notification

Add

[13]Klik op "Melding toevoegen" en voer een onderwerp in.
[14]Voer de beschrijving in.

[15]Als het keuzevakje "Prioriteit: hoog" is geactiveerd, wordt het bericht als alarm ontvangen,
anders wordt het bericht als bericht ontvangen.

[16]Selecteer "Intreden van de gebeurtenis".
[17]Klik op "Filter".

Actuator

Precondition

Cylinder 1 is offine

Time Access control SmartAP

Message (max. 160 letters)

Start: 08:00
Cylinder 1 is offine

End: 17:00

Repelition on these

e Cylinder 1 Device: Smart Access
)1717E000000F1 Point
(105807A7F030734

el: RF connection RG
Channel: Doorbell ring
During: Occurrence of

days: Mon - Fn

[ Importance: high

During
® Occurrence of the event

Cancellation of the event

Fitter 1 7 v
Add precondition fagevent fag acuater m
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[18]Klik om de gebruikers te selecteren.
[19]Klik op "OK" om te bewaren.

Precondition

A

Time Access control SmartAP

nder 1 » D

J00F1

admint v
art Access
t B
7F0307:

717

basic1

nnel: RF connection R
Offline nel: Doorbell ring

During: Occurrence of G

cleaneri

J

jacky v
M

master1

Add preconditior Add event Add actuator

[20]Het resultaat wordt weergegeven op het scherm.

(A CYLINER 1 1S OFFLINE 1]

Precondition Event Actuator Notification

& F L] £
Time Access control SmanAP
Cylinder 1 is offiine
Start: 08:00 Device: Cylinder 1 =» Device: Smart Access
End: 17:00 (201717E000000F1- Point Cylinder 1 is offine
Repetition on these SSM) (105807A7F030734-
days: Mon - Fii Channel: RF connection RGA)

Add precondition

Offline

Add event

Channel: Doorbell fing
During: Occurrence of

the event
Delay:0's
Add actuator
Add Cyliner 1is 0...

admin1 jacky

During: Occurrence of
the event

Add notification
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11.2 Acties beheren

Volg de onderstaande stappen:

[1] Klik in het scherm "Acties" op de betreffende actie.

[2] Klik op

[3] Klik op het symbool om de actie te activeren of te deactiveren.

[4] Geef de actie een andere naam.
[5] Klik op "\" om op te slaan.

(A CYLINER 1 1S OFFLINE ] Vs
Precondition Event Actuator Natification 2
(O] L] ‘x
Time Access control SmartAP )
Cylinder 1 is offine
Start: 08:00 Device: Cylinder 1 » Device: Smart Access
End: 17:00 (201717E000000F1- Point Cylinder 1 is offine
Repetition on these SSM) (105807A7F030734-
days: Mon - Fri Channel: RF connection RGA) admin1 jacky
Offline Channel: Doarbell ring
During: Occurrence of During: Occurrence of
the event the event
Delay:0s
Add precondition Add event Add actuator Add notification

EDIT ACTION

Action

‘ Cyliner 1 is offine
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11.3 De actie verwijderen

Volg de onderstaande stappen:

[1] Klik in het scherm "Acties" op de betreffende actie.

[2] Klik op
[3] Klik op "\" om op te slaan.

INFORMATION

@ Would you like to delete this action?

3¢
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12

12.1

12.2

Cyberveiligheid

Disclaimer

D0401. devices are designed to be connected and to communicate information and data via a
network interface, which should be connected to a secure network. It is the customer's sole
responsibility to provide and continuously ensure a secure connection between the product and
customer's network or any other network (as the case may be) and to establish and maintain
appropriate measures (including as but not limited to the installation of firewalls, application of
authentication measures, encryption of data, installation of antivirus programs, etc.) to protect
the D0401. , the network, its system and interfaces against any kind of security breaches,
unauthorized access, interference, intrusion, leakage and/or theft of data or information. Busch-
Jaeger Ltd and its affiliates are not liable for damages and/or losses related to such security
breaches, unauthorized access, interference, intrusion, leakage and/or theft of data or
information.

Although Busch-Jaeger provides functionality testing on the products and updates that we
release, you should institute your own testing program for any product updates or other major
system updates (to include but not limited to code changes, configuration file changes, third
party software updates or patches, hardware change out, etc.) to ensure that the security
measures that you have implemented have not been compromised and system functionality in
your environment is as expected.

Performance and service and network performance

Type Value

Ethernet 100 Mbps (148,800 packets/s)
ARP 21 Mbps (31,250 packets/s)
ICMP 20 Mbps (29,800 packets/s)
IP 10 Mbps (14,880 packets/sec)
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Port and service

Port

53

80

443

5222

5280

5281

49152

53

1900

31002

7000

10700

8887

77T

10777

7777

Service

TCP

TCP

TCP

TCP

TCP

TCP

TCP

UDP

UDP

UDP

TCP

TCP

TCP

TCP

TCP

UDP

Purpose

DNS

HTTP web service

HTTPS web service

Service for XMPP client

Service for XMPP HTTP administrator service
Service for XMPP HTTPS administrator service
UPnP

DNS

UPNP service

Searched for & managed PC client tools
Private protocol service

Private protocol service (TLS)

Used for upgrading process

Private protocol service

Private protocol service (TLS)

Private protocol service
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12.3

12.4

12.5

Deployment guideline

Please do not install it within a public place and ensure that physical access to the devices is
granted only to trusted person.

It is not recommended to use HTTP (unencrypted data transfer) outside of secure, private
networks. Please use HTTPS (encrypted data transfer) when communicating over a public

network. Please note that using HTTPS will result in a warning. This is due to technical reasons.

During commissioning, the RF cylinder and RF repeater need to be added to the one by one
following the SmartAP commissioning process, it's extremely required that the observed
indications from RF cylinder and repeater should be confirmed correctly.

The configuration data need to be backed up manually after every Access control system
topology change, so, the backup configuration can be restored to SmartAP in case of
misconfiguration.

Upgrading
The firmware can be uploaded by the webpage, a signature file is also needed to be updated
together with firmware file, which is used to verify the authentication and integrity of firmware.

If internet services are available, the device will connect to the MyBuildings server to obtain the
new firmware automatically, but needs to be confirmed by end user every time. Also, for
security purpose, the device will automatically download the respective signature file and firstly
verify the authentication and integrity of firmware before updating.

Backup/restore

Some configurations of devices can be download to locally by webpage, the password is
needed to encrypt the exported configuration data, the configurations include,

= SmartAP device configuration parameters

= User data

= Device data including Access control system device, Door entry system devices and CCTV
system device

When restoring from the backup configured, the exported file needs to be updated to the device
by webpage, and the respective password used when exporting the configuration is needed.
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12.6 Data pursing

In case of quitting from the working system (e.g. replaced by another device, re-install in
another system...), All the data stored in the device need to be purged by the “Restore default
setting” in webpage as below,

Login in the web page by admin user account.

On the configuration screen, following the steps below,

v @ = sos B MAIN MENU ®

USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM

Add and edit users. Create Create and edit your actions Create time profiles Configurate door entry system
user groups devices, e.g. indoor station,
outdoor station

& iacky (=) Device configuration ¥ Preferences
£} PREFERENCES
Preferences Service
System information > Service
Restore default settings This option resels the device to ils factory defaults. All configuration data of this device will

Network settings > be lost.

— Restart Restart the Smart Access Point
Localization >
Project backups >
Firmware updales >
MyBuildings b
Service >
WI-Fl access point mode settings >
Third party authority >
Abnormal devices >
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12.7

12.8

12.9

Malware prevention solution

The device D040L1. is not susceptible to malware, because custom code cannot be executed on
the system.

The only way to update the software is by firmware upgrading. Only firmware signed by Busch-
Jaeger can be accepted.

Default passwords and user accounts

In factory default, the device has below passwords or user accounts,
= The password for Wi-Fi Access Point
= The user account for the first commissioning

All the mentioned default passwords and user accounts are mandatory to be changed during
the first commissioning.

Password rule

The password for all user accounts need to fulfill below rules,
=  Minimum 8 characters

= Must include at least three of these four types: lowercase letters, uppercase letters, digits,
symbols

=  Accepted characters: a-z, A-Z, 0-9, space and symbols "#/()=?@3%${[]}\,.-_<>|;:"* ~+
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12.10 Logging

The device has a logging system which can log some events, which contains,

= Changing settings

= Adding/changing/removing other devices

=  Adding/changing/removing user accounts (including information and access rights)
= Updating/patching software firmware

= Accessing to devices, such as unlock, record, snapshot, etc.

= Security attacks, such as tamper alarm, multiple login error, disconnect BLE module from
SmartAP.

The following information and events from devices in Access control system for the logging

purpose.
Device Information for events
RF Repeater Loss connection with SmartAP event
Battery status
Loss connection from system event
RF cylinder Unlock event

Battery low event
Swipe Card event

Every log information contains time, event source, behavior, and signature.
The device will automatically generate logs and store them when above events occur.

The admin user can log in the webpage, then switch to notification center to manage the logs.
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131

Bijlage

Een account registreren via het MyBuildings-portal

Access the link: https://my-staging.busch-jaeger.de/en/user/login/, and click "Register". Fill in
the form as required to register an account. Then activate the user account when you receive

the email sent from the MyBuildings portal.

g -_— (2D

| 2 myBUSCH-JAEGER x |+
|
- - —— C— — - - - — - -— .
* O

C (0 & https://my-staging.busch-jaeger.de/en/user/login/
@ Hello! Signin  Language

O BUSCH-JAEGER
v

Solutions | Products | Planning & Implementation | Service & Tools | Company

You are here Home ) Service & Tools ) myBUSCH-JAEGER » Login

Login.
Welcome to myBUSCH-JAEGER.

Username myBUSCH-JAEGER

Password myBUSCH-JAEGER

Register
Sign-in help?

Contact | Imprint \ Terms of use | Privacy provisions
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13.2 Wachtwoord voor de eerste beheerder resetten

Houd de resetknop 10 s lang ingedrukt.

@ Reset button

——e===fll AP mode switch
LED

1. Reset-optie = reset apparaat zonder MyBuildings-account

Als de reset-optie is ingesteld op "Reset apparaat zonder MyBuildings-account” in de eerste
setup, kunt u het wachtwoord voor de eerste admin direct wijzigen door twee keer een nieuw
wachtwoord in te voeren.

Please change password first!

User name jacky

Password

Repeat passw...
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2. Reset-optie = reset apparaat met MyBuildings-account

Als de reset-optie is ingesteld op "Reset apparaat met MyBuildings-account” in de eerste setup,
is naast het twee keer invoeren van het nieuwe wachtwoord ook een verificatiecode nodig.

O Opmerking
Als u bij de eerste setup een e-mail hebt ingesteld voor het ontvangen van de
verificatiecode, kunt u de verificatiecode per e-mail toegestuurd krijgen.

1
Sent by: Jacky's SmartAP (cac28e69-816b-4bc9-ac77-
2140adf9eazc / ivanstaggcn)
1
For your information. A maximum of 25 e-malls per day can be
sent via your free@home 'system.
1

Please change password first!

1
User name jacky ||

Password

Repeat passw...

Verify code 920JJ88K
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13.3 Gebruikersbeheer

13.3.1 Gebruikersrollen

Er zijn 4 optionele gebruikersrollen die worden ondersteund door het "Smart Access Point".

1. Admin-gebruikers

= De eerste admin-gebruiker wordt alleen bij de eerste setup aangemaakt. De andere admin-
gebruikers kunnen worden aangemaakt door de eerste admin-gebruiker of andere admin-
gebruikers. zie hoofdstuk 8.3 “Eerste configuratie* op pagina 19.

= Admin-gebruikers kunnen andere admin-gebruikers, master-gebruikers,
standaardgebruikers en gebruikers van derde aanbieders beheren.

= Admin-gebruikers kunnen alle functies op het configuratiescherm bedienen.
= Admin-gebruikers kunnen alle functies op het besturingsscherm bedienen.

v Q® w(ses @ B MAIN MENU

M e = s 7

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configure the devices of Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and the access control devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repeater ... station
& jacky (=) Device configuration ~ §¥ Preferences

FLOORPLAN
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2. Master-gebruikers

= Master-gebruikers kunnen worden aangemaakt door een admin-gebruiker of een andere
master-gebruiker.

= Master-gebruikers kunnen andere master-gebruikers, standaardgebruikers en gebruikers
van derde aanbieders beheren.

= Master-gebruikers kunnen enkele functies op het configuratiescherm bedienen.

= Master-gebruikers kunnen het "Smart Access Point" en de toegewezen "elektronische
slotcilinder" bedienen.

w.

USER MANAGEMENT

Design a building by Gonfigure the devices of Locating and linking Add and edit users. Create and edit actions Greate time control Configurate door entry
creating floors and the access control devices Create user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repeater ... station
& bety Device configuration Preferences
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3. Standaardgebruikers

= Standaardgebruikers kunnen worden aangemaakt door een admin-gebruiker of een master-
gebruiker.

= Standaardgebruikers kunnen alleen de toegewezen "elektronische slotcilinder" bedienen.

Cylinder 1

™

4. Gebruikers van derde aanbieders

=  Gebruikers van derde aanbieders kunnen worden aangemaakt door een admin-gebruiker of
een master-gebruiker.

=  Gebruikers van derde aanbieders kunnen alleen de toegewezen "elektronische slotcilinder”
gedurende een aangegeven tijd bedienen.
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13.3.2 Gebruikers toevoegen

O Opmerking
Een "Smart Access Point" kan 2000 gebruikers hebben.

Scherm "Gebruikers" oproepen

Klik in het configuratiescherm op "Gebruikersbeheer" om het scherm "Gebruikers" te openen.

v O @ sos @ B MAIN MENU

M e = s & O

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g.
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
& jacky =) Device configuration &b Preferences
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Gebruikers toevoegen

1. Admin-gebruikers toevoegen

Volg de onderstaande stappen:

[1] Klik in het scherm "Gebruikers" op "Naam toev".

& USERS i= LIST VIEW
Users
&1

Add user

Users

Jacky

‘ i
Users Users groups

[2] Voer de gebruikersnaam in; deze gebruikersnaam mag niet gelijk zijn aan een bestaande

gebruikersnaam.
[3] Selecteer "Admin" uit de keuzelijst.

[4] Voer het wachtwoord volgens de op het scherm weergegeven regels in.

[5] Voer het wachtwoord opnieuw in
[6] Klik op "OK" om te bewaren.

Herhaal de stappen 1-6 om admin-gebruikers toe te voegen.

ADD NEW USER

New user

User name
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2. Master-gebruikers toevoegen
Volg de onderstaande stappen:

[1] Klik in het scherm "Gebruikers" op "Naam toev".

& USERS i= LIST VIEW
Users
+ )1 facky

N
Add user

Users

Jacky

a o8
Users Users groups

[2] Voer de gebruikersnaam in; deze gebruikersnaam mag niet gelijk zijn aan een bestaande
gebruikersnaam.

[3] Selecteer "Master" uit de keuzelijst.

[4] Voer het wachtwoord volgens de op het scherm weergegeven regels in.
[5] Voer het wachtwoord opnieuw in.

[6] Klik op "OK" om te bewaren.

Herhaal de stappen 1-6 om master-gebruikers toe te voegen.

ADD NEW USER

New user

User name Mastert )

sword

Repeat passwor
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3. Standaardgebruikers toevoegen
Volg de onderstaande stappen:
[1] Klik in het scherm "Gebruikers" op "Naam toev".

& USERS i= LIST VIEW
Users
G

Add user

Users

Jacky

a o8
Users Users groups

[2] Voer de gebruikersnaam in; deze gebruikersnaam mag niet gelijk zijn aan een bestaande
gebruikersnaam.

[3] Selecteer "Std.acc." uit de keuzelijst.

[4] Voer het wachtwoord volgens de op het scherm weergegeven regels in.
[5] Voer het wachtwoord opnieuw in.

[6] Klik op "OK" om te bewaren.

Herhaal de stappen 1-6 om standaardgebruikers toe te voegen.

ADD NEW USER

New user

Basic1
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4. Gebruikers van derde aanbieders toevoegen
Volg de onderstaande stappen:

[1] Klik in het scherm "Gebruikers" op "Naam toev".

& USERS i= LIST VIEW
Users

jacky

Add user

Users

Jacky

o8y
ulls
Users groups
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[2] Voer de gebruikersnaam in; deze gebruikersnaam mag niet gelijk zijn aan een bestaande
gebruikersnaam.

[3] Selecteer "Derde aanbieder" uit de keuzelijst.

[4] Voer het wachtwoord volgens de op het scherm weergegeven regels in.
[5] Voer het wachtwoord opnieuw in.

[6] Selecteer "Beperkte geldigheid" uit de keuzelijst.

[7] Stel de startdatum in de door op " " te klikken.

[8] Stel de einddatum in de door op " =" te klikken.
[9] Klik op "OK" om te bewaren.
Herhaal de stappen 1-9 om gebruikers van derde aanbieders toe te voegen.

Cloanert )

Idpaty

Z

Limited validity 6
Aug 1, 2020

Aug 1, 2020
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13.3.3 Gebruikersgroepen toevoegen

@) Opmerking
Gebruikersgroep is een verzameling van gebruikers. Alle gebruikers in de groep
hebben dezelfde rechten voor de apparaten. Als er een wijziging in de rechten

wordt aangebracht geldt deze voor alle gebruikers in de groep.

Het scherm "Gebruikersgroepen" oproepen

Klik in het configuratiescherm op "Gebruikersbeheer" om het scherm "Gebruikers" te openen.

v O @ sos @ P MAIN MENU

M e = s & 0O

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g.
rooms system e.g. cylinders, indoor station, outdoor
repeaters .. station
‘ jacky (=) Device configuration ﬁ Preferences

Op het scherm "Gebruikers" klikt u op "Gebruikersgroepen" om toegang te krijgen tot het

scherm "Gebruikersgroepen®.
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Gebruikersgroepen toevoegen

Volg de onderstaande stappen:

[1] Klik in de "Gebruikersgroepen" op "Gebruikersgroep toevoegen".
[2] Voer de naam van de groep in.

[3] Selecteer een groepssymbool uit de keuzelijst.

[4] Klik op "\" om op te slaan.

Herhaal de stappen van 1-4 om gebruikersgroepen toe te voegen.

New user group

Group name Admin 2

Group icon - 3
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13.3.4 Gebruikers toewijzen aan een gebruikersgroep

Volg de onderstaande stappen:

[1] Klik in het scherm van de "Gebruikersgroepen” op een gebruikersgroep.
[2] Klik op "Gebruikers".

R m
+ Users groups
A roup Admin >
Buliding1 >

© 0 O

Cleanert >
Admin Buliding1 Cleaner!
. .,
- imk
Users Users groups
Admin
Admin
@ Users >
Time Profile >
= Cylinder >
0 - - Cylinde
] Q F - g
P camera >
Jser i Cylinde amera tdoor station
Outdoor station >
ase !
L)

Producthandboek 2TMD041800D0090 | 264



Bijlage

[3] Klik in het scherm van de betreffende gebruikersgroep op de gebruiker gebruiker in de
sectie "Niet toegewezen".

[4] Klik op "\" om te bevestigen.
Herhaal de stappen 3-4 om de betreffende gebruikers aan een gebruikersgroep toe te wijzen.

A Would you like to add user to this user group?

X 4v
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13.3.5 Gebruiker configureren

Het gebruikersscherm oproepen

Op het scherm "Gebruikers" klikt u op de gebruiker om toegang te krijgen tot het scherm van de
gebruiker.

Users
Sr admini
Add user
basict
User
1
I I cleaner!
\ 1
| 1
1
1 admin1 i basicl cleaner jacky master jacky
.
master!

. .
- 5-H
Users Users groups

1. Bekijk de gebruikersrol

De gebruikersrol is vermeldt op het betreffende gebruikersscherm.

admint
iw - U F - A
Users groups(1) ID authentication(1 Pairing devices Cylinder P camera Outdoor station .
Personal data >
Change password >
Users groups(1) >
1D authentication(1) >
Pairing devices >
Cylinder >
IP camera >
Outdoor station >
please set user permission under each category -
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2. Gebruikersnaam wijzigen

Op het betreffende gebruikersscherm, volgt u de onderstaande stappen:
[1] Klik op "Gebruikersaccount bewerken".

[2] Voer de voornaam en de achternaam in.

[3] Klik op "\" om op te slaan.

Personal data
First name ‘ | Z

3. Wachtwoord wijzigen

Op het betreffende gebruikersscherm, volgt u de onderstaande stappen:

[1] Klik op "Wachtwoord wijzigen".

[2] Voer het wachtwoord volgens de op het scherm weergegeven regel twee keer in.
[3] Klik op "\" om op te slaan.

CHANGE PASSWORD

New password

Repeat password
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4. Geldigheidsperiode wijzigen

O Opmerking
Dit is uitsluitend van toepassing op gebruikers van een derde aanbieder.

Op het betreffende gebruikersscherm, volgt u de onderstaande stappen:
[1] Klik op "Geldigheidsperiode".
[2] Selecteer "Beperkte geldigheid" uit de keuzelijst.

[3] Stel de startdatum in de door op " " te klikken.

[4] Stel de einddatum in de door op " ™" te klikken.
[5] Klik op "OK" om te bewaren.

Validity period

Vaiidty poriod Limited validity

Stan Aug 4, 2020

End Aug 4, 2020
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5. Gebruiker verwijderen

Op het betreffende gebruikersscherm, volgt u de onderstaande stappen:

[1] Klik op
[2] Klik op "\" om op te slaan.

INFORMATION

@ Would you like to delete this user?

2y
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13.3.6  Gebruikersgroep configureren

Het groepsscherm oproepen

Op het scherm "Gebruikersgroepen” klikt u op de groep om toegang te krijgen tot het scherm
van de groep.

+ Users groups
Add user group Admin >

Users groups

________ Buliding1 >

! 1
! 1
! | Cleanert >
1
1 1
1

Buliding! Cleaner

(] (X1
L] alln
Users Users groups

1. Groepshaam wijzigen

Op het betreffende gebruikersgroep-scherm op de groepsnaam klikken en een nieuwe naam

invoeren.
@ Users(2) >

Time Profile >
° o = E Cylinder >
] @ F -
U 'l T Profi Cylingk P "3 QOutdoor station IP camera ’
Qutdoor station >
permission under each category -
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13.4 Firmware updaten

13.4.1 Firmware updaten voor "Smart Access Point"

1. Firmware updaten via lokale pc
Volg de onderstaande stappen:
[1] Op het scherm "Instellingen" klikt u op "Firmware-updates".

[2] Vink het keuzevakje "Automatisch downloaden van de firmware-update” aan. "Smart
Access Point" zal de nieuwste firmware automatisch downloaden van de website.

[3] De laatste firmwareversie wordt hier weergegeven. Vink het daarvoor juiste keuzevakje aan.
[4] Klik op "Firmware installeren".

{3 PREFERENCES

Preferences irmware updates
System information > | FIRMWARE UPDATES
Network settinga P Here you specify whether the Smart Access Point is to download new updates automatically. Or you can

search on the websile for updates yourself and then download them.
Locakzation 5 | [ Automatic download of firmware updates

Transmit firmware to device

Project backups >

New firmware available
Firmware updates >

3] HGM52-SmantAP MAIN =
MyBuildings Account >
Service »
Install firmware
Wi-Fi access point mode settings >
Third party autharity >
Abnormal devices k4
Misc settings >
«
@) Opmerking
n 1 11} % H H
Smart Access Point" kan alleen getpdatet worden naar nieuwere firmware.
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2. Firmware updaten via de website

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie" op "SmartAP".
[2] Klik op "Smart Access Point".

[3] Klik op "Firmware-updates".

Device type SmartAP(1) Smart Access Paint

B SmartAP(1) > 734(RGA] Serialnumber: 105807A7F030734
ss Point > Short ID: RGA

F Cylinder(1) » Living roor Software version: V.21

MCU version: V1.08 20191129
© Repeater(0) > RF MGU version: V1.07
RF module versian: V1.05

Bl RF/IP gateway(0) > Update firmware

A IP camera(0) > Positior
Building

B outdoor station(2) > suiing! .

[ Indoor station(2) >
Floor

O IP actuator(1) > Floor! v

B Guard unit(1) > Room
Channels
Doorbell ring >
Alarm alert >
Binary input >
Binary output >
Tamper alarm >

*
@) Opmerking
"Smart Access Point" kan alleen gelipdatet worden naar nieuwere firmware.
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13.4.2 Firmware updaten voor buiten-/binnenpost

1. Apparaten een voor een updaten

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie" klikt u op buiten-/binnenpost (bijv. "Binnenpost").
[2] Klik op de betreffende buiten-/binnenpost (bijvoorbeeld "Binnenpost 001").

[3] Klik op "Firmware-updates".

IS 001-0101-01

Indoor station(2)

Device type

Serialnumber: 102807A7F02F605

M SmartAP(1) > #0280

3 1so001-010 > Short ID: XEH
F  Cylinder(1) > Bulding1> o Software version: HGI16 Main V.99 20190711 PP IMX6
#102807A7F Update firmware
@ Repeater(0) > 3 1so001-010 >
Building1> Parameter
I RF/IP gateway(0) > Block No.
48 [P camera(0) >
Floor No.
B outdoor station(2) >
[ indoor station(2) > Room No.
O+ IP actuator(1} >
Device No.
& Guard unit(1) >
Channels
Trigger >
+ -
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2. Updaten van dezelfde soorten apparaten in batch

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie" klikt u op buiten-/binnenpost (bijv. "Buitenpost").
[2] Klik op "™,

[3] Klik op "Alles selecteren" om alle apparaten te selecteren of klik €én voor één op het
betreffende apparaat om meerdere apparaten te selecteren.

[4] Klik op Volgende".

0 oo e on e

It Outdoor stations
Outdoor stations
Outdoor station 001-01 >
G o Outdoor station 001-02 >
Ouldaoor station OQuidoor station

001-01 o001-02

Public area
Public area

i} o o~ =
Outdoor stations [T ER TN IP actuator Guard unit

=5 OUTDOOR STATIONS LIST VIEW

Outdoor stations

Select multiple devices [¥] Select all

Building1

. . Outdoor station 001-01

Outdoor station Outdoor station Outdoor station 001-02

001-01 001-02

Public area
Public area
X Next Delete
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[5] Klik op "Lokale firmware-update”.

[6] Upload de firmware.

[7]1 Upload de handtekening.

[8] Klik op "\" om op te slaan.

Al

Al

OUTDOOR STATIONS ( 2 devices)

Welcome

Sunset Boulevard 120

g
Settings Bulletin

OUTDOOR STATIONS ( 2 devices)

Welcome
Sunset Boulevard 120

o
Settings Bulletin

LIST VIEW

Multi-oL

ation

Time synchronization

Local firmware update

Calling type

Welcome message

Language

List of trusted devices

LIST VIEW

Local firmware update

Browser

Browser
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3. Het updaten van de verschillende soorten apparaten in batches
Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op " -

[2] De te updaten apparaten worden op het scherm weergegeven.
[3] Klik op "Alles updaten" om alle apparaten in batches te updaten.

Online firmware update

New version

18
L5

Update all

O Opmerking
Alleen de buiten/binnenposten die in een openbaar bereik zijn geplaatst (bijv.
portiercentrale, gebouw-IPA, netwerk-IPA etc.) kunnen via deze methode

worden gelipdatet.
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13.4.3 Firmware updaten voor AccessControl-apparaten

1. Firmware updaten via lokale pc

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie” op een AccessControl-apparaat (bijv. "Cilinder").
[2] Klik op het AccessControl-apparaat (bijv. "Cilinder2").

[3] Kiik op " & .

[4] Klik op "Lokale firmware uploaden”.
[5] Blader door uw pc om de firmware te selecteren.
[6] Klik op "V".

FIRMWARE UPDATE

4 ® Upload local firmware () Download remote firmware

BmwserS

OV
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2. Firmware updaten via de website

Volg de onderstaande stappen:

[1] Klik in het scherm "Apparaatconfiguratie” op een AccessControl-apparaat (bijv. "Cilinder").
[2] Klik op het AccessControl-apparaat (bijv. "Cilinder2").

[3] Klik op "Firmware-updates".

Device type Cylinder(1) Cylinder 2
| SmanAP(1) > Serialnumber: 20121810000005E
> Shart ID: UOY
§ Cylinder(1) > N vnaeen Soltware version: V1.11
Update firmware
@ Repeater(0) >
Pasition
Wl RF/IP gateway(0) > Building
Buikding1 v
& P camera(0) >
Floor
B outdoor station(2) >
Fioor1 v
[ indoor station(2) >
Room
0= IPactuator(1) > Living room v
E Guard unit(1) > Channels
RF connection >
Door opener >
Knob reader >
Office mode >
Emergency card >
Battery status >
+ & h
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13.5 Back-up beheren

Overzicht back-up
De volgende informatie wordt opgeslagen in de back-up:

=  Apparaatinstellingen, gebruikersinstellingen, gebouwstructuur, plaats + link, bericht en
logboeken.

= RF-verbindingen van de AccessControl-apparaten.
= RF-verbindingen van "RF/IP-gateways".
= Certificaten.

Let op!
Een projectback-up is belangrijk en noodzakelijk voor de AccessControl-
apparaten.

Als er vooraf geen back-up wordt gemaakt, zijn alle AccessControl-apparaten
ongeldig wanneer het huidige "Smart Access Point" defect raakt. Deze
AccessControl-apparaten kunnen zonder back-up niet direct door een nieuw
"Smart Access Point" worden gebruikt. U moet deze apparaten terugsturen naar
de fabriek om ze te laten repareren.

Back-upscherm oproepen

Klik in het configuratiescherm op "Instellingen”, gevolgd door "Back-up" om toegang te krijgen
tot het back-upscherm.

Er worden een aantal automatisch opgeslagen back-ups weergegeven in de lijst.

£} PREFERENCES

Auto backuped, at 2020-07-30 16:35:47

System information > | Create new project backup -+
Network settings > | Import project backup s
o

Localization > v ‘

Router firmware ID: 0149, Router firmware ver >

4
Project backur >
Firmware updates > | Router firmware ID: 0149, Router firmware ver... >
MyBuildings Account >
% Router firmware 1D: 0149, Router firmware ver... > Restore project backup
Service > y 6:2¢
w d 1

Wi-Fi access point mode settings > d +

Router firmware 1D: 0149, Router firmware ver. >

Third party authority >
} Auto backuped, ai 2020-07-30 16:22:4
Abnormal devices > | Router firmware ID: 0149, Router firmware ver... >
Onvif IPC list >
Misc settings | Router fimware ID: 0149, Router firmware ver... >
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13.5.1 Back-up maken

Volg de onderstaande stappen om een back-up te maken en deze op te slaan op het huidige
"Smart Access Point":

||+||

[1] Op het back-upscherm Klikt u op
[2]E Voer de naam in.

[3] Voer de beschrijving in.

[4] Klik op "\" om op te slaan.

¥ PREFERENCES

lerence Project backups Backup for the AccessControl devides - 20200801

System information > | Create new project backup + Description
Network settings > | Import project backup %
Localization > ) 16

Router firmware 1D: 0149, Router frmware ver... >
2020 16:35:41

Project backups >
Firmware updates > Router firmware ID: 0149, Router firmware ver... >
MyBuildings Account >

Router firmware ID: 0149, Router firmware ver... >
Service v [eeeiignee
Wi-Fi access point mode setlings > | Auto backuped, at 2020-07-30 162356

Router firmware 1D: 0149, Router firmware ver... >
Third party authority > 8 1€
ESmopnel devicey > Router firmware ID: 0149, Router firmware ver... >
Onvit IPC fist >
Misc settings , | Router firmware ID: 0149, Router firmware ver... >

X 4 v Save

Let op!

De back-up wordt opgeslagen in het huidige "Smart Access Point". Aanbevolen
wordt om de back-up te exporteren naar de pc voor het geval dat het huidige
"Smart Access Point" defect raakt.
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13.5.2 Back-up herstellen

Volg de onderstaande stappen om een back-up te herstellen vanaf het huidige "Smart Access

Point":

[1] Klik op het back-upscherm op de betreffende back-up.

[2] Klik op "Projectback-up herstellen®.

Preferences

System information

Network settings

Localization

Project backups

Firmware updates

MyBuildings Account

Service

Wi-Fi access point mode settings

Third party authority

Abnormal devices

Onwif IPC list

Misc settings

Project backups

Create new project backup

Import project backup

Backup for the

trol devides

2020-08-01 16:34:3

Auto backuped, at 2020-07-30 16:35:47
Router firmware ID: 0149, Router firmware ver
2020-07-30 16:35:48

Auto backuped, at 2020-07-30 16:35:07.
Router firmware I1D: 0149, Router firmware ver
2020-07-30 16:35:07

Auto backuped, at 2020-07-30 16:26:1

Router firmware ID: 0149, Router firmware ver..

2020-07-30 16:26:12

Auto backuped, at 2020-07-30 16:23:56.
Router firmware 1D: 0149, Router firmware ver.
30 16:23:57

202

Auto backuped, at 2020-07-30 16:22:40.

Router firmware 1D: 0149, Router firmware ver...

202

0 16:22:40

Auto backuped, at 2020-07-30 16:22:31.

Backup for the AccessControl devides 1. Creat...

£} PREFERENCES

Backup for the AccessControl devides

Date

Author

Description

Password

2020-08-01 16:34:37

jacky

Backup for the AccessControl devides
1. Craating 2 buiding - Dane

2. Adding and locating the devices - Done

3. Comnecting the devices - Dane

. Adding users and wser groups - Done

5. Assigning the users to the user groups - Dune

6. Assigning the permission to users - Done

7. Assigning the permission to user greups - Dane
. Configuring the devices - Dane

. Controling the devices
0. Cantroling the devices

Restore project backup
The password is used to encrypt the project

backup file. You need to enter this password
when importing thebackup. Please keep it safe.

Export
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13.5.3 Back-up verwijderen
Volg de onderstaande stappen om een back-up te verwijderen van het huidige "Smart Access
Paint™
[1] Klik op het back-upscherm op de betreffende back-up.
[2] Klik op
[3] Klik op "\" om te bevestigen.

INFORMATION

The current project backup will be permanently deleted. Do you want to
continue?

x SV
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13.5.4

Back-up naar pc exporteren

Volg de onderstaande stappen om een back-up te exporteren van het huidige "Smart Access
Point" naar een pc:

[1] Klik op het back-upscherm op de betreffende back-up.

[2] Voer een herstelwachtwoord volgens de op het scherm weergegeven regel in. Het
herstelwachtwoord wordt gebruikt om de back-up vanaf de pc te importeren.

[3] Klik op "Exporteren" om de back-up naar de pc te exporteren.
[4] Rechtsklik op het back-upbestand.

[5] Klik op "In map weergeven".

[6] De back-up wordt weergegeven in de map.

[7] Geef de back-up een andere naam.

£} PREFERENCES

Project backups Backup for the AccessControl devides - 20200801

System information > | Create new project backup - Date 2020-08-01 16:34:37

Network settings > | Import project backup &

Localization > Backup for the AccessControl devides - 20200801
Backup for the AccessControl devides 1. Creat... >
2020-08-01 16:34:37

Project backups >
Auto backuped, a 2020-07-30 16:35:47
Firmware updates > | Router firmware ID: 0149, Router firmware ver... >
MyBuildings Account >
07-30 16:35:07.
0149, Router firmware ver. >
Service >
Wi-Fi access point mode settings > | A 730 16:26:11
Ro 0149, Router firmware ver... >
Third party authority S| 20 1S
Password
I, 5 | w0 backuped. at 2020.07-30 16:23:5
s ) Router firmware 1D: 0149, Router firmware ver.... > :
2020-07-30 16:23 xpor
Onvif IPC list > o o~ U
Auto backuped, 07-30 16:22:40 1 1
Misc settings » | Router frmwar 149, Router firmware ver... > | | 1
Open 0-07-30 16: L e e e e e e e e e e e e e o o — — 1
Aaays open files of this type
Show in folder @
A " | showall X
- a x
Share  View o
¥ cut 4 Open~ BB selectan
|
L copr e ;
opy . New Properties
folder + g tory
Clpboard 3 N - "
1 & > ThisPC » System(C) > Users » Dawnloads v O W g »p
projectbackup.bin 0/B/1 16:36
-
Hame  sh o (]
pinto Quick Delete New
acress J = . + - e
Cipboard New
1 % > TNSPC » System (C) > Usess Downloads ") »

Backup for the AccessControl devides - 20200801, bin

Producthandboek 2TMD041800D0090

| 283



Bijlage

13.5.5

(1]
(2]
(3]

pagina 283

[4] Klik op "V".
5]

Back-up vanaf de pc importeren

Op het back-upscherm klikt u op " &

De back-up wordt weergegeven in de lijst.

Volg de onderstaande stappen om de back-up vanaf de pc te importeren.

Klik op "Projectback-up uploaden" en selecteer de back-up van uw pc.

Voer het herstelwachtwoord in. zie hoofdstuk 13.5.4 “Back-up naar pc exporteren® op

£} PREFERENCES

Preferences

System information

Network settings

Localization

Project backups

Firmware updates

MyBuildings Account

Service

Wi-Fi access point mode settings

Third party authority

Abnormal devices

Onvif IPC list

Misc settings

@) Opmerking

U moet het "Herstel van een back-up" voortzetten om het geimporteerde
bestand in werking te laten treden. zie hoofdstuk 13.5.2 “Back-up herstellen® op
pagina 281.

>

Project

Kups

Create new project backup

Import project backup

Auto backug

Backup for the AccessControl devides - 20200801
Backup for the AccessControl devides 1. Creat..
20-08-01 16:34:3

ed, at 2020-0

Router firmware 1D: 0149, Router firmware ver

Auto backug

35:48

ed, at 2020-0

Router firmware 1D: 0149, Router firmware ver.

Auto backy

) 16:26:11

ped, at 2020-07-3(
Router firmware 1D: 0149, Router firmware ver.
020-07-30 16:26:12

Auto backug
Router firmy

ware |D: 0149,

7-30 16:23

Auto backup
Router firm,

ware 1D: 0149,

30 16:22:41

. Router firmware ver.

30 40
, Router firmware ver...

+

[«

Import project backup

Here yc

Input the pas!

Password

1.a proj

sword when you e

port the project ba

C:\akepath\Backup for t

Upload backup
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13.6 Voorinstellingen herstellen

13.6.1 AccessControl-apparaten herstellen

Als u alle AccessControl-apparaten wilt resetten, kunt u het gebouw resetten.

Let op!

U moet een back-up maken voor de AccessControl-apparaten voordat u het
gebouw reset. zie hoofdstuk 13.5.1 “Back-up maken® op pagina 280.

U moet alle AccessControl-apparaten loskoppelen voordat u het gebouw reset.
zie hoofdstuk 10.11 “Apparaten loskoppelen® op pagina 214.

Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op "Instellingen” om het bijbehorende scherm te openen.

M e = 3

BUILDING STRUCTURE RF WIRELESS PLACE # LINK USER MANAGEMENT DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configure the devices of Locating and linking Add and edit users Create and edit actions Create time control Configurate door entry
creating floors and the access control devices Creale user groups system devices, e.g.
rooms system e.g. Cylinder, indoor station, outdoor
repealer ... station

| jacky (=) Device configuration ¥ Preferences
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[2] Op het scherm "Instellingen" klikt u op "Service".

[3] Klik op "Voorinstellingen herstellen".

[4] Vink het keuzevakje "Projectplanning naar fabrieksinstellingen resetten" aan.
[5] Vink het keuzevakje "Ik heb opgeslagen ..." aan.

[6] Klik op "\" om te bevestigen.

DELETE PROJECT PLANNING

[ Reset the project planning to the factory settings 4
[ Reset remate control
[ Delete user data and settings

Factory seftings

[¥ 1 have stored a current backup on my computer and know that this action wil
delete the configuration

x 6 v
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13.6.2

1. Functie "Toegang op afstand" activeren

Volg de onderstaande stappen:

Toegang tot het "Smart Access Point" op afstand

[1] Op het scherm "Instellingen" klikt u op "MyBuildings-account".

[2] Klik op "Connection".

[3] Vink het keuzevakje "Toegang op afstand" aan.

Preferences

System information

Network settings

Localization

Project backups

Firmware updates

MyBuildings Account

Service

Wi-Fi access point mode settings

Third party authority

Abnormal devices

Onwif IPC list

Misc settings

>

MyBuildings Account

Connection >

License

At present, the

Buildings account information
1 tegister here. For more inform

iidings. If you do not have
he help

remote function is temporarily in the trial operation phase.

air: ' Comnect:
me
Password
Friendly name
8663bd77-d5(8-405d-b766-8cdBe32tbabd
mote access Enable
Logout
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2. "Smart Access Point" in myBUSCH-JAGER-portaal openen
Volg de onderstaande stappen:

[1] Op de startpagina van het myBUSCH-JAGER-portaal klikt u op "Mijn huis".
[2] Klik op "Busch-Welcome IP".

@ Hello jackycheng001  Language
O BuSCH-JAEGER
v

Solutions | Products | Planning & Implementation | Service & Tools | Company

You are here Home » Service & Tools > myBUSCH-JAEGER » My Home ) Busch-Welcome IP.

Overview.
> My Home S
Busch-Welcome
Busch-free@home*

Busch-ControlTouch*

Busch-VoicsControl*

Al # = A2
Busch-ComfortTouch® il % d

> Busch-Welcome IP ‘ | 379 ] "\
Busch-AccessControl | . |
Busch-loT Dashboard i Pl

My Add-Ons

My Services & Tools

Advice:

My Profile

» IP Touch 7 (H8236.)
* Smart AccessPoint Light (D04012.)
* Smart AccessPoint Pro (D04011.}
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Busch-ContralTouch®
Busch-oiceControl*
Busch-ComfortTouch®

» Busch-Welcome P
Busch-AccessControl
Busch-loT Dashboard

My Add-Ons

My Services & Tools

My Profile

« IP Touch 7 (HB236..)

+ Smart AccessPoint Light (D04012.)
« Smart AccessPeint Pro (D04011..)
myBUSCH-JAEGER ens
0 point enc

evice in my|

s" extension |

Devices Extensions

available since Mar 4, 2021
ID: d44eab68-c507-414e-b68a-36dce1a8301b
Software-Version: V5.21

[4] Als u het scherm niet kunt openen, klikt u op "Uitbreidingen".
[5] Zoek het item "Toegang op afstand en meldingen".

[6] Klik op "Abonneren" om de service te kopen.

+ IP Touch 7 (H8236..)
* Smart AccessPoint Light (D04012..)
* Smart AccessPoint Pro (D04011..)

res you a e and

No adjust o your

Devices Extensions

Remote Access and Notifications

With the extension Remote access and Notifications you will

\ not miss any door calls. You can see who is at your door,
o, ven while you on the move and have access to Welcome IP
- functions. In addition, there are push or e-mail notifications
for information on missed door calls. So you always know
[ | what's going on at home.

With the extension you also have access to the Welcome IP
functions and can access the configuration interface of the
Smart Access Point from any web browser via the Internet.

$2.49 per 30 days

| Simas |

subscribe (§2.49 per 30 days)
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13.6.3 Functie "Afstandsbediening" herstellen

Er kan toegang worden verkregen tot het "Smart Access Point" op afstand via het myBUSCH-
JAEGER-portaal. zie hoofdstuk 13.6.2 “Toegang tot het "Smart Access Point" op afstand” op
pagina 287.

Als u de functie "afstandsbediening” wilt herstellen, volgt u de onderstaande stappen:

[1] Klik in het configuratiescherm op "Instellingen” om het bijbehorende scherm te openen.
[2] Op het scherm "Instellingen” klikt u op "Service".

[3] Klik op "Voorinstellingen herstellen”.

[4] Vink het keuzevakje "Toegang op afstand resetten" aan.

[5] Vink het keuzevakje "Ik heb opgeslagen ..." aan.

[6] Klik op "\" om te bevestigen.

M e = 5

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT DOOR ENTRY SYSTEM
CONNECTION

Design a buildingby ~ Gonfigure the devices of  Locating and linking Add and edit users. Creale and edit actions Greate time control Configurate door entry
creating floors and the access control devices Creale user groups system devices, e.g.
rooms syslem e.g. Cylinder, indoor station, outdoor
repealer ... station
& jacky (=) Device configuraion 3% Preferences

3

DELETE PROJECT PLANNING

[ Reset the project planning to the factory settings
[ Reset remote control
O Delete user data and settings

Faclory settings

| have stored a current backup on my computer and know that this action wil
delete the configuration

x v
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13.6.4 Alle voorinstellingen herstellen

Volg de onderstaande stappen:

[1] Klik in het configuratiescherm op "Instellingen” om het bijbehorende scherm te openen.
[2] Op het scherm "Instellingen” klikt u op "Service".

[3] Klik op "Voorinstellingen herstellen".

[4] klik op "Fabrieksinstellingen".

[5] Alle selectievakjes worden automatisch aangevinkt.

[6] Vink het keuzevakje "Ik heb opgeslagen ..." aan.

[7] Klik op "\" om te bevestigen.

M e = 5

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT DOOR ENTRY SYSTEM
CONNECTION

Design a buildingby ~ Gonfigure the devices of  Locating and linking Add and edit users. Creale and edit actions Greate time control Configurate door entry
creating floors and the access control devices Creale user groups system devices, e.g.
rooms syslem e.g. Cylinder, indoor station, outdoor
repeater ... station
& jacky (=) Device configuraion 3% Preferences

3

DELETE PROJECT PLANNING

Reset the project planning to the factory setiings
[¥] Reset remote control

Delete user data and settings
Faclory setings

[¥] I have stered a current backup on my computer and know that this action will
delete the configuration.

x v
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13.7 Melding

"Melding"-scherm oproepen

Klik in het configuratiescherm op " 0. om het scherm "Melding" te openen.

Er worden maximaal 16.000 meldingen ondersteund op het Smart Access Point.

==
vi@lm ss @ B MAIN MENU

M e = g A &

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating floors and of the access control devices Create user groups system devices, e.g.
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
& abb (=) Device configuration ¥ Preferences
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13.71 Melding

Wanneer de actie "Smart Access Point" is geactiveerd, ontvangt het "Smart Access Point" een
melding.

Volg de onderstaande stappen:

[1] In het scherm "Melding" klikt u op "Melding".

[2] Voer het sleutelwoord in om te zoeken.

[3] De resultaatmeldingen worden op het scherm weergegeven.
[4] Klik op een melding om de details te bekijken.

[5] Klik op om de melding te verwijderen.

[6] Klik op "Filter", voer de begindatum en einddatum in om de meldingen te filteren op de
datum. Vink het keuzevakje "Vandaag" aan om de meldingen van vandaag te filteren.

[7] Klik op "OK" om te bevestigen.

NOTIFICATION

Notification Notification

f5a MNotification(0/18) > eylinder 1 Search

Subject: Notification
& Alarm(1/12) > Filter - Time: 2020-08-06 16:28:33
r 2020-08-06
(@ Logs(i73118s) > “ | Cyindor 1 is swiped by an unrogistered tag
Unregistered tag
8-06
Notification
2020-08-0
Naticatior
06
Notification
2020-08-06
Narificatior
¥, Export *«
NOTIFICATION
Notification Notification
‘&1 Notification(0/18) > Search
[A Wam(i/12) >  Filter v
@) Logs(173188) > | san
Aug 9, 2020
End
Aug 9, 2020
(¥ Today
Cancel oK
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13.7.2  Alarmrapport

Volg de onderstaande stappen:

[1] In het scherm "Melding" klikt u op "Alarm".

[2] Voer het sleutelwoord in om te zoeken.

[3] De resulterende alarmen worden weergegeven op het scherm.
[4] Klik op een alarm om de details te bekijken.

[5] Klik op om het alarm te verwijderen.

[6] Klik op "Filter", voer de begindatum en einddatum in om de alarmen te filteren op de datum.
Vink het keuzevakje "Vandaag" aan om de alarmen van vandaag te filteren.

[7] Selecteer de alarmstatus in de keuzelijst om de alarmen te filteren.

NOTIFICATION
Notification Alarm 5 ]
23 Notification(0/18) > | | cylinder Seach Subject: Admin operation
[A, Aam(1/12) > | Filter ~ | Jacky use his card to release cylinder 1
20200806 |  Time: 2020-08-06 16:40:32
@ togs(173186) >
Admin operation
2020-08.05
Admin operatior
2020-08-06
Adr
2020-08-06
Admin operatior
2020-08-06
Notification
2020-08-06
Notifcation
¥, expont *
NOTIFICATION
Notification Alarm ]
-
g s i
£ Notification{0/18) 4 cylinder 1 carch Subject: Admin operation
[A Aam(1712) »  Filter v | Jacky use his card to release cylinder 1
) Time: 2020-08-06 16:40:32
® Logs(173/186) > Start
End
[ Teday
Alarm state
All states v
False alarm
Unszecties
Nozectes
#, Export L)
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13.7.3 Protocollen

Volg de onderstaande stappen:

[1] In het scherm "Melding" klikt u op "Protocollen”.

[2] Voer het sleutelwoord in om te zoeken.

[3] De resulterende protocollen worden weergegeven op het scherm.
[4] Klik op een protocol om de details te bekijken.

[5] Klik op om het protocol te verwijderen.

[6] Klik op "Filter", voer de begindatum en einddatum in om de protocollen te filteren op de
datum. Vink het keuzevakje "Vandaag" aan om de protocollen van vandaag te filteren.

[7] Selecteer het protocoltype in de keuzelijst om de protocollen te filteren.

NOTIFICATION

Notification Logs

‘2 Notification(0/18) > cylinder 1 Search —_—
[A Nam(0/12) > | Filter v
Jevice:Cylinder 1 ( 201717E000000F 1 the cylinder of Cylinder 1, unlock cylinder success.
@LLX):;\VT!VRG 0l i e
ser jacky tr no nde
Device:Gylinder 1  201717E000000F1 ) 1455
Busding Buikfing? Floor Floort Foom Mecting room 1 User jacky tried to unlock the cylinder of Cylinder 1, by webpage, unlock cylinder success.

Sensor an Cylinder 1/Door opener triggered an actio
Device:Cylinder 1 ( 201717E000000F1 ) 14:55
Busiing Buiksing ] Floor Floor! Room Mectng room 1

User jacky operated the cylinder of Cylinder 1, end o.
Device:Cylinder 1 ( 201717E000000F1 ) 14:54
Buiding Buiking1 Floor Floor! Room Mooting room 1

Sensor an Cylinder 1/0ffice mode triggered an action
Device:Cylinder 1 ( 201717E000000F1 ) 14:54
Buskding Buikding! Floor:Floor1 Room:Mooing room 1

User jacky operated the cylinder of Cylinder 1, start o.
Device:Cylinder 1 ( 201717E000000F1 ) 14:54
Buskding Buikding | Floor Floor! Room: Moeting foom 1

Sensor on Gylinder 1/0ffice mode triggered an action.
Device:Cylinder 1 ( 201717E000000F1 ) 20200807
Busiding Buikting1 Floor Floor! Room Meeting room 1

Gylinder 1, end office mode

Device:Cylinder 1 ( 201717E000000F1 ) 20200807
Busiding Buikding1 Ploor Floor! oo Mooting foom 1

Cylinder 1, start office mode.

Device:Cylinder 1 ( 201717E000000F1 ) 2020-08-06
Buiding:Buiking ! Floar Floor1 RoomMooting room 1
Cylinder 1, end ofice mode.
¥, Export «
1 Device:Cylinder 1 ( 201717E000000F1 ) 2020-08-06

NOTIFICATION

Notification ogs

25 Notification(0/18) > | cylindert Search
M Alarm(0/12) >  Filter v
inder 1, unlock cylinds
@ Logs(i71/186) o | gt
me: 49
[31]
User jacky tried 1o unlock the cylinder of Cylinder 1, by webpage, unlock cylinder success.

End

O Today

Message type

All types v
L cotioas -
L L S
Sensor on Gylinder 1/0fice mode triggered an action
Device:Cylinder 1 ( 201717E000000F1 ) 2020-08.07
Buldin Buking Fioor Floor! Room:Moeting foom 1
Cylinder 1, end ofice mode.
Device:Cylinder 1 ( 201717E000000F1 ) 2020-08-07
Buiing Buking! Flor Foor! Room:Meeingroom 1
Cylinder 1, start office mode.
Device:Cylinder 1 ( 201717E000000F1 ) 2020-08-06
Buiding Buking! Flor Floor! Room:Mosting foom 1
Cylinder 1, end ofice mode
¥, Export *«

Devica:Cvlinder 1 (201717E000000F1 ) 2020.08.06
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13.7.4

Meldingen exporteren

Volg de onderstaande stappen:

[1] In het scherm "Melding" klikt u op "Exporteren".

[2] Klik op "V".

[3] Rechtsklik op het geéxporteerde bestand.

[4] Klik op "In map weergeven".

[5] Geef het logbestand een andere naam.

INFORMATION

/A Do you want to export the data?

Sensor an Cylinder 1/0fice mode triggered an action

2 v

Device:Cylinder 1 ( 201717E000000F1 ) 20200807
Buiking Buikling Floa-Floor! Racen:Mosting foom 1
Cylinder 1, end ofice mode.
Device-Cylinder 1 { 201717E000D00F1 ) 20200807
Open Buikding Buikding Floor Foor 1 Room:Mesting room 1
Always open files of 5 type Gyinder 1, slest olfice mode.
- Device:Cylinder 1 ( 201717E000000F1 ) 20200806
Shewiniser Buikding Buikding Fioor Foor! Rac-Mosting room | -
Cancel 4
M 15860635641020 3 ~ Showsll X
~
Name Date modified Type Size
TN B § DN TN 2020/8/6 10:25 BIN File 60 KB
AN B il L 2020/8/6 10:04 BIN File 59 KB
ENEN BT NN CECEEEE T 2020/8/3 11:09 BIN File 59 KB
- . " —— 2020/8/4 1341 BIN File 63 KB
D Backup for the AccessControl devides - 20200801.bin 2020/8/1 16:36 BIN File 66 KB
D Bakcup log - 20200809 tar 2020/8/9 16:59 TAR File 233KB
EENTT fED BN CENCE BN ECEENCD EO 5§ § LR 2020/8/6 13:06 Compressed (zipp... 102,632 KB
N RN 2020/8/511:38 Text Document 14,943 KB

Producthandboek 2TMD041800D0090

| 296



Bijlage

13.8 Berichtencentrale

Het scherm "Berichtencentrale" openen

Klik in het configuratiescherm op " " v om het bijbehorende scherm te openen.

0
v @:%:sos QNN | MAIN MENU

M e = s B 06

BUILDING STRUCTURE RF WIRELESS PLACE + LINK USER MANAGEMENT ACTIONS TIME CONTROL DOOR ENTRY SYSTEM
CONNECTION

Design a building by Configurate the devices Locating and linking Add and edit users. Create and edit actions Create time control Configurate door entry
creating fioors and of the access control devices Create user groups system devices, e.g.
rooms system e.g. cylinders, indoor station, outdoor
repeaters ... station
& abb (=) Device configuration ¥ Preferences
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13.8.1 Een bericht maken en versturen

In het scherm "Berichtencentrale” klikt u op "+" om een ontvanger in te stellen, voer vervolgens
het onderwerp en het bericht in en klik op "V" om het bericht aan te maken en te verzenden.

COMPOSE NEW MESSAGE

Subject

Message

Please select device
= = al
B & building1 /
B E Floor 1
Indoor Station 001-0101-01
[ Indoor Station 001-0102-01
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13.8.2 Een bericht bekijken en beantwoorden

Op het scherm "Berichtencentrale” klikt u op "Postvak in" om het van de binnenpost ontvangen
tekstbericht te bekijken. U kunt op een bericht klikken om deze direct te beantwoorden.

Maximaal 1000 berichten worden ondersteund.

MESSAGECENTER

MessageCenter Inbox Test

Inbox > Search Indoor Station 001-0101-01
Test

Qutbox > Filter v receive time: 2019-03-05 22:53

Indoor Station 001-0101-01 22:53 Hello!

Test

RE:Test

Hello]

Uw antwoordberichten kunnen worden bekeken in het "Postvak uit". Maximaal 100 berichten kunnen
worden ondersteund.

Producthandboek 2TMD041800D0090 | 299



Opmerkingen

14  Opmerkingen

We behouden ons het recht voor om te allen tijde technische wijzigingen aan te brengen,
evenals wijzigingen in de inhoud van dit document zonder voorafgaande kennisgeving.

De gedetailleerde specificaties die op het moment van bestellen zijn overeengekomen, zijn van
toepassing op alle bestellingen. Busch-Jaeger aanvaardt geen verantwoordelijkheid voor
mogelijke fouten of onvolledigheden in dit document.

We behouden ons alle rechten op dit document en de daarin opgenomen onderwerpen en
illustraties. Het document en de inhoud ervan, of uittreksels daarvan, mogen niet worden
gereproduceerd, overgedragen of hergebruikt door derden zonder voorafgaande schriftelijke
toestemming van Busch-Jaeger.
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